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Introduction and Background

1. The need for King III

The third report on corporate governance in South Africa became necessary because of the new Companies Act no. 71 of 2008 (‘the Act’) and changes in international governance trends. This Report, referred to as King III, was compiled by the King Committee with the help of the King subcommittees.

We have endeavoured, as with King I and King II, to be at the forefront of governance internationally. We believe this has been achieved because of the focus on the importance of conducting business reporting annually in an integrated manner i.e. putting the financial results in perspective by also reporting on:

- how a company has, both positively and negatively, impacted on the economic life of the community in which it operated during the year under review; and

- how the company intends to enhance those positive aspects and eradicate or ameliorate the negative aspects in the year ahead.

2. Composition of the King Committee for King III

On the advice of Sir Adrian Cadbury, the King Committee has been retained even though only three members of the committee, formed in 1992, remain on the present King
Committee. In giving his advice, Sir Adrian Cadbury pointed out the evolutionary nature of corporate governance - various commissions were held in England under people other than Sir Adrian Cadbury after the Cadbury Report was issued. Following the Cadbury Report, the Greenbury, Hampel, Turnbull, Smith and Higgs Reports were issued. These were combined and the UK governance code is now known as the Combined Code. Following Sir Adrian’s advice, the committee in South Africa continues to be known as the King Committee and the King Code has become an internationally recognised brand.

Eleven subcommittees were established for the King III process, namely:

- boards and directors;
- accounting and auditing;
- risk management;
- internal audit;
- integrated sustainability reporting;
- compliance and stakeholder relationships;
- business rescue;
- fundamental and affected transactions;
- IT governance;
- alternative dispute resolution; and
- editing.

Six researchers surveyed international best practices and helped to prepare the Practice Notes. The subcommittees consisted of 106 people. Lindie Engelbrecht, Chief Executive of the Institute of Directors of Southern Africa (IoD), acted as the convener of the chairmen of the subcommittees. Michael Katz checked all the legal aspects contained in the Report.

The names of the conveners and the members of the subcommittees are given in an attachment to this Report. Of the 123 people involved in this Report less than 20% are serving directors and the others are professionals and experts in the field of their committee.

As with King I and II, none of the members received remuneration or reimbursement of expenses. The only value driver for members was service in the best interest of corporate South Africa.

### 3. The governance compliance framework

**Legislated basis for governance compliance**

The governance of corporations can be on a statutory basis, or as a code of principles and practices, or a combination of the two. The United States of America has chosen to codify a significant part of its governance in an act of Congress known as the Sarbanes-Oxley Act.
(SOX). This statutory regime is known as ‘comply or else’. In other words, there are legal sanctions for non-compliance.

There is an important argument against the ‘comply or else’ regime: a ‘one size fits all’ approach cannot logically be suitable because the types of business carried out by companies vary to such a large degree. The cost of compliance is burdensome, measured both in terms of time and direct cost. Further, the danger is that the board and management may become focused on compliance at the expense of enterprise. It is the duty of the board of a trading enterprise to undertake a measure of risk for reward and to try to improve the economic value of a company. If the board has a focus on compliance, the attention on its ultimate responsibility, namely performance, may be diluted.

The total cost to the American economy of complying with SOX is considered to amount to more than the total write-off of Enron, World Com and Tyco combined. Some argue that companies compliant with SOX are more highly valued and that perhaps another Enron debacle has been avoided. Prof Romano of Yale Law School said, “SOX’s corporate governance provisions were ill-conceived. Other nations, such as the members of the European Union who have been revising their corporation codes, would be well advised to avoid Congress’ policy blunder.” Prof Ribstein of Illinois Law School said, “It is unlikely that hasty, crash-induced regulation like SOX can be far sighted enough to protect against future problems, particularly in light of the debatable efficiency of SOX’s response to current market problems. Even the best regulators might err and enact regulation that is so strong that it stifles innovation and entrepreneurial activity. And once set in motion, regulation is almost impossible to eliminate. In short, the first three years of SOX was, at best, an overreaction to Enron and related problems and, at worst, ineffective and unnecessary.”

**Voluntary basis for governance compliance**

The 56 countries in the Commonwealth, including South Africa and the 27 states in the EU including the United Kingdom, have opted for a code of principles and practices on a ‘comply or explain’ basis, in addition to certain governance issues that are legislated.

At the United Nations, the question whether the United Nations Governance Code should be ‘comply or explain’ or ‘comply or else’, was hotly debated. The representatives of several of the world bodies were opposed to the word ‘comply’, because it connoted that there had to be adherence and there was no room for flexibility.

Following King II, the Johannesburg Stock Exchange Limited (JSE) required listed companies to include in their annual report a narrative statement as to how they had complied with the principles set out in King II, providing explanations that would enable stakeholders to evaluate the extent of the company’s compliance and stating whether the reasons for non-compliance were justified. There are indeed examples in South Africa of companies listed on the JSE that have not followed practices recommended but have explained the practice adopted and have prospered. In these examples, the board ensured that acting in the best interests of the company was the overriding factor, subject always to proper consideration of the legitimate interests and expectations of all the company’s stakeholders.

South African listed companies are regarded by foreign institutional investors as being among the best governed in the world’s emerging economies and we must strive to maintain that high ranking. South Africa has benefited enormously from its listed companies following good governance principles and practices, as was evidenced by the significant capital inflows into South Africa before the global financial crisis of 2008.

For all these reasons, the King Committee continues to believe that there should be a code of principles and practices on a non-legislated basis.

**Various approaches to voluntary basis for governance compliance**

Internationally, the ‘comply or explain’ principle has also evolved into different approaches.

At the United Nations, for instance, it was ultimately agreed that the UN code should be on an ‘adopt or explain’ basis.
In the Netherland Code the ‘apply or explain’ approach was adopted. We believe that this language more appropriately conveys the intent of the King Code from inception rather than ‘comply or explain’. The ‘comply or explain’ approach could denote a mindless response to the King Code and its recommendations whereas the ‘apply or explain’ regime shows an appreciation for the fact that it is often not a case of whether to comply or not, but rather to consider how the principles and recommendations can be applied.

King III, therefore, is on an ‘apply or explain’ basis and its practical execution should be addressed as follows:

It is the legal duty of directors to act in the best interests of the company. In following the ‘apply or explain’ approach, the board of directors, in its collective decision-making, could conclude that to follow a recommendation would not, in the particular circumstances, be in the best interests of the company. The board could decide to apply the recommendation differently or apply another practice and still achieve the objective of the overarching corporate governance principles of fairness, accountability, responsibility and transparency. Explaining how the principles and recommendations were applied, or if not applied, the reasons, results in compliance. In reality, the ultimate compliance officer is not the company’s compliance officer or a bureaucrat ensuring compliance with statutory provisions, but the stakeholders.

4. The link between governance principles and law

There is always a link between good governance and compliance with law. Good governance is not something that exists separately from the law and it is entirely inappropriate to unhinge governance from the law.

The starting point of any analysis on this topic is the duty of directors and officers to discharge their legal duties. These duties are grouped into two categories, namely: the duty of care, skill and diligence, and the fiduciary duties.

As far as the body of legislation that applies to a company is concerned, corporate governance mainly involves the establishment of structures and processes, with appropriate checks and balances that enable directors to discharge their legal responsibilities, and oversee compliance with legislation.

In addition to compliance with legislation, the criteria of good governance, governance codes and guidelines will be relevant to determine what is regarded as an appropriate standard of conduct for directors. The more established certain governance practices become, the more likely a court would regard conduct that conforms with these practices as meeting the required standard of care. Corporate governance practices, codes and guidelines therefore lift the bar of what are regarded as appropriate standards of conduct. Consequently, any failure to meet a recognised standard of governance, albeit not legislated, may render a board or individual director liable at law.

Around the world hybrid systems are developing. In other words, some of the principles of good governance are being legislated in addition to a voluntary code of good governance practice. In an ‘apply or explain’ approach, principles override specific recommended practices. However, some principles and recommended practices have been legislated and there must be compliance with the letter of the law. This does not leave room for interpretation. Also, what was contained in the common law is being restated in statutes. In this regard, perhaps the most important change is incorporation of the common law duties of directors in the Act. This is an international trend.

As a consequence, in King III, we point to those matters that were recommendations in King II, but are now matters of law because they are contained in the Act.

Besides the Act, there are other statutory provisions which create duties on directors and we draw some of these statutes to the attention of directors. The Act legislates in respect of state-owned companies as defined in the Public Finance Management Act (PFMA) (which includes both national government business enterprises and national public entities). These state-owned companies are described as ‘SOC Limited’. Private companies (which have Pty Ltd at the end of the company name) are companies that have memoranda of incorporation prohibiting the offer of shares to the public and restricting the transferability
of their shares. Personal liability companies (which have Inc at the end of the company name) provide that directors and past directors are jointly and severally liable for the contractual debts of the company. A public company (which has Ltd at the end of the company name) means a profit company that is not a state-owned company, private company or personal liability company. A non-profit company carries the naming convention ‘NPC’.

A person who holds a beneficial interest in the shares issued by a company has certain rights to company information under the Act and under the Promotion of Access to Information Act.

All companies must prepare annual financial statements, but there are limited exceptions from the statutory requirement for an external audit of these annual financial statements.

A company is generally permitted to provide financial assistance for the purchase or subscription of its shares and to make loans to directors, subject to certain conditions such as solvency and liquidity. The Act describes the standards of directors’ duties by reference to the common law principles. A new statutory defence has been introduced for the benefit of directors who have allegedly breached their duty of care. This defence will be availed of by a director who asserts that he had no financial conflict, was reasonably informed, and made a rational business decision in the circumstances.

Provisions exist for relieving directors of liability in certain circumstances, either by the courts or, if permitted, by the company’s memorandum of incorporation, but not in the case of gross negligence, willful misconduct or breach of trust.

Every public company and state-owned company must have a company secretary, who has specific duties set out in the Act. The company secretary is dealt with in Chapter 2 Principle 2.21.

The designated auditor may not hold office as such for more than five consecutive years and, in general terms, cannot perform any services that would be implicated in the conduct of the external audit or determined by the audit committee.

Every public company and state-owned company must appoint an audit committee, the duties of which are described in the Act and repeated in Chapter 3 Principles 3.4 to 3.10.

We have distinguished between statutory provisions and voluntary principles, and recommended practices. We have made it clear that it is the board’s duty, if it believes it to be in the best interests of the company, to override a recommended practice. However, the board must then explain why the chosen practice was applied and give the reasons for not applying the recommended practice.

The ultimate compliance officer is the company’s stakeholders who will let the board know by their continued support of the company if they accept the departure from a recommended practice and the reasons furnished for doing so.

5. Corporate governance and the financial crisis

The credit crunch, and the resulting crisis among leading financial institutions, is increasingly presented as a crisis of corporate governance. However, although current problems are to an extent indicative of shortcomings in the global financial architecture, they should not be interpreted as reflecting dysfunction in the broader South African and UK corporate governance models where values-based principles are followed and governance is applied, not only in form but also in substance.

Consequently, it is essential that South African policymakers focus their response to the crisis on the underlying sources of the problem, including any defects in the financial regulatory framework (both in SA and globally). Populist calls for more general legislative corporate governance reform must be treated with the appropriate caution.

Critics of South Africa’s light regulatory touch often suggest that emulation of the more ‘robust’ US approach would improve corporate governance standards, and thereby reduce the risk of systemic economic crises in the future. However, it is worth remembering that the US is the primary source of the current financial crisis. SOX – with all of its statutory
requirements for rigorous internal controls – has not prevented the collapse of many of the leading names in US banking and finance.

6. The new constitution of commerce

An analysis of the registers of shareholders of the major companies listed on the JSE will show that they are mostly comprised of financial institutions, both foreign and local. These institutions are ‘trustees’ for the ultimate beneficiaries, who are individuals. The ultimate beneficiaries of pension funds, which are currently among the largest holders of equities in South Africa, are individuals who have become the new owners of capital. This is a departure from the share capital being held by a few wealthy families, which was the norm until the end of the first half of the 20th century. This is a worldwide trend.

The company is integral to society, particularly as a creator of wealth and employment. In the world today, companies have the greatest pools of human and monetary capital. These are applied enterprisingly in the expectation of a return greater than a risk-free investment.

Surveys have shown that while the first priority of stakeholders of a company is the quality of the company's products or services, the second priority is the trust and confidence that the stakeholders have in the company.

Although the board is accountable to the company itself, the board should not ignore the legitimate interests and expectations of its stakeholders. In the board’s decision-making process, the inclusive approach to governance adopted in King II dictates that the board should take account of the legitimate interests and expectations of the company’s stakeholders in making decisions in the best interests of the company.

7. Institutional investors

An ‘apply or explain’ market-based code of good practice in the context of listed companies, such as King III, is stronger if its implementation is overseen by those with a vested interest in the market working, i.e. the institutional investor. Recent experience indicates that market failures in relation to governance are, at least in part, due to an absence of active institutional investors.

Institutional investors should be encouraged to vote and engage with companies, or require their agents through mandates to vote and engage. This will ensure that governance best practice principles are more consistently applied.

The King III report was written from the perspective of the board as the focal point of corporate governance. However, the King Committee believes that a code should be drafted to specifically set out the expectations on institutional investors in ensuring companies apply the principles and recommended practices effectively. The code should encourage action that ensures all role players in the investment chain become aware of their duties. Even though more than 20 asset managers and owners have signed the Principles for Responsible Investment (PRI), few are voting and disclosing their votes. Institutional investors should at the very least follow the guidelines laid down by the International Corporate Governance Network (ICGN).

The King Committee also agrees with the suggestion of the Organisation for Economic Cooperation and Development (OECD) that shareholders should be allowed to consult with each other on issues concerning basic shareholder rights. This is subject to exceptions to prevent abuse such as in amalgamations, schemes of arrangement, takeovers, mergers and the disposal of the greater part of the assets of a company.

8. Key aspects of this Report

The philosophy of the Report revolves around leadership, sustainability and corporate citizenship. To facilitate an understanding of the thought process, debate and changes in the Report, the following key aspects are highlighted:

1.
Good governance is essentially about effective leadership. Leaders should rise to the challenges of modern governance. Such leadership is characterised by the ethical values of responsibility, accountability, fairness and transparency and based on moral duties that find expression in the concept of Ubuntu. Responsible leaders direct company strategies and operations with a view to achieving sustainable economic, social and environmental performance.

2. *Sustainability* is the primary moral and economic imperative of the 21st century. It is one of the most important sources of both opportunities and risks for businesses. Nature, society, and business are interconnected in complex ways that should be understood by decision-makers. Most importantly, current incremental changes towards sustainability are not sufficient – we need a fundamental shift in the way companies and directors act and organise themselves.

3. The concept of corporate citizenship which flows from the fact that the company is a person and should operate in a sustainable manner. Sustainability considerations are rooted in the South African Constitution which is the basic social contract that South Africans have entered into. The Constitution imposes responsibilities upon individuals and juristic persons for the realisation of the most fundamental rights.

9. **Sustainability**

*International developments*

Sustainability issues have gained in importance internationally since the publication of King II. The United Nations has published the Global Compact and the Principles for Responsible Investment. There have also been the European Union Green Paper for Corporate Social Responsibility (CSR) and the OECD Guidelines for Multinational Companies.

The Swedish government has laid down that its state-owned enterprises must have sustainability reports following the Global Reporting Initiative’s (GRI) G3 guidelines.

In the United Kingdom, the CSR relevant part of the Companies Act came into operation in October 2007. It requires that directors consider in their decision-making, the impacts of the company’s operations on the community and the environment. As has been pointed out in ‘The Reform of United Kingdom Company Law’, the intention of corporate law reform in this area was to:

- encourage companies to take an appropriate long-term perspective;
- develop productive relationships with employees and those in the supply chain;
- and to take seriously their ethical, social and environmental responsibilities.

In Germany, in terms of the German Commercial Code, management reports must include non-financial performance indicators and companies should demonstrate that their decisions have taken CSR into account in an effective way.

In January 2009, the Norwegian government launched a national White Paper on CSR. The Paper deals with the responsibility of companies in Norway to report on sustainability performance. The Paper explains how the GRI G3 guidelines can be used to fulfil the company’s responsibilities to make transparent disclosure about sustainability issues.

In December 2008, the Danish parliament passed a law on CSR reporting for its companies, mandating that companies disclose their CSR activities or give reasons for not having any, following the principle of ‘comply or explain’. Denmark encourages the use of accepted tools such as the GRI G3 guidelines and the UN Global Compact Communication on Progress. A recent survey shows that over 80% of the global Fortune companies now have sustainability performance reports.
Recently, President Obama of the United States stated that sustainability issues would be central to the policies of his administration.

**Local developments**

Locally, the topic has also burgeoned. The JSE launched the SRI index in 2004 as a tool for investors to identify companies incorporating sustainability practices into their business activities. More recently, the Department of Environmental Affairs and Tourism of South Africa carried out a long-term mitigation scenario about climate change. Plans were put in place, in the third quarter of 2008, to fast-track the process of translating strategic options into policy directions. The then Minister, Martinus van Schalkwyk, said that he would eventually develop a legislative, regulatory and fiscal package to give effect to South Africa’s long-term climate policy. He added that if South Africa continued with business as usual, greenhouse gas emissions would quadruple by 2050 and, in the process, South Africa would become an international pariah. He pointed out that South Africa’s actions, in reducing electricity demand, were in line with the Department of Environmental Affairs and Tourism’s long-term mitigation scenario and have already had a positive impact on the country’s footprint. South Africa plans to have a full climate-change plan in place in 2009.

An incentive for investments by energy-efficient equipment companies will be introduced in South Africa in the form of a supplementary depreciation allowance. Existing excise duties on motor vehicles will be adjusted to take into account carbon emissions.

**Integration of social, environmental and economic issues**

The proliferation of initiatives, tools and guidelines on sustainability is evidence of the growing awareness of sustainability issues. Because the company is so integral to society, it is considered as much a citizen of a country as is a natural person who has citizenship. It is expected that the company will be and will be seen to be a responsible citizen. This involves social, environmental and economic issues – the triple context in which companies in fact operate. Boards should no longer make decisions based only on the needs of the present because this may compromise the ability of future generations to meet their own needs.

‘The success of companies in the 21st century is bound up with three interdependent sub-systems – the natural environment, the social and political system and the global economy. Global companies play a role in all three and they need all three to flourish.’ This is according to Tomorrow’s Company, UK. In short, planet, people and profit are inextricably intertwined.

A key challenge for leadership is to make sustainability issues mainstream. Strategy, risk, performance and sustainability have become inseparable; hence the phrase ‘integrated reporting’ which is used throughout this Report.

The achievement of best practice in sustainability and integrated reporting is only possible if the leadership of a company embraces the notion of integrated sustainability performance and reporting. There are some examples of visionary leadership in this area. Tomorrow’s Company for example, recognises that tomorrow’s global company should ‘expand its view of success and redefine it in terms of lasting positive impacts for business, society and the environment’.

Sustainability is, however, about more than just reporting on sustainability. It is vital that companies focus on integrated performance. The board’s role is to set the tone at the top so that the company can achieve this integrated performance.

Sustainability also means that management pay schemes must not create incentives to maximise relatively short-term results at the expense of longer-term performance.

**Inclusive stakeholder approach**

This Report seeks to emphasise the inclusive approach of governance.

It is recognised that in what is referred to as the ‘enlightened shareholder’ model as well as the ‘stakeholder inclusive’ model of corporate governance, the board of directors should also consider the legitimate interests and expectations of stakeholders other than
shareholders. The way in which the legitimate interests and expectations of stakeholders are being treated in the two approaches is, however, very different. In the ‘enlightened shareholder’ approach the legitimate interests and expectations of stakeholders only have an instrumental value. Stakeholders are only considered in as far as it would be in the interests of shareholders to do so. In the case of the ‘stakeholder inclusive’ approach, the board of directors considers the legitimate interests and expectations of stakeholders on the basis that this is in the best interests of the company, and not merely as an instrument to serve the interests of the shareholder.

What this means in practice is that in the ‘stakeholder inclusive’ model, the legitimate interests and expectations of stakeholders are considered when deciding in the best interests of the company. The integration and trade-offs between various stakeholders are then made on a case-by-case basis, to serve the best interests of the company. The shareholder, on the premise of this approach, does not have a predetermined place of precedence over other stakeholders. However, the interests of the shareholder or any other stakeholder may be afforded precedence based on what is believed to serve the best interests of the company at that point. The best interests of the company should be interpreted within the parameters of the company as a sustainable enterprise and the company as a responsible corporate citizen. This approach gives effect to the notion of redefining success in terms of lasting positive effects for all stakeholders, as explained above.

**Integrated reporting**

The market capitalisation of any company listed on the JSE equals its economic value and not its book value. The financial report of a company, as seen in its balance sheet and profit and loss statement, is a photograph of a moment in time of its financial position. In buying a share on any stock exchange, the purchaser makes an assessment of the economic value of a company. The assessment considers the value of matters not accounted for, such as future earnings, brand, goodwill, the quality of its board and management, reputation, strategy and other sustainability aspects. The informed investor assesses the quality of the company’s risk management and whether it has considered the sustainability issues pertinent to its business.

Individuals today are the indirect providers of capital. They are consumers and, as citizens, they are concerned about the sustainability of our planet. Those who prepare integrated reports should give the readers the forward-looking information they want. Today’s stakeholders also want assurance on the quality of this forward looking information.

By issuing integrated reports, a company increases the trust and confidence of its stakeholders and the legitimacy of its operations. It can increase the company’s business opportunities and improve its risk management. By issuing an integrated report internally, a company evaluates its ethics, fundamental values, and governance, and externally improves the trust and confidence which stakeholders have in it.

In King III, we have therefore recommended integrated sustainability performance and integrated reporting to enable stakeholders to make a more informed assessment of the economic value of a company.

The integrated report, which is used throughout the Report and is explained in Chapter 9, should have sufficient information to record how the company has both positively and negatively impacted on the economic life of the community in which it operated during the year under review, often categorised as environmental, social and governance issues (ESG). Further, it should report how the board believes that in the coming year it can improve the positive aspects and eradicate or ameliorate the negative aspects, in the coming year.

**In summary**

- *Inclusivity* of stakeholders is essential to achieving sustainability and the legitimate interests and expectations of stakeholders must be taken into account in decision-making and strategy.
Innovation, fairness, and collaboration are key aspects of any transition to sustainability – innovation provides new ways of doing things, including profitable responses to sustainability; fairness is vital because social injustice is unsustainable; and collaboration is often a prerequisite for large scale change. Collaboration should not, however, amount to anti-competitiveness.

- Social transformation and redress from apartheid are important and should be integrated within the broader transition to sustainability. Integrating sustainability and social transformation in a strategic and coherent manner will give rise to greater opportunities, efficiencies, and benefits, for both the company and society.

- King II explicitly required companies to implement the practice of sustainability reporting as a core aspect of corporate governance. Since 2002, sustainability reporting has become a widely accepted practice and South Africa is an emerging market leader in the field (partially due to King II and the emergence of initiatives such as the JSE’s Socially Responsible Investment (SRI) index which was the first of its kind in an emerging market). King III supports the notion of sustainability reporting, but makes the case that whereas in the past it was done in addition to financial reporting it now should be integrated with financial reporting.

10. Emerging governance trends incorporated in the report

**Alternative dispute resolution (ADR)**

Electronic communication has expedited the process of concluding contracts and doing business generally. The world is flat and borderless as far as capital flows are concerned. Capital can easily flow with the click of a mouse to where there is good governance. International bodies such as the International Finance Corporation have started to recognise that alternative dispute resolution (ADR) clauses are needed in contracts. Mediation is being used, not only as a dispute resolution mechanism, but as a management tool.

For example, in the building of a bridge, a mediation expert is called in when the contracts are being finalised because the expert will know that the formulation of a clause in a certain way could lead to disputes or, conversely, avoid disputes. Further, as disputes arise, the mediator is called in to help the parties to resolve them. The disputants can arrive at novel solutions quickly, efficiently and effectively with a saving in costs. There is an identity of interest to complete the bridge in good time, for example, to earn bonuses. If it is not, there may well be penalties.

It is accepted around the world that ADR is not a reflection on a judicial system of any country, but that it has become an important element of good governance. Directors should preserve business relationships. Consequently, when a dispute arises, in exercising their duty of care, they should endeavour to resolve it expeditiously, efficiently and effectively. Also, mediation enables novel solutions, which a court may not achieve, as it is constrained to enforce legal rights and obligations. In mediation, the parties’ needs are considered, rather than their rights and obligations. It is in this context that the Institute of Directors in Southern Africa (IoD) advocates administered mediation and, if it fails, expedited arbitration. Together with the Arbitration Foundation of Southern Africa, the IoD has developed an enforceable ADR clause for inclusion in contracts, the precedent of which is to be found in the Practice Notes to the report. The King Committee endorses the approach by the IoD. In Chapter 8 Principle 8.6 ADR is dealt with in more detail.

ADR is also in line with the principles of Ubuntu.

**Risk-based internal audit**

Risk involves issues over the whole spectrum of conducting business and enterprise. Strategy in itself involves risk be cause one is dealing with future events. King II and other such codes require directors to enquire and then, if satisfied, confirm in the annual report the adequacy of internal controls in a company.
A compliance-based approach to internal audit adds little value to the governance of a company as it merely assesses compliance with existing procedures and processes without an evaluation of whether or not the procedure or process is an adequate control. A risk-based approach is more effective as it allows internal audit to determine whether controls are effective in managing the risks which arise from the strategic direction that a company, through its board, has decided to adopt.

Internal audit should be risk-based and every year the internal auditors should furnish an assessment to the board generally on the system of internal controls and to the audit committee specifically on the effectiveness of internal financial controls. The audit committee must report fully to the board on its conclusions arising from the internal audit assessment. This will give substance to the endorsement by directors of the effectiveness of internal controls in a company in the integrated report. Internal audit forms part of the combined assurance model introduced in Chapter 3 Principle 3.5 of this Report. Internal audit is discussed in Chapter 7.

**Shareholders and remuneration**

We have dealt in the Report with the trend for the board to put the company’s policy of remuneration to a non-binding advisory vote of shareholders in general meeting. Within the remuneration policy the board will state the principles for fixing individual remuneration for senior management. Non-executive directors’ remuneration will be fixed for the year and must be approved by special resolution by shareholders in a general meeting. Refer to Chapter 2 Principle 2.25.

**Evaluation of board and director performance**

The evaluation of boards, board committees and individual directors, including the chairman, is now entrenched internationally. The Report deals with evaluations in Chapter 2 Principle 2.22.

**11. New issues in the report**

**Information technology governance**

Information systems were used as enablers to business, but have now become pervasive in the sense that they are built into the strategy of the business. The pervasiveness of IT in business today mandates the governance of IT as a corporate imperative.

In most companies, IT has become an integral part of the business and is fundamental to support, sustain and grow the business. Not only is IT an operational enabler for a company, it is an important strategic asset to create opportunities and to gain competitive advantage. Companies have made, and continue to make a significant investment in IT. Virtually all components, aspects and processes of a company include some form of automation. This has resulted in companies relying enormously on IT systems. Further, the emergence and evolution of the internet, ecommerce, on-line trading and electronic communication have also enabled companies to conduct business electronically and perform transactions instantly. These developments bring about significant risks and should be well governed and controlled. We, therefore, deal with IT governance in detail in King III for the first time. The IT governance chapter (Chapter 5) is focused on providing the most salient aspects of IT governance for directors. Due to the broad and ever-evolving nature of the discipline of IT governance, the chapter does not try to be the definitive text on this subject but rather to create a greater degree of awareness at director level.

There is no doubt that the complexity of IT systems does create operational risks and when one outsources IT services, for instance, this has the potential to increase risk because confidential information is outside the company. Consideration has to be given to the integrity and availability of the functioning of the system; possession of the system; authenticity of system information; and assurance that the system is usable and useful. Concerns include unauthorized use, access, disclosure, disruption or changes to the information system.
In exercising their duty of care, directors should ensure that prudent and reasonable steps have been taken in regard to IT governance. To address this by legislation alone is not the answer. International guidelines have been developed through organisations such as ITGI and ISACA (COBIT and Val IT), the ISO authorities (eg: ISO 38500) and various other organisations such as OCEG. These may be used as a framework or audit for the adequacy of the company’s information governance for instance, but it is not possible to have ‘one size fits all’. However, companies should keep abreast of the rapidly expanding regulatory requirements pertaining to information.

Business rescue

South Africa has been unique in not having had adequate business rescue legislation. This is now addressed in the Act. Clearly, the ability to rescue economically viable companies experiencing financial difficulties is in the best interests of shareholders, creditors, employees and other stakeholders as well as in the interests of the country as a whole because of the high costs to the economy if businesses fail.

Business rescue legislation needs to balance the rights of stakeholders without facilitating abuse. The business community has long suggested that there should be business rescue provisions, but for all types of entities and not only companies. Directors should be aware of the practicalities of business rescue. Business rescue is addressed in this Report in Chapter 2 Principle 2.15 and in the Practice Notes.

Fundamental and affected transactions

We did not concern ourselves with fundamental and affected transactions in King I or King II. However, because of the changes in the Act, we have included in the Practice Notes a section on fundamental and affected transactions to ensure that directors are aware of their responsibilities and duties for mergers, acquisitions and amalgamations.

Also, the existence of an active take-over industry promotes good governance and is more likely to ensure good managerial performance and discipline.

12. Language, gender and terminology

Although the terms ‘company’, ‘boards’ and ‘directors’ are used, King III refers and applies to the functional responsibility of those charged with governance in any entity even if different terminology is used in other entities, sectors and industries.

When the Report refers to ‘he’ or ‘his’ in this report we include ‘she’ or ‘her’. Likewise, when we refer to ‘chairman’, we include ‘chairwoman’, ‘chairperson’ and ‘chair’. The use of the term ‘corporate’ (e.g. corporate governance, corporate citizenship, corporate ethics etc.) applies to all entities.

As certain aspects of governance are legislated in the Act and the PFMA, the use of instructive language is important in reading and understanding the Report and the Code. The word ‘must’ indicates a legal requirement. In aspects where we believe the application of the Code will result in good governance, the word ‘should’ is used. The word ‘may’ indicates areas where the Committee recommends certain practices for consideration.

The Report is set out in nine chapters with the leadership and corporate citizenship chapter establishing the foundation for the report and the boards and directors chapter as the overarching chapter. The subsequent chapters cover certain aspects of the boards and directors chapter in more detail. Each chapter contains the key principles of governance and then explanations as to how to carry out the principles by means of application of best practice recommendations.

13. Application of the Code

In contrast to the King I and II codes, King III applies to all entities regardless of the manner and form of incorporation or establishment and whether in the public, private sectors or non-profit sectors. We have drafted the principles so that every entity can apply them and, in doing so, achieve good governance.
All entities should apply the principles in the Code and consider the best practice recommendations in the Report. All entities should by way of explanation make a positive statement about how the principles have been applied or have not been applied. This level of disclosure will allow stakeholders to comment on and challenge the board on the quality of its governance. The manner of application will differ for each entity and is likely to change as the aspirational nature of the Code should drive entities to continually improve governance practices. It is important to understand that the ‘apply or explain’ approach requires more consideration – application of the mind - and explanation of what has actually been done to implement the principles and best practice recommendations of governance.

Each principle is of equal importance and together forms a holistic approach to governance. Consequently, ‘substantial’ application of this Code and the Report does not achieve compliance.

The Code applies to entities incorporated in and resident in South Africa. Foreign subsidiaries of local companies should apply the Code to the extent prescribed by the holding company and subject to entity-specific foreign legislation.

The Practice Notes to King III, issued by the IoD, provide the necessary guidance to all entities on implementing the Code.

14. Effective date

It is expected that the new Act will become operative on 1 July 2010. The King III report will be effective from 1 March 2010 and until then, King II will apply.

15. Appreciation

I record my thanks and appreciation to my Committee and the subcommittee members who devoted so much time and effort in the interests of corporate South Africa without remuneration or reimbursement of expenses. In particular, I thank Lindie Engelbrecht, who tirelessly convened the chairs of the subcommittees, collected subcommittee reports and edited them before passing them to me for my scrutiny. I also record my thanks to Michael Katz for checking the legal aspects contained in the Report.
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Chapter 1
Ethical Leadership and Corporate Citizenship

Principle 1.1:
The board should provide effective leadership based on an ethical foundation

Responsible leadership

1. Good corporate governance is essentially about effective, responsible leadership. Responsible leadership is characterised by the ethical values of responsibility, accountability, fairness and transparency.
2. Responsible leaders build sustainable businesses by having regard to the company’s economic, social and environmental impact on the community in which it operates. They do this through effective strategy and operations.

3. Responsible leaders reflect on the role of business in society. They consider both the short-term and long-term impact of their personal and institutional decisions on the economy, society and the environment.

4. Responsible leaders do business ethically rather than merely being satisfied with legal or regulatory compliance, uncritically aligning with peer standards, or limiting themselves to current social expectations. They value personal and institutional ethical fitness and practise corporate statesmanship.

5. Responsible leaders do not compromise the natural environment and the livelihood of future generations.

6. Responsible leaders embrace a shared future with all the company’s stakeholders. They are sensitive to the impact of their companies on all its internal and external stakeholders. They give direct rather than incidental consideration to the legitimate interests and expectations of their stakeholders.

The board’s responsibilities

7. The board is responsible for corporate governance and has two main functions: first, it is responsible for determining the company’s strategic direction (and, consequently, its ultimate performance); and second, it is responsible for the control of the company. The board requires management to execute strategic decisions effectively and according to laws and the legitimate interests and expectations of stakeholders.

8. The board is responsible to ensure that management actively cultivates a culture of ethical conduct and sets the values to which the company will adhere. These values should be incorporated in a code of conduct.

9. The board is responsible to ensure that integrity permeates all aspects of the company and its operations and that the company’s vision, mission and objectives are ethically sound. The manner in which the company conducts its internal and external affairs should be beyond reproach. An ethical corporate culture is more than social philanthropy or charitable donations. Certain categories of companies may be required to establish a social and ethics committee in terms of section 72(4) of the Act.

10. The board is responsible to align its conduct and the conduct of management with the values that drive the company’s business. It also requires that the company takes active measures to ensure that its code of conduct is adhered to in all aspects of its business.

11. The board is responsible for considering the legitimate interests and expectations of the company’s stakeholders in its deliberations, decisions and actions. Corporate governance models around the world differ on the question of to whom the board is responsible. This Report intentionally follows the tradition of its two predecessors, namely, the King I and King II. This tradition opts for an inclusive stakeholder model of governance, which considers, weights and promotes the interests of all the company’s stakeholders, thus ensuring the cooperation and support of all
stakeholders the company depends on for its sustainable success. In this way, the company creates trust between itself and its internal and external stakeholders, without whom no company can operate sustainably.

**Ethical foundation**

12. Ethics (or integrity) is the foundation of, and reason for, corporate governance. The ethics of corporate governance requires the board to ensure that the company is run ethically. As this is achieved, the company earns the necessary approval – its licence to operate – from those affected by and affecting its operations.

13. Corporate governance is, in essence, a company’s practical expression of ethical standards. It follows that all the typical aspects of corporate governance (such as the role and responsibilities of the board and directors, internal audit, risk management, stakeholder relations, and so on) should rest on a foundation of ethical values.

14. The ethics of corporate governance requires all deliberations, decisions and actions of the board and executive management to be based on the following four ethical values underpinning good corporate governance:

14.1 *Responsibility:* The board should assume responsibility for the assets and actions of the company and be willing to take corrective actions to keep the company on a strategic path, that is ethical and sustainable.

14.2 *Accountability:* The board should be able to justify its decisions and actions to shareholders and other stakeholders.

14.3 *Fairness:* The board should ensure that it gives fair consideration to the legitimate interests and expectations of all stakeholders of the company.

14.4 *Transparency:* The board should disclose information in a manner that enables stakeholders to make an informed analysis of the company’s performance, and sustainability.

15. As a steward of the company, each director should also discharge the following five moral duties:

15.1 *Conscience:* A director should act with intellectual honesty and independence of mind in the best interests of the company and all its stakeholders, in accordance with the inclusive stakeholder approach to corporate governance. Conflicts of interest should be avoided.

15.2 *Inclusivity* of stakeholders is essential to achieving sustainability and the legitimate interests and expectations of stakeholders must be taken into account in decision-making and strategy.

15.3 *Competence:* A director should have the knowledge and skills required for governing a company effectively. This competence should be continually developed.

15.4
Commitment: A director should be diligent in performing his duties and devote sufficient time to company affairs. Ensuring company performance and compliance requires unswerving dedication and appropriate effort.

15.5

Courage: A director should have the courage to take the risks associated with directing and controlling a successful, sustainable enterprise, and also the courage to act with integrity in all board decisions and activities.

Principle 1.2:
The board should ensure that the company is and is seen to be a responsible corporate citizen

16. A company is an economic institution. But it is also a corporate citizen. As such it has social and moral standing in society, with all the responsibilities attached to that status. The board is not merely responsible for the company’s financial bottom line, but rather for the company’s performance within the triple context in which it operates: economic, social and environmental. It follows that the board should issue an integrated report on its economic, social and environmental performance.

17. This triple-context approach enhances the company’s potential to create economic value. It ensures that the economic, social and environmental resources that the company requires to remain in business are treated responsibly. By looking beyond immediate financial gain, the company protects its reputation – its most significant asset – and builds trust. There is a growing understanding in business that social and environmental issues have financial consequences.

18. It is unethical for companies to expect society and future generations to carry the economic, social and environmental costs and burdens of its operations. This triple-context approach recognises the effect of the modern company on society and the natural environment. It acknowledges that companies should act with economic, social and environmental responsibility. A company itself should ensure that its impact on the economy, society and the natural environment is sustainable.

19. As a responsible corporate citizen, the company should protect, enhance and invest in the wellbeing of the economy, society and the natural environment. Responsible corporate citizenship implies an ethical relationship of responsibility between the company and the society in which it operates.

20. Companies should respect and realise universally recognised, fundamental human rights. To realise human rights in any society, companies (and other institutions) should respect and recognise the basic interests of individuals and communities by creating and sustaining conditions in which human potential can develop. This entails liberating people from unfair discrimination and empowering them to take control of their own lives through, for example, access to education, health care and other resources.

21. In the African context these moral duties find expression in the concept of Ubuntu which is captured in the expression ‘umuntu ngumuntu ngabantu’, ‘I am because you are; you are because we are’. Simply put, Ubuntu means humaneness and the philosophy of Ubuntu includes mutual support and respect, interdependence, unity, collective work and responsibility. It involves a common purpose in all human endeavour and is based on service to humanity (servant leadership).

22. Internationally, there is an increasing expectation that companies will pursue their aims within the limits of the social, political and environmental responsibilities outlined in international conventions on human rights.
In South Africa, the Bill of Rights as provided for in the Constitution has brought about a significant shift in society’s moral perception of companies. The notion of creating a structure that can pursue profit at the expense of human rights is legally untenable in South Africa. Companies are social entities with both rights and responsibilities, and as such, the Bill of Rights applies to them in a manner that goes beyond mere financial considerations. The responsibilities outlined in the Bill of Rights provide the framework within which companies must legally operate. The foundational values of dignity, freedom and equality should guide the company in its interaction with every stakeholder. The specific rights contained in the Bill of Rights provide important guidance to companies for the sustainability of their strategies and operations.

The expectation that business has an important role to play, not only in the economy, but also in responding to economic, social and environmental challenges, has become widely accepted. The debate, on the need for either voluntary business action or government regulation, is being superseded by an understanding that an appropriate mix of both approaches is desirable. Governments are learning to encourage voluntary action beyond legal compliance, while at the same time ensuring compliance with minimum standards. The United Nations Global Compact (UNGC) is regarded as the pre-eminent voluntary initiative for aligning companies’ strategies and operations with ten universally accepted principles in the areas of human and labour rights, environmental responsibility and anti-corruption.

Companies should also ensure that their constitutional responsibility to respect and contribute to the realisation of human rights extends to operations beyond South Africa’s borders. In this regard, there are increasing concerns about the role of South African companies in the rest of Africa. Many of the countries characterised by the OECD as ‘weak governance’ zones are in sub-Saharan Africa. Companies operating in these countries face unique ethical challenges, such as becoming unwitting accomplices to human rights abuses. Along with climate change, human rights in weak governance areas are arguably a key corporate citizenship frontier for the next decade. Companies should be encouraged and supported to approach their activities in such weak governance zones with awareness, circumspection, and sensitivity to local contexts, drawing from international best practice.

There is a need to establish mechanisms for decision-makers to engage in collaborative responses to sustainability challenges. There has been a shift away from an emphasis – common at the time of King II – on individual companies’ sustainability-related efforts. Although initiatives by individual companies are important, it is increasingly recognised that there are limits to what single companies acting by themselves can achieve. This is particularly true given the systemic character of many socio-environmental challenges, such as climate change, water depletion, informal settlements, and corruption.

Collaboration is one of the natural consequences of the notion of corporate citizenship. This approach can be very effective, especially for ethics, as it strengthens the impact and credibility of individual action and levels the playing field. Companies should consider collaborating with one another to raise practice standards and to reduce corruption and competitive risks on both sectoral and project levels. Collaboration could take the form of integrity pacts, collective codes of conduct, and collective policy initiatives.

Corporate citizenship and sustainability require business decision-makers to adopt a holistic approach to economic, social and environmental issues in their core business strategy. Increasingly, companies view corporate social and environmental responsibility, corporate social investment and other social initiatives as central to doing business. Companies no longer treat these initiatives as merely ad hoc or a nice-to-have, but as integral to their business strategy. This, in turn, supports
business growth. Only such a holistic approach will allow for effective management of business opportunities and risks associated with corporate citizenship.

29. Responsible corporate citizenship should manifest in **tangible and reportable programmes and results**. In South Africa, corporate citizenship includes, among others, responsibilities outlined in the Bill of Rights of the Constitution, and issues relating to transformation, human capital, human rights, the environment, social capital, safety and health.

30. There is no uniform or universally applicable approach to responsible citizenship programmes. Pre-conditions for successful programmes include an unwavering leadership commitment and bona fide corporate citizenship interventions rather than public relations exercises. As a responsible corporate citizen, each company should develop its own policies to define and guide its activities.

31. Strategies and policies, designed to achieve responsible corporate citizenship, should be **planned and coordinated across all sections of the company**. The negative consequences of fragmentation include duplication of effort and missed opportunities for synergies. For example, a company may seek to respond to the pressing requirements of the industry’s BEE charter and the government’s BEE scorecard, but fail to integrate these efforts effectively into a broader sustainability framework. This tends to inculcate a short-term emphasis on ‘box ticking’ compliance, thereby generating a corporate investment with poor social returns and inefficiencies as corporate policies, targets, and lines of reporting are duplicated or even contradictory.

32. Currently, the connection between sustainability and BEE is not fully understood. It is, therefore, underdeveloped which leads to a dissociation of the two. There is, however, a significant opportunity to clarify and institutionalise the linkage between sustainability and BEE, namely, the growing movement among international investors – including many of the largest institutional investors – of recognising the role of sustainability considerations in investment. Using this opportunity would, in all likelihood, engender greater confidence among investors in companies’ social transformation efforts in South Africa.

<table>
<thead>
<tr>
<th>Principle 1.3: The board should ensure that the company’s ethics are managed effectively</th>
</tr>
</thead>
</table>

33. Good corporate governance requires that the board takes responsibility for building and sustaining an **ethical corporate culture** in the company. Such a culture consists of both formal and informal cultural systems. Selection and reward systems, for example, are elements of formal culture, whereas ‘living’ practices and language usage are elements of informal culture. A cultural approach to governing and managing the company’s ethics would ensure that ethical standards infuse and align both formal and informal cultural elements.

34. Building and sustaining an ethical corporate culture requires **ethical leadership**. An ethical leader is a role model for the company’s stakeholders by making ethics explicit, legitimising ethics discourse, encouraging ethical conduct in others, and holding others accountable for the ethics of their conduct. It is the responsibility of the board (and executive management) to provide ethical leadership in the company. The board should ensure that the company’s ethical standards are clearly articulated and should be seen to support them actively by taking measures to achieve adherence to them in all aspects of the business. In this way, the board would ensure that ethics is an integral part of the way in which a company conducts its business.
35. The board’s commitment to building and sustaining an ethical organisational culture should be reflected in the company’s vision, mission, strategies and operations; its decisions and conduct; and the manner in which it treats its internal and external stakeholders. The board’s commitment to ethics should also manifest in the company’s responsibility towards the communities and natural environment in which it operates. An ethical culture is, therefore, about more than social philanthropy or charitable donations. Internal and external ethics performance should be aligned with the same ethical standards.

36. Building and sustaining an ethical corporate culture requires active governance of ethics. The board assumes ultimate responsibility for the company’s ethics performance by delegating to executive management the task of setting up a well-designed and properly implemented ethics management process – or ethics programme – consisting of the following four aspects:

**Ethics risk and opportunity profile**

37. The board should ensure that the company’s ethics risks and opportunities are assessed and that an ethics risk profile is compiled.

38. Risk can be positive or negative and positive risk in relation to ethics refers to the opportunities that a strong ethics performance can open up for the company. Companies tend to focus primarily on minimising their negative ethics risks, since they understand that unethical beliefs, practices or behaviour can expose them to financial loss due to theft, fraud, corruption, sabotage, and so on. It is equally important that companies also focus on the benefits of a strong ethical culture. Evidence shows that, in the longer term, companies with a strong ethical culture have a competitive edge over unethical companies.

39. Companies with a strong ethical culture are more successful in attracting and retaining the best human talent and also in maintaining strong and lasting relationships with their suppliers, customers and other stakeholders. All of these enhance the company’s sustainability. Moreover, these companies enjoy the significant benefits and opportunities of trust and a good reputation. See Chapter 4 on the governance of risk for more about this point.

**Code of conduct**

40. The board should ensure that the ethical standards guiding the company’s relationships with internal and external stakeholders are clearly identified.

41. Ethical standards are usually articulated in a code of conduct. If the primary purpose of a code is to curb negative ethics risks, its focus tends to be on rules and guidelines that can prevent unethical behaviour. But if a code’s primary purpose is to take advantage of the opportunities associated with a strong ethical culture, its focus tends to be on promoting core ethical values. Ultimately, a code may seek to balance these two objectives by explicitly linking core ethical values to rules and guidelines, illustrating the behavioural expectations of those values.

42. The code of conduct should be supplemented by several ethics-related policies that provide detailed guidelines for dealing with specific issues — for example, giving and receiving gifts, supplier relations, and political donations. Alternatively, these may be drawn into the code of conduct, especially if they can be formulated briefly.
A properly institutionalised code of conduct is a powerful instrument for guiding the company’s ethics performance.

**Integrating ethics**

44. The board should ensure that the company’s ethical standards (as stated in the code of conduct and related policies) are integrated into all the company’s strategies and operations.

45. Developing the company’s ethical standards and then simply proclaiming the company’s commitment to them is not enough. Ethical standards should inform all company practices, procedures, policies and conduct.

46. Integrating the company’s ethical standards requires the company and all who act on its behalf to conduct their business in a manner consistent with the company’s ethical standards. The code of conduct should be a material term of employment and supplier contracts. Integrating ethics requires a company to deal with suppliers that subscribe to similar standards of corporate governance and ethics.

47. Strategically, integration of ethical standards should be driven from the top by the board, with the chief executive officer (CEO) or a designated executive board member being the visible link between the board and executive management.

48. Operationally, integration of ethical standards consists of management practices (for example, employment screening, awareness campaigns, training, regular communication, and a consistent disciplinary and reward system) and structures (such as an ethics committee, an ethics function and ethics champions). These structures should be distinguished from, but can be combined with, the compliance function.

**Assessment, monitoring, reporting and disclosure**

49. The board should ensure that the company’s ethics performance is assessed, monitored, reported and disclosed.

50. Specifically, ethics performance assessment, monitoring, reporting and disclosure should be located within a generally accepted wider practice of assurance. International practice for assessment, reporting and disclosure requires independent verification against specific ethical criteria and standards that may result in providing formal assurance in the form of an assurance statement.

51. *Internal assessment* of the company’s ethics performance as well as internal reporting on its ethics performance are necessary to provide the board and management with relevant and reliable information about the achievement of ethics objectives, the outcomes of ethics initiatives and the quality of the company’s ethics performance.

52. *External assessment* and disclosure of the company’s ethics performance are necessary to provide *internal and external stakeholders* with relevant and reliable information about the quality of the company’s ethics performance. The *independent assurance* of the company’s ethics performance, supported by an *assurance statement* (as part of the integrated report) enhances the credibility of the information provided to stakeholders.
53. The ultimate objective of assessment, reporting and disclosure is to improve the company’s ethical culture by enhancing its ethical performance. Assessing, reporting and disclosure of ethics performance should enable users of ethics reports to form opinions and make decisions based on disclosed and verified information.
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**Chapter 2**

**Boards and Directors**

**Role and function of the board**

<table>
<thead>
<tr>
<th>Principle 2.1: The board should act as the focal point for and custodian of corporate governance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Companies should be headed by a board that directs, governs and is in effective control of the company. Every board should have a charter setting out its responsibilities and it should meet as often as is required to fulfil its duties, preferably at least four times per year.</td>
</tr>
<tr>
<td>2. The board should collectively provide effective corporate governance that involves monitoring the relationships between the board and management of the company, and between the company and its stakeholders.</td>
</tr>
<tr>
<td>3. The board’s paramount responsibility is the positive performance of the company in creating value. In doing so, it should appropriately consider the legitimate interests and expectations of all its stakeholders.</td>
</tr>
<tr>
<td>4. The board should exercise leadership, enterprise, integrity and judgement in directing the business of the company so that it can survive and thrive.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Principle 2.2: The board should appreciate that strategy, risk, performance and sustainability are inseparable</th>
</tr>
</thead>
<tbody>
<tr>
<td>5. The board should play a prominent role in the strategy-development process and not be the mere recipient of strategy as proposed by management. The board should balance its role of promoting the performance of the company and that of maintaining prudent control of how this performance is achieved.</td>
</tr>
<tr>
<td>6. The board should approve the long-term and short-term strategies for the business of the company and monitor their implementation by management.</td>
</tr>
<tr>
<td>7. Before approving the strategy, the board should ensure that the strategy is aligned with the purpose of the company, the value drivers of the company’s business and the legitimate interests and expectations of the company’s stakeholders.</td>
</tr>
<tr>
<td>8. The board should satisfy itself that the strategy and business plans are not being encumbered by risks that management has not thoroughly examined.</td>
</tr>
</tbody>
</table>
9. The board should identify key performance and risk areas as well as the associated performance and risk indicators and measures. This would include areas such as finance, ethics, conduct, compliance and sustainability. The objectives that are set as part of the strategy should be clear, measurable, profitable and sustainable.

10. The board should ensure that its long-term planning will result in sustainable outcomes. Strategy involves an assessment of risks and opportunities, and the strategy should establish a framework for action by the board and management. The strategy-development process should take account of the dynamics of the changing external environment and be responsive to changing market conditions.

11. The primary reason for the existence of business enterprise is to create value. Traditionally, the notion of value was viewed narrowly as financial value for shareholders. This has evolved into the notion of value in terms of the triple bottom line: social, economic and environmental performance. Today, commentators talk of the triple context in which companies operate or simply the ‘context’, which embraces all three aspects – people, profit and planet.

12. Sustainable business practices require that the needs of the present are met without compromising the ability of future generations to meet their needs. This approach recognises that a business cannot operate in an economically viable manner over a prolonged period without due regard for long-term sustainability issues.

13. The board should consider sustainability as a business opportunity, where long-term sustainability is linked to creating business opportunities. In making these decisions, the board should be aware of the impact the company has on the economic life of the community in which it operates - both positive and negative. Efforts should be made to enhance these positive impacts and eradicate or ameliorate the negative ones. The opportunities that the company is presented with, through the management of risk, should be examined, understood and exploited as a guiding factor in formulating strategy.

### Principle 2.3:
The board should provide effective leadership based on an ethical foundation

Refer to Chapter 1 Principle 1.1 for more detail.

### Principle 2.4:
The board should ensure that the company is and is seen to be a responsible corporate citizen

Refer to Chapter 1 Principle 1.2 for more detail.

### Principle 2.5:
The board should ensure that the company’s ethics are managed effectively

Refer to Chapter 1 Principle 1.3 for more detail.

### Principle 2.6:
The board should ensure that the company has an effective and independent audit committee

Refer to Chapter 3 for more detail.
Principle 2.7: The board should be responsible for the governance of risk
Refer to Chapter 4 for more detail.

Principle 2.8: The board should be responsible for information technology (IT) governance
Refer to Chapter 5 for more detail.

Principle 2.9: The board should ensure that the company complies with applicable laws and considers adherence to non-binding rules, codes and standards
Refer to Chapter 6 for more detail.

Principle 2.10: The board should ensure that there is an effective risk-based internal audit
Refer to Chapter 7 for more detail.

Principle 2.11: The board should appreciate that stakeholders’ perceptions affect the company’s reputation
Refer to Chapter 8 for more detail.

Principle 2.12: The board should ensure the integrity of the company’s integrated report
Refer to Chapter 9 for more detail.

Principle 2.13: The board should report on the effectiveness of the company’s system of internal controls
Refer to Chapters 7 and 9 for more detail.

Principle 2.14: The board and its directors should act in the best interests of the company

14. The board must always act in the best interests of the company. In terms of our common law, as developed through jurisprudence, the best interests of the company has been interpreted to equate to the best interests of the body of shareholders. The Act states that its purpose is to promote compliance with the Bill of Rights as provided for in the Constitution. This purpose, as stated, constitutes a departure from the traditional narrow interpretation of the best interests of the company.

15. The foundation of each decision should be intellectual honesty, based on all the relevant facts. Objectively speaking, the decision should be a rational one considering all relevant facts at the time.

16.
The board has a reflective role with collective authority and decision-making as a board, but directors carry individual responsibility.

17. Directors of companies are appointed in terms of the constitution of the company and in terms of the Act. Each director of a company has:

17.1 a duty to exercise the degree of care, skill and diligence that would be exercised by a reasonably diligent individual who has:

17.1.1 the general knowledge, skill and experience that may reasonably be expected of an individual carrying out the same functions as are carried out by a director in relation to the company; and

17.1.2 the general knowledge, skill and experience of that director; and

17.2 a fiduciary duty to act in good faith and in a manner that the director reasonably believes to be in the best interests of the company.

18. Directors should exercise objective judgement on the affairs of the company independently from management, but with sufficient management information to enable a proper and objective assessment to be made.

19. To be able to fulfill their legal duties directors should have unrestricted access to all the company's information, records, documents, property, management and staff subject to a process established by the board.

20. The minimum fundamental duties described in paragraph 17 above, should apply to all entities, regardless of the framework under which these entities have been established, subject to any specific standards required.

21. Failure to perform these duties properly may render a director personally liable.

22. Individual directors or the board as a whole should be entitled, at the expense of the company, to take independent professional advice in connection with their duties, if they consider it necessary, but only after following a process agreed by the board.

23. The personal interests of a director, or of people closely associated with that director, should not take precedence over the interests of the company.

24. Any director who is appointed to the board as the representative of a party with a substantial interest in the company, such as a major shareholder or a substantial creditor, should recognise the potential for conflict. However, that director must understand that the duty to act in the best interests of the company remains paramount.

25. Certain conflicts of interest are fundamental and should be avoided. Other conflicts (whether real or perceived) should be disclosed in good time and in full detail to the board and then appropriately managed.

26. Every listed company should have a policy of prohibiting dealing in its securities by directors, officers and other selected employees for a specified period before the
announcement of its financial results or in any other period considered sensitive. The company must comply with the listing requirements of the JSE on dealings by directors of listed companies.

**Principle 2.15:**
The board should consider business rescue proceedings or other turnaround mechanisms as soon as the company is financially distressed as defined in the Act

27. The company’s board must on a continuous basis monitor:

27.1 whether the company is able to pay all of its debts as they fall due and payable, and is solvent; and

27.2 whether the company is financially distressed i.e. if it appears to be reasonably unlikely that the company will be able to pay all of its debts as they fall due and payable within the immediately ensuing six months, or it appears to be reasonably likely that the company will become insolvent within the immediately ensuing six months.

28. The board should with due consideration of their respective advantages and disadvantages determine the appropriate action to be taken which would reasonably likely avoid or overcome financial distress. This could include a workout, sale, merger, business rescue or compromise with creditors.

29. If the company is currently insolvent it should stop trading until solvent regardless of the action taken under 28 above.

30. If it appears reasonably likely that the company is in financial distress despite the actions listed in 28 above to avoid or overcome financial distress, the board must ensure that the company stops trading and lodge an application to put the company in liquidation.

31. In all situations, having considered possible action to avoid or overcome financial distress, if applicable, if the board has reasonable grounds to believe that the company is financially distressed, but the board has not placed the company under business rescue, the board must send a written notice to affected persons setting out the nature of financial distress, and the board’s reason for not placing the company under supervision.

32. The board must ensure that the company maintains a list of contact details of all affected persons for purposes of notifying affected persons when required, thereby inter alia avoiding voluntary commencement of business rescue to be challenged on procedural grounds.

33. If liquidation proceedings have already been commenced by or against the company at the time an application is made to court by an affected person for an order placing the company under business rescue proceedings, the application for business rescue proceedings will suspend the liquidation proceedings.

34. The board must appoint a suitably qualified and independent business rescue practitioner. It is recommended that directors do not appoint a business rescue practitioner that is seen to be ‘friendly’ to their cause or to avoid the credibility of the business rescue plan prepared by the practitioner.
35. The board should request the practitioner to furnish security for the value of the assets of the company.

36. The board and individual directors should be aware of and understand their duties during business rescue proceedings, as well as the duties and powers of practitioner.

**Principle 2.16:**
The board should elect a chairman of the board who is an independent non-executive director. The CEO of the company should not also fulfill the role of chairman of the board

37. The board should elect a chairman who can provide the direction necessary for an effective board. The chairman should be appointed by the board every year after carefully monitoring his independence and factors that may impair his independence as discussed in this Chapter. Any factor affecting the independence of the chairman should be weighed against the positive factor of continuity of the chairman.

38. The chairman of the board should be independent and free of conflicts of interest at appointment, failing which, the board should appoint a lead independent non-executive director (LID) (refer to Annex 2.1). In situations where the independence of the chairman is questionable or impaired, a LID should be appointed for as long as the situation exists.

39. If the board appoints a chairman who is a non-executive director but is not independent or is an executive director, this should be disclosed in the integrated report, together with the reasons and justifications for the appointment.

40. The chairman’s role and functions should be formalised. These will be influenced by matters such as the lifecycle or circumstances of the company, the complexity of the company’s operations, the qualities of the CEO and the management team, as well as the skills and experience of each board member. Core functions performed by the chairman should include the following:

40.1 setting the ethical tone for the board and the company;

40.2 providing overall leadership to the board without limiting the principle of collective responsibility for board decisions, while at the same time being aware of the individual duties of board members;

40.3 identifying and participating in selecting board members (via a nomination committee), and overseeing a formal succession plan for the board, CEO and certain senior management appointments such as the chief financial officer (CFO);

40.4 formulating (with the CEO and company secretary) the yearly work plan for the board against agreed objectives, and playing an active part in setting the agenda for board meetings;

40.5 presiding over board meetings and ensuring that time in meetings is used productively. The chairman should encourage collegiality among board members without inhibiting candid debate and creative tension among board members;
managing conflicts of interest. It is not sufficient merely to table a register of
interests. All internal and external legal requirements must be met. The
chairman must ask affected directors to recuse themselves from discussions
and decisions in which they have a conflict, unless they are requested to
provide specific input, in which event they should not be party to the
decision. See section 75 of the Act;

acting as the link between the board and management and particularly
between the board and the CEO;

being collegial with board members and management while at the same time
maintaining an arm’s length relationship;

ensuring that directors play a full and constructive role in the affairs of the
company and taking a lead role in the process for removing non-performing
or unsuitable directors from the board;

ensuring that complete, timely, relevant, accurate, honest and accessible
information is placed before the board to enable directors to reach an
informed decision;

monitoring how the board works together and how individual directors
perform and interact at meetings. The chairman should meet with individual
directors once a year about evaluating their performance. The chairman
should know board members’ strengths and weaknesses;

mentoring to develop skill and enhance directors’ confidence (especially
those new to the role) and encouraging them to speak up and make an
active contribution at meetings. The mentoring role is encouraged to
maximise the potential of the board;

ensuring that all directors are appropriately made aware of their
responsibilities through a tailored induction programme, and ensuring that a
formal programme of continuing professional education is adopted at board
level;

ensuring that good relations are maintained with the company’s major
shareholders and its strategic stakeholders, and presiding over shareholders’
meetings;

building and maintaining stakeholders’ trust and confidence in the company;

upholding rigorous standards of preparation for meetings by for example,
meeting with the CEO before meetings and studying of the meeting
information packs distributed; and

ensuring that decisions by the board are executed.

The chairman’s ability to add value to the company, and the chairman’s actual
performance against criteria developed from his formalised role and functions,
should form part of a yearly evaluation by the board.
The retired CEO should not become the chairman of the board until three complete years have passed since the end of the CEO’s tenure as an executive director. After this period, the CEO may be considered for appointment as a non-executive chairman, after an assessment of his independence.

43. The chairman, together with the board, should carefully consider the number of outside chairmanships that he holds. The relative size and complexity of the companies in question should be taken into account. In this regard, chairmen of boards and board committees should apply their minds, in an intellectually honest manner, and be satisfied that they have the ability and capacity to discharge their duties.

44. The chairman should meet with the CEO or the CFO or the company secretary or all three before a board meeting to discuss important issues and agree on the agenda.

45. With regard to the chairman serving on other committees:
   45.1 the chairman should not be a member of the audit committee;
   45.2 the chairman should not chair the remuneration committee, but may be a member of it;
   45.3 the chairman should be a member of the nomination committee and may also be its chairman; and
   45.4 the chairman should not chair the risk committee but may be a member of it.

46. There should be a succession plan for the position of the chairman.

<table>
<thead>
<tr>
<th>Principle 2.17:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The board should appoint the chief executive officer and establish a framework for the delegation of authority</td>
</tr>
</tbody>
</table>

47. The board should appoint the chief executive officer (CEO) and provide input on senior management appointments, such as the chief financial officer (CFO) and chief operating officer (COO). As from June 2009, listed companies are required by the JSE listings requirements to appoint a financial director.

48. The collective responsibilities of management vest in the CEO and as such the CEO bears ultimate responsibility for all management functions. The board delegates to management via the CEO, who will in turn delegate to those reporting to him.

49. The board may delegate authority to management but, in doing so, the board and its directors do not abdicate their duties and responsibilities. In delegating authority, the board should establish benchmarks and performance indicators to hold management accountable for decisions and actions delegated to them.

50. The board should define its own levels of materiality, reserving specific powers to it and delegating other matters to management. Such delegation by the board should have regard to directors’ statutory and fiduciary responsibilities to the company, while considering strategic and operational effectiveness and efficiencies.
51. The CEO plays a critical role in the operations and success of the company’s business. The role and functions of the CEO should be formalised and the board should evaluate the performance of the CEO against criteria developed from these.

52. The CEO should consistently strive to achieve the company’s financial and operating goals and objectives, and ensure that the day-to-day business affairs of the company are properly managed within the approved frame work of delegated authority.

53. The CEO should endeavour to ensure that a long-term strategy of the company is developed and recommended to the board to create added value for and positive relations with stakeholders.

54. The CEO should ensure that a positive and constructive work climate conducive to attracting, retaining and motivating employees at all levels in the company is maintained.

55. The CEO should foster a corporate culture that promotes sustainable ethical practices, encourages individual integrity and fulfils social responsibility objectives and imperatives.

56. The CEO should serve as the chief representative of the company.

57. The CEO should not be a member of the remuneration, audit or nomination committees, but should attend by invitation. CEOs should recuse themselves when conflicts of interest arise, particularly when their performance and remuneration are discussed.

58. The CEO should carefully apply his mind, in consultation with the chairman of the board about the appropriateness of taking on non-executive directorships outside of the company or its group. Time constraints and potential conflicts of interests should be considered. The CEO should not become chairman of a company outside of the group.

59. Given the strategic and operational role of the CEO, and to prevent too much power vesting in one person, this appointment should be separate from that of the chairman of the board.

60. The functions of the CEO includes:

60.1 recommending or appointing the executive team and ensuring proper succession planning and performance appraisals;

60.2 developing the company’s strategy for consideration and approval by the board;

60.3 developing and recommending to the board yearly business plans and budgets that support the company’s long-term strategy;

60.4 monitoring and reporting to the board the performance of the company and its conformance with compliance imperatives;
60.5 establishing an organisational structure for the company which is necessary to enable execution of its strategic planning;

60.6 setting the tone in providing ethical leadership and creating an ethical environment;

60.7 ensuring that the company complies with all relevant laws and corporate governance principles; and

60.8 ensuring that the company applies all recommended best practices and, if not, that the failure to do so is justifiably explained.

61. The board should also ensure that a succession plan is in place for the CEO, and other members of executive management and officers.

**Composition of the board**

<table>
<thead>
<tr>
<th>Principle 2.18: The board should comprise a balance of power, with a majority of non-executive directors. The majority of non-executive directors should be independent</th>
</tr>
</thead>
</table>

62. Given the positive interaction and diversity of views that occur between individuals of different skills, experience and backgrounds, the unitary board structure with executive directors (refer to Annex 2.2) and non-executive directors (refer to Annex 2.3) interacting in a working group remains appropriate for South African companies. The unitary system has been well established in South Africa.

63. The board should ensure that there is an appropriate balance of power and authority on the board. No one individual or block of individuals should be able to dominate the board's decision-making.

64. The board should comprise a majority of non-executive directors. The majority of non-executive directors should be independent as this reduces the possibility of conflicts of interest and promotes objectivity.

65. Independent non-executive directors should be independent in fact and in the perception of a reasonably informed outsider. Although independence of mind is essential, perceptions of independence are important.

66. An independent director should be independent in character and judgement and there should be no relationships or circumstances which are likely to affect, or could appear to affect this independence. Independence is the absence of undue influence and bias which can be affected by the intensity of the relationship between the director and the company rather than any particular fact such as length of service or age.

67. An independent non-executive director is a non-executive director who:

67.1 is not a representative of a shareholder who has the ability to control or significantly influence management or the board;
67.2 does not have a direct or indirect interest in the company (including any parent or subsidiary in a consolidated group with the company) which exceeds 5% of the group’s total number of shares in issue.

67.3 does not have a direct or indirect interest in the company which is less than 5% of the group’s total number of shares in issue, but is material to his personal wealth;

67.4 has not been employed by the company or the group of which it currently forms part in any executive capacity, or appointed as the designated auditor or partner in the group’s external audit firm, or senior legal adviser for the preceding three financial years;

67.5 is not a member of the immediate family of an individual who is, or has during the preceding three financial years, been employed by the company or the group in an executive capacity;

67.6 is not a professional adviser to the company or the group, other than as a director;

67.7 is free from any business or other relationship (contractual or statutory) which could be seen by an objective outsider to interfere materially with the individual’s capacity to act in an independent manner, such as being a director of a material customer of or supplier to the company; or

67.8 does not receive remuneration contingent upon the performance of the company.

68. While the availability or otherwise of sufficiently experienced directors will be a challenge, shareholders should strive to constitute their boards with a majority of independent directors among their non-executive directors.

69. A balance should be sought between continuity in board membership, subject to performance and eligibility for re-election as well as considerations of independence and the sourcing of new ideas through introducing new board members.

70. When determining the number of directors to serve on the board, the collective knowledge, skills, experience and resources required for conducting the business of the board should be considered. Factors determining the number of directors to be appointed are:

70.1 evolving circumstances, the needs of the company and the nature of its business;

70.2 the need to achieve an appropriate mix of executive and independent non-executive directors;

70.3 the need to have sufficient directors to structure board committees appropriately;

70.4 potential difficulties of raising a quorum with a small board;
regulatory requirements; and

the skills and knowledge needed to make business judgement calls on behalf of the company.

Every board should consider whether its size, diversity and demographics make it effective. Diversity applies to academic qualifications, technical expertise, relevant industry knowledge, experience, nationality, age, race and gender.

Directors should be individuals of integrity and courage, and have the relevant knowledge, skills and experience to bring judgement to bear on the business of the company. In situations where directors may lack experience, detailed induction and formal mentoring and support programmes should be implemented.

As a minimum, two executive directors should be appointed to the board, being the chief executive officer (CEO) and the director responsible for the finance function. This will ensure that there is more than one point of contact between the board and the management. From June 2009, listed companies must appoint a financial director to the board.

A programme ensuring a staggered rotation of non-executive directors should be put in place by the board to the extent that it is not already regulated by the company’s memorandum of incorporation or relevant regulation. Rotation of board members should be structured so as to retain valuable skills, maintain continuity of knowledge and experience and introduce people with new ideas and expertise.

At least one-third of non-executive directors should retire by rotation yearly, usually at the company’s AGM or other general meetings, unless otherwise prescribed through any applicable legislation. These retiring board members may be re-elected, provided they are eligible. The board, through the nomination committee, should recommend eligibility, considering past performance, contribution and the objectivity of business judgement calls.

Every year, non-executive directors classified as 'independent' should undergo an evaluation of their independence by the chairman and the board. If the chairman is not independent, the process should be led by the LID. Independence should be assessed by weighing all relevant factors that may impair independence. The classification of directors in the integrated report, as independent or otherwise, should be done on the basis of this assessment.

Any term beyond nine years (e.g. three three-year terms) for an independent non-executive director should be subject to a particularly rigorous review by the board, of not only the performance of the director, but also the factors that may impair his independence at that time. The review should also take into account the need for refreshing the board.

Independent non-executive directors may serve longer than nine years if, after an independence assessment by the board, there are no relationships or circumstances likely to affect, or appearing to affect, the director's judgement. The assessment should show that the independent director's independence of character and judgment is not in any way affected or impaired by the length of service. A statement to this effect should be included in the integrated report.
The memorandum of incorporation of the company should allow the board to remove any director from the board, including executive directors. Shareholder approval is not necessary for these decisions, provided this is included in the memorandum of incorporation.

**Board appointment processes**

<table>
<thead>
<tr>
<th>Principle 2.19: Directors should be appointed through a formal process</th>
</tr>
</thead>
</table>

80. Shareholders are ultimately responsible for the composition of the board and it is in their own interests to ensure that the board is properly constituted from the viewpoint of skill and representivity. Procedures for appointments to the board should be formal and transparent and should be a matter for the board as a whole, assisted by the nomination committee, subject to shareholder approval.

81. Boards should ascertain whether potential candidates are competent to be appointed as directors and can contribute to the business judgement calls to be made by the board. In looking at the skills and suitability of a proposed candidate director, there are three dimensions that require consideration, namely:

81.1 the knowledge and experience required to fill the gap on the board;
81.2 the apparent integrity of the individual; and
81.3 the skills and capacity of the individual to discharge his duties to the board.

82. Prior to their appointment, the directors’ backgrounds should be investigated along the lines of the approach required for listed companies by the JSE. It is also important to ensure that new directors have not been declared delinquent nor are serving probation (section 162 of the Act). The nomination committee should play a role in this process.

83. Non-executive directors should ensure that they have (and take) the time required to attend properly to their duties. It is expected of them to:

83.1 attend board and board committee meetings; and
83.2 acquire and maintain a broad knowledge of the economic environment, industry and business of the company.

84. In view of the time and dedication required to fulfill the above duties properly, it is important that non-executive directors do not hold any more directorships than is reasonable for them to exercise due care, skill and diligence. They should, therefore, honestly apply their minds to their workloads and abilities to discharge their duties. The board should examine the number of significant directorships held by an individual as part of the due diligence process. This should be balanced against the advantages obtained from an individual serving on more than one board or on more than one committee of a board or both.

85. An executive director may take on other non-executive directorships, provided these are not detrimental to the immediate responsibilities as an executive director of the
company and are in accordance with a board-ap-proved policy. An executive director should, therefore, apply his mind, in consultation with the chairman and CEO, as to whether such directorships would be appropriate.

86. The onus is on individual directors to determine whether they have the requisite skills and capacity to make a meaningful contribution and are free from apparent or actual conflicts.

87. The appointment of a non-executive director should be formalised in an agreement between the company and the director. The agreement should include a director's code of conduct to be complied with and the contribution that is expected from the specific individual. The agreement should also set out the remuneration for holding office as director and the terms of directors' and officers' liability insurance to be provided.

88. The board should recognise that high levels of timely disclosure and transparency enable shareholders to make their own informed assessment of directors, be it in regard to independence, remuneration or other issues. The following aspects regarding directors should be disclosed in the integrated report:

88.1 the reasons for the removal, resignation or retirement of directors. The purpose of this is to enable shareholders to fulfill their role as the ultimate arbiters of who should sit on the board. Complete, timely, relevant, accurate, accessible and honest disclosure will reduce speculation and uncertainty;

88.2 the composition of the board and board committees and the number of meetings held, attendance at those meetings and the manner in which the board and its committees have discharged its duties;

88.3 the education, qualifications and experience of the directors;

88.4 the length of service and age of the directors;

88.5 whether supervising of new management is required in which case retention of board experience would be called for;

88.6 other significant directorships of each board member;

88.7 actual or potential political connections or exposure; and

88.8 any other relevant information.

### Director development

**Principle 2.20:**

The induction of and ongoing training and development of directors should be conducted through formal processes

89. The board should establish a formal induction programme to familiarise incoming directors with the company's operations, its business environment, and the sustainability issues relevant to its business. It should also introduce them to members of senior management and their respective duties and responsibilities.
90. An appropriate induction programme should meet the specific needs of both the company and the individual and should enable any new director to make the maximum contribution as quickly as possible.

91. New directors with no or limited board experience should be developed and receive education about their duties, responsibilities, powers and potential liabilities. Mentorship by experienced directors is encouraged. The development of the skills of inexperienced directors is vital in alleviating the shortage in the pool of directors available for appointment.

92. Ongoing director development should be encouraged in the same manner as continuing professional development is for certain other professions. This will help to enhance governance practices within the board itself and be in the best interests of the company.

93. Directors should receive regular briefings on matters relevant to the business of the company, changes in risks and laws applicable to the business of the company, including accounting standards and policies, and the environment in which it operates.

94. Incompetent or unsuitable directors should be removed, taking relevant legal and other requirements into consideration. The chairman should lead the process.

**Company secretary**

**Principle 2.21:**
The board should be assisted by a competent, suitably qualified and experienced company secretary

95. The appointment of a company secretary in public companies and state-owned companies is mandatory under the Act. Furthermore, the Act contains various provisions regarding the appointment, removal and duties of the company secretary. The company secretary has a pivotal role to play in the corporate governance of a company, and it is advisable that companies delegate or outsource this responsibility to an appropriate person, or organisation if a company secretary is not employed.

96. The appointment and removal of a company secretary is a matter for the board.

97. The board should be aware of the company secretary's duties and should empower the company secretary to properly fulfil those duties. As gatekeeper of good governance, it is important for the company secretary to maintain an arms-length relationship with the board and its directors, as far as reasonably possible.

98. The company secretary should ideally not be a director of the company.

99. The company secretary should assist the nomination committee and ensure that the procedure for the appointment of directors is properly carried out.

100. The company secretary should assist in the proper induction, orientation, ongoing training and education of directors, including assessing the specific training needs of directors and executive management in their fiduciary and other governance responsibilities.
101. The individual directors, and the board collectively, should look to the company secretary for guidance on their responsibilities and duties and how such responsibilities and duties should be properly discharged in the best interests of the company.

102. The company secretary should provide a central source of guidance and advice to the board, and within the company, on matters of good governance and of changes in legislation.

103. The company secretary should have a direct channel of communication to the chairman and should be available to provide comprehensive practical support and guidance to directors, with particular emphasis on supporting the non-executive directors, the chairman of the board and the chairman of committees and the audit committee.

104. The company secretary should ensure that the board and board committee charters and terms of reference are kept up to date.

105. The company secretary should be responsible for ensuring the proper compilation and timely circulation of board papers and for assisting the chairman of the board and committees with drafting of yearly work plans.

106. The company secretary should have the duty to obtain appropriate responses and feedback to specific agenda items and matters arising from earlier meetings in board and board committee deliberations. The company secretary’s role should also be to raise matters that may warrant the attention of the board.

107. The company secretary should ensure that the proceedings of board and committee meetings are properly recorded and that minutes of meetings are circulated to the directors in a timely manner, after the approval of the chairman of the board or relevant board committee.

108. The company secretary should assist the board with the yearly evaluation of the board, its individual directors and senior management.

**Performance assessment**

**Principle 2.22:**
The evaluation of the board, its committees and the individual directors should be performed every year

**Board and committee evaluation**

109. Improved board performance and effectiveness can be achieved through regular and timely appraisals of the board.

110. Effective and meaningful evaluation is only possible once the board has determined its own role, functions, duties and performance criteria as well as those for directors on the board and on board committees.

111. The board should carefully consider whether the evaluations of performance and independence should be done in-house or conducted by independent service
providers, subject to legislative requirements. Evaluation procedures and results should be reviewed by the nomination committee or such similar committee of the board.

112. The chairman, through the nominations committee, may lead the overall performance evaluation of the board and board committees with the assistance of company secretary. However, independent performance appraisals should be considered in the interest of eliciting candid responses. The board should discuss the board evaluation results at least once a year.

113. Yearly performance appraisals of individual directors, the board, board committees and the chairman, can provide the basis for identifying future training needs and, where necessary, explain why a re-appointment may or may not be appropriate.

114. The board should state in the integrated report whether the appraisals of the board, its committees have been conducted. The report should provide an overview of the results of the performance assessment and the action plans to be implemented, if any.

**Individual director evaluation**

115. The same principles adopted in the evaluation of the board should be applied when evaluating the board committees’ chairmen and individual directors.

116. A director’s contribution to the board should be measured against his duties. The nomination for re-appointment of a director at the AGM should not be an automatic process and should only occur after the proper evaluation of the performance and attendance of the director in question.

117. Evaluations should be led by the chairman through the nominations committee, or by an independent service provider. The chairman should ensure that directors know that they will be subject to evaluation, and understand the criteria used for evaluation, and the evaluation procedures that will be followed. A series of evaluation questions should be distributed in time for directors to complete before any meeting with the chairman or the independent service provider.

118. Should a deficiency in a director’s performance be identified, a plan should be developed and implemented for the director to acquire the necessary skills or to develop appropriate behavioural patterns. The director evaluation should be approached in an open, constructive and non-confrontational manner.

119. The action plan arising out of the evaluation should be reported to and discussed by the board and a consolidated summary of the whole process should be reported to the full board.

120. Evaluation questions should include criteria to evaluate the performance of the chairman.

121. The board should appoint an independent non-executive director from within its ranks, or the LID, to lead the process of the evaluation of the chairman’s performance if an independent service provider is not used.

122. The chairman should not be present when his performance is discussed by the board. This discussion and evaluation should be performed by the board as a whole
under the guidance of the LID, deputy chairman, another independent non-executive director chosen by the board or an independent service provider.

**CEO and executive director evaluation**

123. The chairman, or a committee appointed by the board, should evaluate the performance of the CEO and other executive directors at least once a year.

124. The evaluation should assess the performance of the CEO and other executive directors, both as directors and as executives. The results of such an evaluation should also be considered by the remuneration committee to guide it in determining the remuneration of the CEO and other executive directors.

**Board committees**

<table>
<thead>
<tr>
<th>Principle 2.23:</th>
<th>The board should delegate certain functions to well-structured committees but without abdicating its own responsibilities</th>
</tr>
</thead>
</table>

125. Board committees constitute an important element of the governance process and should be established with clearly agreed reporting procedures and a written scope of authority. The Act recognises the right of a board to establish board committees but by doing so, the board is not exonerated of complying with its legal responsibilities.

126. The terms of reference of committees should be reviewed every year and any changes should be approved by the board.

127. Committees should be appropriately constituted, considering any relevant legislation and the objectives of the company. The composition of board committees should be disclosed in the integrated report, including any external advisers who regularly attend or are invited to attend committee meetings. The integrated report should disclose the terms of reference of the committee, as approved by the board.

128. The shareholders of public and state-owned companies must appoint an audit committee comprising three independent non-executive directors of the company at the AGM. (Refer to Chapter 3 for more detail on the audit committee). The audit committee for these companies is a statutory committee of the company with statutory responsibilities regarding the relationship between the company and the external auditor. It operates as a committee of the board for all duties, other than statutory duties, delegated to it by the board.

129. The boards of all other companies should establish an audit committee and define its composition, purpose and duties in the memorandum of incorporation.

130. Unless legislated otherwise, the board should appoint the risk, remuneration and nomination committees as standing committees. Establishing a social and ethics committee maybe required for certain categories of companies (section 72(4) of the Act). The board may also consider establishing governance, IT steering and sustainability committees. Smaller companies need not establish formal committees to perform these functions, but should ensure that these functions are appropriately addressed by the board.
Board committees, other than the risk committee, should only comprise members of the board and should have a majority of non-executive directors. The majority of the non-executive directors serving on these committees should be independent. Committees should be chaired by independent non-executive directors, other than the executive committee which is ordinarily chaired by the CEO.

132. External parties, such as paid advisers, may be present at committee meetings by invitation but will have no vote on the committee. Non-directors serving as members on committees of the board should be aware of section 76 of the Act which places the same standards of conduct and liability on such individuals as if they were directors. Experts should attend as independent contractors and not as members of the committee.

133. Executive directors and senior management may be invited to attend committee meetings if the chairman of the committee considers their input and contribution to be of value to the decision-making process.

134. The terms of reference for each committee should, as a minimum, cover:

134.1 composition;
134.2 objectives, purpose and functions;
134.3 delegated authorities, including the extent of power to make decisions or recommendations or both;
134.4 tenure; and
134.5 reporting mechanism to the board.

135. Where subsidiary companies within a group establish their own board committees, the relevant board committees of the holding company should review the terms of reference and the activities of such subsidiary’s committees to assess the degree to which the holding company board committees can rely on their work.

136. The respective committees’ chairmen should give at least an oral summary of their committees’ deliberations at the board meeting following the committee meeting. The minutes of committee meeting proceedings should be included in the board pack for the board’s information as soon as they have been approved.

137. The board should critically apply its collective mind to recommendations and reports of all its committees before approving such recommendations.

138. Board committees should be free to take independent, outside professional advice within the scope of their terms of reference, at the cost of the company, subject to a proper process being followed.

139. Every director will normally be entitled to attend committee meetings for the purpose of gaining information relating to the company and its business. However, unless the director is a member of the committee, the director will not be entitled to participate in the proceedings without the consent of the chairman and will not have a vote. Directors who wish to attend the meetings in these circumstances should follow the process established by the board.
Group boards

<table>
<thead>
<tr>
<th>Principle 2.24:</th>
</tr>
</thead>
<tbody>
<tr>
<td>A governance framework should be agreed between the group and its subsidiary boards</td>
</tr>
</tbody>
</table>

140. In cases where the subsidiary company is listed, special attention must be paid to the rules of the relevant stock exchange and the requirement that all shareholders must be treated equally. This is of specific relevance to the subsidiary company in establishing the flow of information between the subsidiary company and the holding company in so far as the Securities Services Act is concerned. Particular attention should be given to the need to comply with relevant rules in respect of inside information.

141. Depending on the jurisdiction in which the subsidiary company operates, different legal and regulatory requirements may apply from those that apply to the holding company and the holding company should recognise these requirements.

142. The holding company must recognise the fiduciary duties of the subsidiary company’s directors and particularly their duty to act in the best interests of the subsidiary company at all times whether or not the director is nominated to the board of the subsidiary company by the holding company. In the case of a conflict between the duties of a nominee director to a company on whose board he sits and the interests of his principal, the duties of the director to the company of which he is a director must prevail.

143. The holding company should consult the chairman of the board of the subsidiary company, and the nominations committee, where there is one, before nominating a director or directors to the subsidiary company board. This is to ensure that any candidates to be nominated meet the minimum requirements of the board of the subsidiary company as to skills, experience, background and other relevant attributes.

144. In many situations, the chairman or CEO of a subsidiary company is appointed as a director on the holding company board. These situations are acceptable. It is, however, important to note that the fiduciary duties of the director are to the company to which he has been appointed.

145. Adopting and implementing policies and procedures of the holding company in the operations of the subsidiary company should be a matter for the board of the subsidiary company to consider and approve, if the subsidiary company’s board considers it appropriate. The subsidiary company should disclose this adoption and implementation in its integrated report.

146. Where the holding company of a South African subsidiary is listed on another exchange, the principles contained in this Report should be applied by the subsidiary.

Remuneration of directors and senior executives

<table>
<thead>
<tr>
<th>Principle 2.25:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Companies should remunerate directors and executives fairly and responsibly</td>
</tr>
</tbody>
</table>

147. 
Companies should adopt remuneration policies and practices for executives that create value for the company over the long term. The policies and practices should be aligned with the company’s strategy, should be reviewed regularly and should be linked to the executive’s contribution to company performance.

148. Factors affecting company performance, but outside the control of senior executives, and to which they have made no contribution should only be considered to a limited extent. At lower levels in the company the effect of outside factors should be ignored.

149. The board should promote a culture that supports enterprise and innovation with appropriate short-term and long-term performance-related rewards that are fair and achievable.

150. The remuneration committee should assist the board in its responsibility for setting and administering remuneration policies in the company’s long-term interests. The committee considers and recommends remuneration policies for all levels in the company, but should be especially concerned with the remuneration of senior executives, including executive directors, and should also advise on the remuneration of non-executive directors.

151. In proposing the remuneration policy, the remuneration committee should ensure that the mix of fixed and variable pay, in cash, shares and other elements, meets the company’s needs and strategic objectives. Incentives should be based on targets that are stretching, verifiable and relevant. The remuneration committee should satisfy itself as to the accuracy of recorded performance measures that govern vesting of incentives. Risk-based monitoring of bonus pools and long-term incentives should be exercised to ensure that remuneration policies do not encourage behaviour contrary to the company’s risk management strategy.

152. The remuneration committee should scrutinise all benefits including pensions, benefits in kind and other financial arrangements to ensure they are justified, correctly valued and suitably disclosed.

153. Non-executive director fees, including committee fees, should recognise the responsibilities borne by directors throughout the year and not only during meetings. Fees should comprise a base fee which may vary according to factors including the level of expertise of each director, as well as an attendance fee per meeting.

154. Although permitted by the Act, the chairman and other non-executive directors should not receive share options or other incentive awards geared to share price or corporate performance, as such incentives align their interests too closely with executives and may be seen to impair their objectivity.

155. Non-executive directors’ fees should be approved by shareholders in advance. The Act requires a special resolution at intervals of not more than two years for this purpose.

156. The proceedings of the remuneration committee should be governed by a terms of reference approved by the board.

**Base pay and bonuses**

157. In setting remuneration policies, the remuneration committee should ensure that remuneration levels reflect the contribution of senior executives and executive
directors and should be rigorous in selecting an appropriate comparative group when comparing remuneration levels. There should be a balance between the fixed components and the bonus component of total remuneration of executives so as to allow for a fully flexible bonus scheme.

158. Yearly bonuses should clearly relate to performance against yearly objectives consistent with long-term value for shareholders. Individual and corporate performance targets, both financial and sustainability related, should be tailored to the needs of the business and reviewed regularly to ensure they remain appropriate.

159. Depending on the nature of the business it may be appropriate to have overriding conditions for the award of bonuses (often termed 'gatekeepers'), such as achieving safety goals or minimum levels of financial performance. Targets for threshold, expected and stretch targets for performance should be robustly set and monitored and the main performance parameters should be disclosed.

160. Incentives may be given for both long-term and short-term goals. However, the performance drivers should not be duplicated, and a balance should be struck with the need to reward success over the long term. Multiple performance measures should be used to avoid manipulation of results or poor business decisions. Targets may be linked to bonuses.

**Employment contracts, severance and retirement benefits**

161. Contracts should not commit companies to pay on termination arising from the executive's failure.

162. Balloon payments on termination do not generally meet the requirements of a balanced and fair remuneration policy.

163. For bonuses, there should be a contractual link between variable pay and performance. In the event of early termination there should be no automatic entitlement to bonuses or share-based payments.

164. Contracts should make it clear that if a director is dismissed because of a disciplinary procedure, a shorter notice period than that given in the contract would apply without entitlement for compensation for the shorter notice period.

165. Contracts should not compensate executives for severance because of change of control; however this does not preclude payments for retaining key executives during a period of uncertainty.

**Share-based and other long-term incentive schemes**

166. The remuneration committee should regularly review incentive schemes to ensure their continued contribution to shareholder value. The committee should guard against unjustified windfalls and inappropriate gains from the operation of share-based incentives.

167. Participation in share incentive schemes should be restricted to employees and executive directors, and should have appropriate limits for individual participation, which should be disclosed.
All share-based incentives, including options and restricted or conditional shares, whether settled in cash or in shares, should align the interests of executives with those of shareholders and should link reward to performance over the longer term. Vesting of rights should therefore be based on performance conditions measured over a period appropriate to the strategic objectives of the company.

169. Highly leveraged incentive schemes should be used with care as they may result in excessive cost or risk for the company.

170. The regular and consistent granting of share incentive awards and options, generally yearly, is desirable as it reduces the risk of unanticipated outcomes that arise out of share price volatility and cyclical factors, allows the adoption of a single performance measurement period and lessens the possibility and impact of ‘underwater’ options or excessive windfall gains.

171. The price at which shares are issued under a scheme should not be less than the mid-market price or volume-weighted average price (or similar formula) immediately preceding the grant of the shares under the scheme. There should be no re-pricing or surrender and re-grant of awards on ‘underwater’ share options.

172. The rules of a scheme should provide that share or option awards should not be granted within a closed period. No backdating of awards should be allowed.

173. Options or other conditional share awards are normally granted for the year in question and in expectation of service over a performance measurement period of not less than three years. Accordingly, shares and options should not vest or be exercisable within three years from the date of grant. In addition, options should not be exercisable more than 10 years from the date of grant. For new schemes it is best practice to restrict the exercise period to less than seven years.

174. To align shareholders’ and executives’ interests, vesting of share incentive awards should be conditional on achieving performance conditions. Such performance measures and the reasons for selecting them should be fully disclosed. They should be linked to factors enhancing shareholder value, and require strong levels of overall corporate performance, measured against an appropriately defined peer group or other relevant benchmark where yearly awards are made. If performance conditions for share-based incentive schemes are not met, they should not be re-tested in subsequent periods. Where performance measures are based on a comparative group of companies, there should be disclosure of the names of the companies chosen.

175. Vesting of awards should be made on a sliding scale to avoid an ‘all or nothing’ vesting profile and should start at a level that is not significant compared with base pay. Awards with high potential value should be linked to commensurately high levels of performance. Full vesting should require significant value creation.

176. When companies face the risk of losing key employees, remuneration policies to retain them may be adopted. Incentive schemes to encourage retention should be established separately, or should be clearly distinguished, from those relating to reward performance and should be disclosed in the annual remuneration report voted on by shareholders.

177. There should be no automatic waiving of performance conditions in any of these situations:

177.1
a change of control;

177.2
a ‘roll over’ of options and awards for a capital reconstruction; and

177.3
early termination of the participant’s employment. Depending on the circumstances, it may be appropriate to pro rate the benefit both on time and performance, or to create new instruments to preserve the value of the outstanding awards. In the case of change of control, it may be appropriate to allow pro rata early vesting, to the extent that performance conditions have been satisfied, and the time for vesting periods has been served.

178. Where individuals leave voluntarily before the end of the service period, or are dismissed for good cause, any unvested share-based awards should lapse.

179. In other cases of the end of employment, where the remuneration committee decides that early vesting is appropriate, the extent of vesting should depend on performance criteria over the period to date as well as the time served of vesting periods.

**Principle 2.26:**
**Companies should disclose the remuneration of each individual director and certain senior executives**

180. Companies should provide full disclosure of each individual executive and non-executive director’s remuneration, giving details as required in the Act of base pay, bonuses, share-based payments, granting of options or rights, restraint payments and all other benefits (including present values of existing future awards). Similar information should be provided for the three most highly-paid employees who are not directors in the company.

181. In its annual remuneration report, to be included in the integrated report, the company should explain the remuneration policies followed throughout the company with a special focus on executive management, and the strategic objectives that it seeks to achieve, and should provide clear disclosure of the implementation of those policies.

182. The remuneration report should explain the policy on base pay, including the use of appropriate benchmarks. A policy to pay salaries on average at above median requires special justification. It should also explain and justify any material payments that may be viewed as being ex gratia in nature.

**Contracts and severance**

183. Policies regarding executive employment contracts should be set out in the annual remuneration report.

184. These policies normally include at least the following:

184.1 the period of the contract and the period of notice of termination (after the initial period, contracts should normally be renewable yearly); and

184.2 the nature and period of any restraint.
The annual remuneration report should disclose the maximum and the expected potential dilution that may result from the incentive awards granted in the current year.

**Principle 2.27:**
Shareholders should approve the company’s remuneration policy

Every year, the company’s remuneration policy should be tabled to shareholders for a non-binding advisory vote at the annual general meeting. This vote enables shareholders to express their views on the remuneration policies adopted and on their implementation.

The board should be responsible for determining the remuneration of executive directors in accordance with the remuneration policy put to shareholders’ vote.

**Annex 2.1: Lead independent non-executive director (LID)**

A company may have sound reasons for appointing a chairman who does not meet all the criteria for independence or being non-executive and should be prepared to justify its decision. Appointing an LID can assist the board to deal with any actual or perceived conflicts of interest that arise in these or future circumstances.

The main function of a LID is to provide leadership and advice to the board, without detracting from the authority of the chairman, when the chairman has a conflict of interest. Such assistance may be provided:

- at any board meeting (including meetings of committees of the board) or at any other meeting of the company;
- at any meeting the chairman might initiate with the LID;
- in any consultations that any other director or executive of the company might initiate with the LID;
- in any consultation that the LID might initiate.

The LID should at all times be aware that the role is that of support to the chairman and board and not in any way to undermine the authority of the chairman.

The LID should also chair the board meetings which deal with the succession of the chairman and the chairman’s performance appraisal.

The term of the LID’s appointment will depend on the circumstances of the company and could either be an ongoing appointment or one of limited duration for so long as the actual or perceived lack of independence or conflict of interest of the chairman endures.

The role of the LID and deputy chairman, if one is appointed, may be combined.

**Annex 2.2: Executive director**

Involvement in the day-to-day management of the company or being in the full-time salaried employment of the company (or its subsidiary) or both defines the director as executive.

Executive directors should carefully manage the conflict between their management responsibilities and their fiduciary duties as directors in the best interests of the company.
Annex 2.3: Non-executive director

The non-executive director plays an important role in providing objective judgement independent of management on issues facing the company.

Not being involved in the management of the company defines the director as non-executive.

Non-executive directors are independent of management on all issues including strategy, performance, sustainability, resources, transformation, diversity, employment equity, standards of conduct and evaluation of performance.

The non-executive directors should meet from time to time without the executive directors to consider the performance and actions of executive management.

An individual in the full-time employment of the holding company is also considered a non-executive director of a subsidiary company unless the individual, by conduct or executive authority, is involved in the day-to-day management of the subsidiary.
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Chapter 3
Audit Committees

Principle 3.1:
The board should ensure that the company has an effective and independent audit committee

1. An independent audit committee fulfils a vital role in corporate governance. The audit committee is vital to, among other things, ensure the integrity of integrated reporting and internal financial controls and identify and manage financial risks.

2. The recommendations in this chapter are subject to specific legislation and regulations applicable to a company.

3. The shareholders of a public company and a state-owned company must elect the members of an audit committee at each AGM. This does not apply where a company is a subsidiary company of another company that has an audit committee and the audit committee of the holding or parent company will perform the functions required by Section 94 of the Act on behalf of that subsidiary. (Section 94 is included in the Annex to this chapter.) The nomination committee (or other board committee tasked with this) should present shareholders with suitable candidates for election or re-election as audit committee members.

4. Private companies, not for profit companies and personal liability companies should voluntarily appoint an audit committee. The memorandum of incorporation of these companies should be carefully considered and drafted setting out the composition and duties of the audit committee.

5. The board and management of any company, regardless of size, should be fully committed to the goal of supporting and maintaining an effective audit committee.

6. The board should approve a written terms of reference for the audit committee which should inform its agenda and work plan to ensure that all the audit committee’s responsibilities are addressed in each financial year.

7.
The audit committee chairman should, in consultation with the company secretary, decide the frequency and timing of its meetings. The audit committee should meet as frequently as is necessary to perform its functions, but should meet at least twice a year. Reasonable time should be allocated for all audit committee meetings.

8. The audit committee should meet at least once a year with the external and internal auditors without management being present. These may be separate meetings or meetings held before or after a scheduled audit committee meeting.

Membership and resources of the audit committee

| Principle 3.2: | Audit committee members should be suitably skilled and experienced independent non-executive directors |

9. All members of the audit committee of a public company and state owned company must be independent non-executive directors (refer to Chapter 2 for the definition of an independent non-executive director). Where an audit committee is appointed at subsidiary level and the holding company has an audit committee that will perform the functions required in terms of Section 94 of the Act on behalf of that subsidiary, executive directors within the group may be appointed as audit committee members of the subsidiary. However, the directors must be non-executive in relation to the specific subsidiary.

10. The audit committee should consist of at least three members.

11. The chairman of the board has a strategic and comprehensive role to play in guiding the board and cannot simultaneously lead and participate objectively in the audit committee. The chairman of the board should therefore not be eligible for appointment as an audit committee member but may attend audit committee meetings by invitation.

12. There should be a basic level of qualification and experience for audit committee membership, even though the members may have been appointed by the shareholders. The nomination committee (or other board committee tasked with this) and the board should evaluate whether collectively (but not necessarily individually) the audit committee has an understanding of:

12.1 integrated reporting, which includes financial reporting;

12.2 internal financial controls;

12.3 external audit process;

12.4 internal audit process;

12.5 corporate law;

12.6 risk management;

12.7 sustainability issues;
12.8 information technology governance as it relates to integrated reporting; and

12.9 the governance processes within the company.

13. The collective skills of the members of the audit committee should be appropriate to the company’s size and circumstances, as well as its industry.

14. Because of the audit committee’s responsibility to oversee integrated reporting, there is a clear need for this committee, collectively, to have an understanding of International Financial Reporting Standards, South African Statements of Generally Accepted Accounting Practice, the guidelines of the Global Reporting Initiative and any other financial or sustainability reporting standards, regulations or guidelines applicable to the company.

15. All audit committee members should meet predetermined skills, competency and experience requirements to collectively be proficient in asking probing questions on the topics listed in paragraph 12. The audit committee is, however, allowed to consult with specialists or consultants engaged by the audit committee to assist it with the performance of its functions, subject to a board-approved process. Such specialists or consultants should not be considered to be members of the committee and should not be entitled to vote on any matters.

16. Audit committee members collectively should keep up to date with key developments affecting their required skills set.

17. The board must appoint a person to fill a vacancy on the audit committee should such vacancy arise. Such an appointment must be ratified by the shareholders at the subsequent AGM.

**Principle 3.3:**

**The audit committee should be chaired by an independent non-executive director**

18. The board should appoint the chairman of the audit committee.

19. The chairman of the audit committee should understand the function of the audit committee and be able to lead constructive dialogue with the management, the internal and external auditors, other external assurance providers and the board. The chairman should be afforded sufficient time to participate in and agree the audit committee agenda before meetings are convened.

20. The chairman of the audit committee should be present at the AGM to answer questions, through the chairman of the board, on the report on the audit committee’s activities and matters within the scope of the audit committee’s responsibilities.

**Responsibilities of the audit committee**

21. The Act has transformed the audit committee of listed companies and state owned companies from being a committee of the board to a separate statutory committee that is appointed by the shareholders. However, as indicated by Section 94(10) of the Act, the audit committee still forms part of a unitary board even though it has
specific statutory responsibilities over and above responsibilities assigned to it by the board.

22. Legal opinion indicates that the audit committee takes primary responsibility for and has the ultimate decision-making ability regarding its statutory duties. If differences of opinion should arise between the board and the audit committee where the audit committee’s statutory functions are concerned, the audit committee’s decision will prevail.

23. The audit committee serves as a committee of the board for duties assigned to it by the board over and above its statutory duties. The board retains the ultimate decision making ability on such matters.

### Principle 3.4:
The audit committee should oversee integrated reporting

#### Integrated reports

24. Every year all companies should prepare an integrated report that conveys adequate information about the social, economic and environmental impact of the company on the community in which it operates. (Refer to Chapter 9 for more information on integrated reporting.)

25. In its consideration of the integrated report, the audit committee should consider any factors that may predispose the management to present an incomplete or misleading picture of the company’s position, performance or sustainability. Such factors may include, for example, a perceived need to counter adverse market sentiment or to report the achievement of performance targets on which bonus payments depend.

26. The audit committee should be responsible for evaluating the significant judgments and reporting decisions affecting the integrated report made by management, including changes in accounting policies, decisions requiring a major element of judgement and the clarity and completeness of the proposed financial and sustainability disclosures. It should require explanations from management on the accounting of significant or unusual transactions and should consider the views of the external auditor’s in these instances. The audit committee should understand how the board and the external auditor (and any other relevant external assurance provider) evaluate materiality for integrated reporting purposes.

27. The audit committee should be informed of any monitoring or enforcement actions against the company, for example by a regulatory agency, on a timely basis, to allow the audit committee to be involved in the company’s response to such monitoring or actions.

28. The audit committee should consider any evidence that comes to its attention that brings into question any previously published financial or sustainability information, including complaints about this information. Where necessary, the audit committee should take steps to recommend that the company publicly correct the previously published financial or sustainability information if it is materially incorrect.

29. The audit committee should carefully review forward-looking statements of financial or sustainability information to ensure that the information provides a proper appreciation of the key drivers that will enable the company to achieve these forward-looking goals.
Financial

30. The audit committee has a specific responsibility to comment on the financial statements, the accounting practices and the internal financial control of the company and as such the audit committee, should keep the board apprised on these matters.

31. The audit committee’s review of financial reports should encompass the annual financial statements, interim reports, preliminary or provisional result announcements, summarised integrated information, any other intended release of price-sensitive financial information and prospectuses, trading statements, circulars and similar documents. Scrutiny by the audit committee should not be confined to the primary financial statements and should extend to all relevant narrative information which should present a balanced view of the company’s performance.

32. The audit committee should be informed when there is a disagreement on auditing or accounting matters between the management and the external auditors. Where an accounting opinion has been requested from a person other than the external auditor of the company, the reasoning for the accounting treatment adopted should be obtained and should be approved by the audit committee before the committee’s recommendation is made to the board. The audit committee should also be satisfied with the credentials of the person providing such an opinion.

33. For the audit committee to assist the board to make a statement on the going concern status of the company, it should review a documented assessment prepared by management of the going concern status of the company. To enable the audit committee to conduct a thorough discussion, management should document the key assumptions in reaching their conclusions.

Sustainability

34. The board is responsible for the integrity of integrated reporting. The audit committee should be tasked by the board to assist by overseeing the integrity of the integrated report. As part of this assigned responsibility, the audit committee should recommend the annual financial statements for approval by the board. The overseeing of sustainability issues in the integrated report should be delegated to the audit committee by the board.

35. The audit committee should assist the board in approving the disclosure of sustainability issues in the integrated report by ensuring that the information is reliable and that no conflicts or differences arise when compared with the financial results.

36. The audit committee should recommend to the board to engage an external assurance provider to provide assurance over material elements (such elements should be determined by the relevant committee responsible for overseeing the sustainability reporting) of the sustainability part of the integrated report. The audit committee should evaluate the independence and credentials of the external assurance provider.

Interim results

37. The board should periodically review the needs of users of financial information of the company and, based on that review, determine whether interim information should be provided every six months or more frequently, for example quarterly.
The audit committee should consider whether the external auditor should perform assurance procedures on interim results and should make a recommendation to the board in this regard. Considerations could include modifying the audit report on the last set of annual financial statements or identifying issues regarding the previously issued interim results.

39. Where the external auditor is engaged to perform a review of the interim results, the audit committee should review the results of such engagement.

40. Where the external auditor is appointed to perform a publicly reported review of the interim results, the report of the external auditor should be made available to users of the interim results and should be summarised in the interim results.

**Summarised information**

41. Due to the volume and complexity of information conveyed in the integrated report, users benefit from a summary of the integrated report. The company should therefore prepare a summarised integrated report in addition to the complete integrated report.

42. The objective of the summarised integrated report is to give a concise but balanced view of the company’s integrated information. In preparing the summarised integrated report, companies should give due consideration to:

42.1 providing key financial information. The International Financial Reporting Standard on Interim Reporting (IAS 34) provides useful guidance as to which financial information and notes should be included;

42.2 providing sufficient commentary by the company to ensure an unbiased, succinct overview of the company’s financial information; and

42.3 providing the company’s key performance measures regarding sustainability information.

43. Summarised integrated information should be derived from the underlying integrated report and should include a statement to this effect.

44. The audit committee should engage the external auditors to provide an assurance report on summarised financial information, confirming that the summarised financial information is appropriately derived from the annual financial statements.

45. Both the complete and summarised integrated reports should be made available to stakeholders electronically and should be placed on the company’s website. The board should however consider the nature of its stakeholder base in determining the appropriate method of disseminating the summarised integrated report. Where a large proportion of stakeholders do not have electronic access to the company’s information, hard copies of the summarised integrated report should be made available to all the stakeholders on written request to the company’s secretary or directed to the company’s registered office.

**Principle 3.5:**
The audit committee should ensure that a combined assurance model is applied to provide a coordinated approach to all assurance activities
46. A combined assurance model aims to optimise the assurance coverage obtained from management, internal assurance providers and external assurance providers on the risk areas affecting the company.

47. The audit committee should be responsible for monitoring the appropriateness of the company’s combined assurance model and ensuring that significant risks facing the company are adequately addressed.

48. The combined assurance provided by internal and external assurance providers and management should be sufficient to satisfy the audit committee that significant risk areas within the company have been adequately addressed and suitable controls exist to mitigate and reduce these risks.

49. External assurance providers may include the external auditor, regulators (inspectorate) or any other external assurance providers such as sustainability assurance providers, actuaries and geologists. The relationship between the external assurance providers and the company should be monitored by the audit committee.

50. By providing an effective counterbalance to the executive management, audit committees uphold the independence of internal and external assurance providers, thus helping to ensure that these functions are carried out effectively.

**Internal assurance providers**

<table>
<thead>
<tr>
<th>Principle 3.6:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The audit committee should satisfy itself of the expertise, resources and experience of the company’s finance function</td>
</tr>
</tbody>
</table>

51. Every year, the audit committee should consider and satisfy itself of the appropriateness of the expertise and adequacy of resources of the finance function and experience of the senior members of management responsible for the financial function. The results of the review should be disclosed in the integrated report.
Listed companies must have a finance director and the audit committee must evaluate the suitability of the expertise and experience of the finance director and recommend to the board if any changes are necessary.

**Principle 3.7:**
The audit committee should be responsible for overseeing of internal audit

The audit committee should play a key role in ensuring that the company’s internal audit function is independent and has the necessary resources, budget, standing and authority within the company to enable it to discharge its functions.

The audit committee should be responsible for the appointment, performance assessment and dismissal of the chief audit executive (CAE).

The audit committee should approve the internal audit plan, as well as oversee staffing and objectives of the internal audit function.

The audit committee should encourage cooperation between external and internal audit. The internal and external audit functions, however, have different scopes and purposes. The area of assurance overlap between internal and external audit should be such that it optimises the combined assurance obtained from these assurance providers.

The audit committee should ensure that the internal audit function is subjected to an independent quality review, either in line with IIA standards or when the audit committee determines it appropriate, as a measure to ensure the function remains effective.

**Principle 3.8:**
The audit committee should be an integral component of the risk management process

The responsibility for a company’s risk management function, specifically implementing risk management processes, is that of management.

The board should assign oversight of the company’s risk management function to an appropriate board committee (for example a risk committee or the audit committee). Smaller companies need not establish formal committees to perform these functions but should ensure that these functions are appropriately addressed by the board.

The audit committee’s charter should be clear on the scope of the audit committee’s responsibilities for risk management.

Where the board assigns the oversight of the risk management function to the audit committee, the audit committee’s responsibility for overseeing the risk management function should be identical to that of a risk committee in a company where a risk committee is separately established.

The board should ensure that there is effective communication and coordination of its oversight activities to ensure that the audit committee is informed of all
significant actual or potential financial and non-financial risks (such as operational, strategic, regulatory risks) that may have implications on the integrated report.

63. Regardless of the board’s method and framework of assignment of overseeing the risk management function, the audit committee should have an understanding of, and have an adequate level of comfort regarding, the company's process for identifying, managing and reporting on risk.

64. The audit committee should satisfy itself that the following areas have been appropriately addressed by itself, failing specific assignment by the board:

64.1 financial reporting risks;
64.2 internal financial controls;
64.3 fraud risk as it relates to financial reporting; and
64.4 IT risks as it relates to financial reporting.

Financial reporting risks

65. The audit committee should be responsible for overseeing financial risk management and controls and ensuring that the controls:

65.1 provide guidance that embeds internal financial control in the business processes and evolves to remain relevant over time;
65.2 follow a risk-based approach; and
65.3 weigh up not only the likelihood of financial risks materialising but also the costs of operating certain controls relative to the benefit gained in managing these related financial risks i.e. the cost-benefit analysis.

Internal financial controls

66. The internal audit function should at least once a year conduct a formal documented review of the design, implementation and effectiveness of the company’s system of internal financial controls by conducting suitable testing and report back to the audit committee. This enables the audit committee to perform its responsibilities to monitor the integrity of the company’s financial information and comment on the effectiveness of internal financial controls.

67. The audit committee should evaluate the nature and extent of the formal documented review of internal financial controls to be performed by internal audit on behalf of the board every year. Internal audit’s review should cover all significant areas of financial reporting to enable the audit committee to perform its responsibilities to oversee the integrity of the integrated report, specifically financial information published by the company. The audit committee should ensure that internal audit has adequate capacity to perform such formal documented review. Management may assist internal audit to perform the review.

68.
It is not required that the internal audit report be made available publicly. External auditor attestation on internal financial controls is not a requirement.

69. The audit committee must conclude and report yearly to the stakeholders and the board on the effectiveness of the company’s internal financial controls. Before the audit committee concludes and reports to the board on the effectiveness of internal financial controls, it should holistically consider all information brought to its attention from all sources, including communications with, and reports from, internal audit, other assurance providers and the management, as well as the external auditors.

70. Weaknesses in financial control, whether from design, implementation or execution, that are considered material (individually or in combination with other weaknesses) and that resulted in actual material financial loss, fraud or material errors, should be reported to the board and the stakeholders. It is not intended that this disclosure be made in the form of an exhaustive list, but rather an acknowledgement of the nature and extent of material weaknesses and the corrective action, if any, that has been taken to date of the report.

Fraud risks

71. The audit committee should review arrangements made by the company to enable employees and outside whistleblowers (including customers and suppliers) to report in confidence their concerns about possible improprieties in matters of financial and sustainability reporting, or non-compliance with laws and regulations that may have a direct or indirect effect on integrated reporting.

72. The audit committee should be aware of and approve any amendments to the company’s code of conduct as it applies to integrated reporting and should satisfy itself that the management monitors compliance with the code of conduct.

73. The audit committee should consider matters that may result in material misstatements in the integrated report due to fraud.

74. The audit committee must receive and deal appropriately with any concerns or complaints (whether from within or outside the company) or on its own initiative, relating either to the accounting practices and internal audit of the company or to the content or auditing of its financial statements, the internal financial controls of the company or to any related matter. Information technology (IT) risks as it relates to financial reporting

Refer to Chapter 5 Principle 5.7 for more detail on the audit committee’s role in IT.

External assurance providers

Principle 3.9:
The audit committee is responsible for recommending the appointment of the external auditor and overseeing the external audit process

75. The audit committee must recommend to shareholders the appointment, reappointment and removal of the external auditor. Where the audit committee recommends to shareholders that the incumbent auditing firm and designated auditor (a statutory responsibility for public companies and state-owned companies in terms of the Act) should be appointed as the external auditor, its recommendation should be based on an assessment of the auditing firm and the individuals’ qualifications, expertise and resources, effectiveness and independence. The audit
committee should ensure that the external auditor that is recommended for appointment is approved by the JSE (applicable only to listed companies).

76. The audit committee must approve the external auditor’s terms of engagement and remuneration. In doing so, it should engage with the auditor to satisfy itself that the level of remuneration is appropriate to enable an effective audit to be conducted.

77. The audit committee must review, monitor and report on the external auditor’s independence and objectivity, and should assess the effectiveness of the audit process every year. At least five yearly, rotation at an individual engagement partner or designated partner level enhances actual and perceived independence.

78. The audit committee must define a policy for board approval, addressing the nature, extent and terms under which the external auditor may perform non-audit services.

79. The annual financial statements should include a description of non-audit services rendered by the external auditor, including the nature and quantity thereof. The audit committee can pre-authorise services proposed for a future date within the policy framework set by the audit committee.

80. The audit committee should review concerns identified as a result of the internal or external audit and should ensure that these are appropriately dealt with by management.

81. The board should develop a process to ensure that the audit committee receives notice of reportable irregularities (as defined in the Auditing Profession Act, 2005) that have been reported by the external auditor to the Independent Regulatory Board for Auditors. Where the auditor’s report is modified as a result of a reportable irregularity, the audit committee should review the completeness and accuracy of the disclosure of such matters in the financial statements.

82. At the end of each annual audit, the audit committee should review the quality and effectiveness of the audit process. It should assess whether the external auditors have performed the audit as planned and establish the reasons for any changes, obtaining feedback as necessary about the conduct of the audit from key members of the company’s management, including the finance director and the chief audit executive.

**Reporting**

**Principle 3.10:** The audit committee should report to the board and shareholders on how it has discharged its duties

83. The audit committee should report internally to the board on how it has discharged its duties, statutory as well as those assigned to it by the board, during the financial year.

84. The audit committee must also report to the shareholders at the AGM on how it has fulfilled its duties in terms of the Act during the financial year. The audit committee’s report at the AGM must:

84.1 describe how the audit committee carried out its functions in terms of the Act;
84.2 state whether the audit committee is satisfied that the external auditor was independent of the company; and

84.3 contain comment in any way the committee considers appropriate on the financial statements, the accounting practices and the internal financial control of the company.

85. As a minimum, the audit committee should provide the following information in the integrated report:

85.1 a summary of the role of the audit committee;

85.2 a statement on whether or not the audit committee has adopted a formal terms of reference that have been approved by the board and if so, whether the committee satisfied its responsibilities for the year in compliance with its terms of reference;

85.3 the names and qualifications of all members of the audit committee during the period under review, and the period for which they served on the committee;

85.4 the number of audit committee meetings held during the period under review and members’ attendance at these meetings;

85.5 a statement on whether or not the audit committee considered and recommended the internal audit charter for approval by the board;

85.6 a description of the working relationship with the chief audit executive;

85.7 information about any other responsibilities assigned to the audit committee by the board;

85.8 a statement on whether the audit committee complied with its legal, regulatory or other responsibilities; and

85.9 a statement on whether or not the audit committee recommended the integrated report to the board for approval.

Public sector perspective

86. Audit committee members of all government institutions, including public entities and state-owned companies, must comply with the minimum qualification criteria established by the executive authority.

87. The relevant executive authority in the public sector must agree with any premature termination of the services of a person serving on an audit committee.

88. For government institutions, including departments, public entities, municipalities, municipal entities and constitutional institutions in the public sector, the report of the audit committee must also include comments on the quality of the management and monthly or quarterly reports submitted under the PFMA, the MFMA and the Division of Revenue Act.
89. Should a report to an audit committee, whether from the internal audit function or any other source, implicate the accounting officer, any member of the accounting authority, or any official in financial misconduct, including fraud, corruption or negligence, the chairman of the audit committee must promptly report this to the relevant executive authority and the Auditor-General or authorised auditor.

90. The audit committee may communicate any concerns it considers necessary to the executive authority (as defined in the relevant acts), the relevant treasury (if applicable), the Auditor-General and, if appropriate, to the authorised auditor.

Annex 3.1

Extract from the companies Act no 71 of 2008

Audit committees

94.

(1) This section—

(a) applies concurrently with section 64 of the Banks Act, to any company that is subject to that section of that Act, but subsections (2), (3) and (4) of this section do not apply to the appointment of an audit committee by any such company; and

(b) does not apply to a company that has been granted an exemption in terms of section 64(4) of the Banks Act.

(2) At each annual general meeting, a public company or state-owned company, or other company that has voluntarily determined to have an audit committee as contemplated in section 34(2), must elect an audit committee comprising at least three members, unless—

(a) the company is a subsidiary of another company that has an audit committee; and

(b) the audit committee of that other company will perform the functions required under this section on behalf of that subsidiary company.

(3) The first members of the audit committee may be appointed by—

(a) the incorporators of a company; or

(b) by the board, within 40 business days after the incorporation of the company.

(4) Each member of an audit committee of a company must—

(a) be a director of the company, who satisfies any applicable requirements prescribed in terms of subsection

(5)
not be—

(iii) a material supplier or customer of the company, such that a reasonable and informed third party would conclude in the circumstances that the integrity, impartiality or objectivity of that director is compromised by that relationship; and

(c) not be related to any person who falls within any of the criteria set out in paragraph (b).

(i) involved in the day-to-day management of the company's business or have been so involved at any time during the previous financial year;

(ii) a prescribed officer, or full-time employee, of the company or another related or inter-related company, or have been such an officer or employee at any time during the previous three financial years; or

(5) The Minister may prescribe minimum qualification requirements for members of an audit committee as necessary to ensure that any such committee, taken as a whole, comprises persons with adequate relevant knowledge and experience to equip the committee to perform its functions.

(6) The board of a company contemplated in section 84(1) must appoint a person to fill any vacancy on the audit committee within 40 business days after the vacancy arises.

(7) An audit committee of a company has the following duties:

(a) to nominate, for appointment as auditor of the company under section 90, a registered auditor who, in the opinion of the audit committee, is independent of the company;

(b) to determine the fees to be paid to the auditor and the auditor's terms of engagement;

(c) to ensure that the appointment of the auditor complies with the provisions of this Act and any other legislation relating to the appointment of auditors;

(d) to determine, subject to the provisions of this Chapter, the nature and extent of any non-audit services that the auditor may provide to the company, or that the auditor must not provide to the company, or a related company;

(e) to pre-approve any proposed agreement with the auditor for the provision of non-audit services to the company;

(f) to prepare a report, to be included in the annual financial statements for that financial year—

(i) describing how the audit committee carried out its functions;

(ii)
stating whether the audit committee is satisfied that the auditor was independent of the company; and

(commenting in any way the committee considers appropriate on the financial statements, the accounting practices and the internal financial control of the company;

(g) to receive and deal appropriately with any concerns or complaints, whether from within or outside the company, or on its own initiative, relating to—

the accounting practices and internal audit of the company;

the content or auditing of the company’s financial statements;

the internal financial controls of the company; or

any related matter;

(h) to make submissions to the board on any matter concerning the company’s accounting policies, financial control, records and reporting; and

(i) to perform other functions determined by the board, including the development and implementation of a policy and plan for a systematic, disciplined approach to evaluate and improve the effectiveness of risk management, control, and governance processes within the company.

(8) In considering whether, for the purposes of this Part, a registered auditor is independent of a company, the audit committee of that company must—

(a) ascertain that the auditor does not receive any direct or indirect remuneration or other benefit from the company, except—

as auditor; or

for rendering other services to the company, to the extent permitted in terms of subsection (6)(d);

(b) consider whether the auditor’s independence may have been prejudiced—

as a result of any previous appointment as auditor; or

having regard to the extent of any consultancy, advisory or other work undertaken by the auditor for the company; and

(c) consider compliance with other criteria relating to independence or conflict of interest as prescribed by the Independent Regulatory Board for Auditors established by the Auditing Profession Act, in relation to the company, and if the company is a member of a group of companies, any other company within that group.
Nothing in this section precludes the appointment by a public company at its annual general meeting of an auditor other than one nominated by the audit committee, but if such an auditor is appointed, the appointment is valid only if the audit committee is satisfied that the proposed auditor is independent of the company.

Neither the appointment nor the duties of an audit committee reduce the functions and duties of the board or the directors of the company, except with respect to the appointment, fees and terms of engagement of the auditor.

A company must pay all expenses reasonably incurred by its audit committee, including, if the audit committee considers it appropriate, the fees of any consultant or specialist engaged by the audit committee to assist it in the performance of its functions.
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Chapter 4
the governance of risk

The board’s responsibility for risk governance

Principle 4.1: The board should be responsible for the governance of risk

1. The board should exercise leadership to prevent risk management from becoming a series of activities that are detached from the realities of the company’s business.

2. The board should be responsible for the governance of risk through formal processes, which include the total system and process of risk management. The board should show leadership in guiding the efforts aimed at meeting risk management expectations and requirements.

3. The board should be able to demonstrate that it has dealt with the governance of risk comprehensively. This should include the development and implementation of a policy and plan for a systematic, disciplined approach to evaluate and improve the effectiveness of risk management, as well as the related internal control, compliance and governance processes within the company.

4. The board should be able to disclose how it has satisfied itself that risk assessments, responses and interventions are effective.

5. The board’s scope of responsibility for risk governance should be expressed in its board charter and supported by induction and training processes for all board members. Where the board has delegated its responsibility for risk management to a board committee, such board committee’s terms of reference should reflect this responsibility and should be approved by the board.

6. The board’s responsibility for risk governance should manifest into a documented risk management policy and plan. Management should develop both the risk management policy and the plan for approval by the board.

7.
The risk management policy should set the tone for risk management in the company and should indicate how risk management will support the company’s strategy. The risk management policy should include the company’s definitions of risk and risk management, the risk management objectives, the risk approach and philosophy, as well as the various responsibilities and ownership for risk management within the company.

8. The risk management policy should be widely distributed throughout the company.

9. The risk management plan should consider the maturity of the risk management of the company and should be tailored to the specific circumstances of the company. The risk management plan should include:
   9.1 the company’s risk management structure;
   9.2 the risk management framework i.e. the approach followed, for instance, COSO, ISO, IRMSA ERM Code of Practice, IRM (UK), etc;
   9.3 the standards and methodology adopted – this refers to the measureable milestones such as tolerances, intervals, frequencies, frequency rates, etc;
   9.4 risk management guidelines;
   9.5 reference to integration through, for instance, training and awareness programmes; and
   9.6 details of the assurance and review of the risk management process.

10. The board should review its risk management plan regularly but at least once a year. The board should ensure that the implementation of the risk management plan is monitored continually.

Principle 4.2: The board should determine the levels of risk tolerance

11. Risk is often defined as the taking of risk for reward. At least once a year, the board should set specific limits for the levels of risk the company is able to tolerate in the pursuit of its objectives. The board should also review these limits during periods of increased uncertainty or adverse changes in the business environment.

12. In setting these risk tolerance levels, the board should consider risk factors in both the external and internal business environments. These levels could be measured quantitatively, qualitatively, or both, and should be specific to each of the relevant business activities. These levels should also be used to set the parameters for the development of the business strategy.

13. The board may set limits regarding the company’s risk appetite i.e. the risk limits that the board desires, or is willing, to take. Where the risk appetite exceeds, or deviates materially from the limits of the company’s risk tolerance (the company’s ability to tolerate), this should be disclosed in the integrated report.

14.
Management should implement specific limits or tolerance levels that are aligned with those overall limits set by the board at departmental or functional, activity and operational risk levels.

15. The board should continually monitor significant risk taken by management, and should satisfy itself that management decisions balance performance with the defined tolerance limits. The board should ensure that it understands the implications of risks taken by management in pursuit of returns, as well as the potential impact of risk-taking on shareholders and other stakeholders.

<table>
<thead>
<tr>
<th>Principle 4.3:</th>
<th>The risk committee or audit committee should assist the board in carrying out its risk responsibilities</th>
</tr>
</thead>
</table>

16. To assist it in the discharge of its duties and responsibilities in respect of risk management, the board should appoint a risk committee to review the risk management progress and maturity of the company, the effectiveness of risk management activities, the key risks facing the company, and the responses to address these key risks.

17. The board may assign this responsibility to the audit committee. However, this should be done with careful consideration to the resources available to the audit committee to adequately deal with risk governance in addition to its audit responsibilities.

18. The risk committee’s (or audit committee’s) responsibility for risk management should be expressed in its terms of reference.

19. The risk committee (or audit committee) should consider the risk management policy and plan, and should monitor the whole risk management process.

20. Membership of the risk committee should include executive and non-executive directors. Those members of senior management responsible for the various areas of risk management should attend its meetings. Members of the risk committee, taken as a whole, should comprise people with adequate risk management skills and experience to equip the committee to perform its functions. To supplement its risk management skills and experience, the risk committee may invite independent risk management experts to attend its meetings.

21. The risk committee should have a minimum of three members.

22. The risk committee should convene at least twice per year and individuals reporting to the committee should provide it with sufficient information to effectively discharge its responsibility.

23. Each year, the board should evaluate the risk committee’s performance in terms of its composition, mandate and effectiveness.

Management’s responsibility for risk management

| Principle 4.4: | The board should delegate to management the responsibility to design, implement and monitor the risk management plan |
The board’s risk strategy should be executed by management in accordance with the board-approved risk management policy and plan. The roles and responsibilities for risk management in the company should be addressed in the policy and plan.

Management is accountable to the board for designing, implementing and monitoring the system and process of risk management and integrating it into the day-to-day activities of the company. The board should ensure that organisational structures and resources provide for appropriate execution of risk management processes. The board should also provide management with other necessary support to enable it to execute its duties and responsibilities as outlined in the risk policy and plan.

The board’s delegation of authority to management should incorporate risk management requirements. Management should give effect to risk management in operations in substance and form.

Although the CEO may appoint a chief risk officer (CRO) to assist with the execution of the risk management process, the accountability to the board remains with the CEO. There should be an appreciation that execution of risk management does not reside in one individual but requires an inclusive team-based approach for effective application across the company.

The CRO should be a suitably experienced person who should have access to, and interact regularly on, strategic risk matters with the board and appropriate board committee and executive management.

The board should satisfy itself that insurance, indemnification and remuneration practices do not prejudice risk management decision-making.

Risk management should be intrusive: its methodology and techniques should be embedded within strategy setting, planning, and business processes to safeguard performance and sustainability. The rigours of risk management should provide responses and interventions that strive to create an appropriate balance between risk and reward within the company.

**Risk assessment**

**Principle 4.5:**

The board should ensure that risk assessments are performed on a continual basis

The board should ensure that the company has and maintains an effective ongoing risk assessment process, consisting of risk identification, risk quantification and risk evaluation. This risk assessment process (using a generally recognised methodology) should identify risks and opportunities, and measure their potential impact and likelihood.

A systematic, documented, formal risk assessment should be conducted at least once a year; and be continually reviewed, updated and applied. The outputs of risk assessments should provide the board and management with a realistic perspective of key risks and other material risks that the company faces.
Following the risk evaluation process, risks should be prioritised and ranked to focus the responses and interventions on those risks outside the board’s risk tolerance limits.

34. Risk assessments produce the required information for the ensuing risk management responses and interventions. Therefore, it is critical that the risk assessment process is comprehensive, accurate, thorough and complete. Risk assessments should not rely only on the perceptions of a group of managers. Risk assessments should include the use of data analysis, business indicators, market information, loss data, scenario planning and portfolio analysis.

35. Risk assessments should not adopt a conceptual view or limit itself to a fixed list of risk categories. Risk assessment is most effective when it is directed towards a strategic or business objective. In order to achieve this, the risk assessment process should involve the consideration of risks affecting the various income streams, the critical business processes, critical dependencies of the business, the sustainability dimensions of the business, and the legitimate interests and expectations of stakeholders.

36. Risk assessments should adopt a top-down approach, but should not be limited to strategic and high-end risks only. Operational risk management should be part of the risk management plan. Therefore, the risk assessment process should impact all operational levels.

37. The board should regularly receive and review a register of the company’s key risks. It is important that the risk information presented to the board includes a profile of aggregated risks, correlated risks and risk concentrations.

38. The board should ensure that particular attention is focused on those risks that may negatively impact the long-term sustainability of the company.

39. To ensure timely and adequate responses to the company’s sustainability risks, the board should regularly receive and review a risk register on the company’s sustainability risks. The company’s integrated report should include key sustainability risks, and responses to these risks and residual sustainability risks.

40. The board should ensure that key risks are quantified where practicable.

**Principle 4.6:**
The board should ensure that frameworks and methodologies are implemented to increase the probability of anticipating unpredictable risks.

41. Failure to anticipate and react to risks can have a catastrophic impact on the company. This includes risks that are systemic (whether local, regional or global), for example, the global credit crunch of 2008 and 2009, as well as risks that are normally considered to be unpredictable. The board should ensure that the frameworks and processes in place to assist in anticipating these risks, have the following characteristics:

41.1 *Insight:* the ability to identify the cause of the risk, where there are multiple causes or root causes that are not immediately obvious.

41.2 *Information:* comprehensive information about all aspects of risks and risk sources, especially of financial risks.
41.3 *Incentives*: the ability to separate risk origination and risk ownership ensuring proper due diligence and accountability.

41.4 *Instinct*: the ability to avoid ‘following the herd’ when there are systemic and pervasive risks.

41.5 *Independence*: the ability to view the company independently from its environment.

41.6 *Interconnectivity*: the ability to identify and understand how risks are related, especially when their relatedness might exacerbate the risk.

**Risk response**

<table>
<thead>
<tr>
<th>Principle 4.7:</th>
<th>The board should ensure that management considers and implements appropriate risk responses</th>
</tr>
</thead>
</table>

42. Management should identify and consider different ways that the company can respond to the risks identified during the risk assessment process. These responses opted for should be noted in the risk register. The options for responses should include:

42.1 *avoiding* the risk by not starting the activity that creates exposure to the risk;

42.2 *treating, reducing or mitigating* the risk, through improvements to the control environment such as the development of contingencies and business continuity plans. Risk treatment may include methods, procedures, applications, management systems and the use of appropriate resources that reduce the probability or possible severity of the risk;

42.3 *transferring* the risk exposure, usually to a third party better able to manage the risk, for example, through insurance or outsourcing;

42.4 *tolerating or accepting* the risk, where the level of exposure is as low as reasonably practicable or where there are exceptional circumstances;

42.5 *exploiting* the risk, where the risk exposure represents a potential missed or poorly-realised opportunity;

42.6 *terminating* the activity that gives rise to the intolerable risk; and

42.7 *integrating* some or all of the risk responses outlined above.

43. Management should demonstrate to the board that the risk management plan provides for the identification and exploitation of opportunities to improve the performance of the company.

44. In identifying major risk events, management should not only identify the potential negative impact, but should actively identify the positive business opportunities that
these risks may give rise to. Where traditionally, risk focus was on the peril side of the risk and trying to minimise it, the focus should also be on the opportunities that are often concealed within defensive risk responses.

45. Enterprise is often described as risk for reward but it may be possible to reduce risk while improving returns. Risk and reward could also have a converse relationship as opposed to the view that reward is in proportion to the measure of risk assumed. To enable the exploitation of the upside of risks (opportunities), the risk management plan should not concentrate only on de-risking responses and interventions.

**Risk monitoring**

<table>
<thead>
<tr>
<th>Principle 4.8:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The board should ensure continual risk monitoring by management</td>
</tr>
</tbody>
</table>

46. The board should ensure that management monitors the risk management plan effectively and continually. In fulfilling its responsibility, the board should ensure that management, among others, performs the following monitoring measures:

46.1 measuring risk management performance against risk indicators; the risk indicators should be periodically reviewed for appropriateness;

46.2 periodically measuring progress against, and deviation from, the risk management plan;

46.3 monitoring changes in the external and internal environment;

46.4 determining the impact of environment changes on the strategic risk profile of the company;

46.5 ensuring that risk responses are effective and efficient in both design and operation;

46.6 tracking the implementation of risk responses;

46.7 analysing and learning lessons from changes, trends, successes, failures and events (including near-miss-es); and

46.8 identifying emerging risks.

47. Responsibilities for monitoring should be clearly defined in the risk management plan.

**Risk assurance**

<table>
<thead>
<tr>
<th>Principle 4.9:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The board should receive assurance regarding the effectiveness of the risk management process</td>
</tr>
</tbody>
</table>

48.
Management is accountable to provide the board with assurance that it has implemented and monitored the risk management plan and that it is integrated in the day-to-day activities of the company.

49. Reports from management to the board should provide a balanced assessment of the key risks facing the company and the effectiveness of the ensuing risk responses and interventions. The board should satisfy itself of management’s appropriate application of risk management processes and their compliance to risk management policies and procedures. Any significant risk response failings or weaknesses should be disclosed in management’s reports to the board, including the impact that they may have had, or may have on the company, and the resultant corrective responses and interventions taken.

50. Management reports to the board should also disclose the processes in place to improve the risk management maturity of the company, as well as the degree to which risk management has been embedded throughout the company.

51. The internal audit function should provide independent assurance in relation to risk management. Internal audit does not assume the functions, systems and processes of risk management, but provides independent assurance to the board on the integrity and robustness of the risk management process.

52. Each year, internal audit should provide a written assessment of the effectiveness of the system of internal controls and risk management to the board.

53. External audit may consult with the board risk committee, internal audit and the CRO for an understanding of the company’s risk management activities to determine the extent that the external audit process may rely on the integrity of internal financial controls.

Risk disclosure

**Principle 4.10:**
The board should ensure that there are processes in place enabling complete, timely, relevant, accurate and accessible risk disclosure to stakeholders

54. In its statement in the integrated report, the board should disclose for the period under review any undue, unexpected or unusual risks it has taken in the pursuit of reward as well as any material losses and the causes of the losses. This disclosure should be made with due regard to the company’s commercially privileged information. In disclosing the material losses, the board should endeavour to quantify and disclose the impact that these losses have on the company and the responses and interventions implemented by the board and management to prevent recurrence of the losses.

55. The board should disclose any current, imminent or envisaged risk that may threaten the long-term sustainability of the company.

56. The board should also disclose its views on the effectiveness of the company’s risk management processes in the integrated report.
Chapter 5
The Governance of Information Technology (IT)

Principle 5.1:
The board should be responsible for information technology (IT) governance

1. IT is essential to manage the transactions, information and knowledge necessary to initiate and sustain a company. In most companies, IT has become pervasive because it is an integral part of the business and is fundamental to support, sustain and grow the business. Companies should understand and manage the risks, benefits and constraints of IT. As a consequence, the board should understand the strategic importance of IT, assume responsibility for the governance of IT and place IT governance on the board agenda.

2. IT governance can be considered as a framework that supports effective and efficient management of IT resources to facilitate the achievement of a company’s strategic objectives. IT governance is the responsibility of the board.

3. The IT governance framework should include relevant structures, processes and mechanisms to enable IT to deliver value to the business and mitigate IT risk. The IT governance framework should be appropriate and applicable to the company. It should facilitate and enhance the company’s ability to reach its objectives by making the most appropriate decisions about incorporating IT into its operations, programmes and services on a secure and sustainable basis.

4. As part of the IT governance framework, the board should ensure that an IT governance charter and policies are established and implemented. This charter and policies should outline the decision-making rights and accountability framework for IT governance that will enable the desirable culture in the use of IT within the company.

5. The board should oversee the cultivation and promotion of an ethical IT governance and management culture and awareness (measured through levels of governance and management skills and competencies) and of a common IT language.

6. The board should provide the required leadership and direction to ensure that the company’s IT achieves, sustains and enhances the company’s strategic objectives. IT governance is not an isolated discipline but is an integral part of overall corporate governance.

7. IT governance should focus on the governance of the information as well as the governance of technology.

8. The board should ensure that an IT internal control framework is adopted and implemented and that the board receives independent assurance on the effectiveness thereof.

9. The board should take the necessary steps to ensure that there are processes in place to ensure complete, timely, relevant, accurate and accessible IT reporting, firstly from management to the board, and secondly by the board in the integrated report.

Principle 5.2:
**IT should be aligned with the performance and sustainability objectives of the company**

10. The board should ensure that the IT strategy is integrated with the company’s strategic and business processes. IT should be seen to add value by enabling the improvement of the company’s performance and sustainability.

11. The alignment between IT and strategic and business processes involves: ensuring that business and IT plans are integrated; defining, maintaining and validating the IT value proposition; and aligning IT operations with overall business operations.

12. The IT alignment process is essential during the development of any business plans (whether at strategic, management or operational levels) and plays a key role in determining and executing the business arrangements supporting the company’s strategic objectives.

13. As companies should view environmental sustainability to be good corporate citizenship, the negative impact that IT could have on the environment should be considered.

14. The board should ensure that there is a robust process in place to identify, and exploit where appropriate, opportunities to improve the performance and sustainability of the company in the triple context through effective and efficient IT use.

**Principle 5.3:**
The board should delegate to management the responsibility for the implementation of an IT governance framework

15. Management should be responsible for the implementation of all the structures, processes and mechanisms to execute the IT governance framework.

16. Effective IT frameworks and policies, as well as the processes, procedures and standards that these involve, should be implemented with the view to minimise IT risk, deliver value, ensure business continuity, and assist the company to manage its IT resources efficiently and cost effectively.

17. In particular, management should inform the board about whether the company’s IT function is:

17.1 on track to achieve its objectives;

17.2 resilient and agile enough to adapt to strategic needs;

17.3 adequately protected from the risks it faces; and

17.4 such that opportunities can be pro-actively recognised and acted on.

18. The board may appoint an IT steering committee or similar forum or function to assist with its governance of IT. There should be relevant representation from business and IT in this structure.
19. Each company should consider the suitable strategy, structure and size of its IT function, considering what is appropriate for the adequate management of the IT function and associated risk of the particular company and having regard to any legislative requirements that apply to the IT function. The structure of the IT function, its role and its position in terms of reporting lines, should reflect the company’s decision on how IT is integrated with its operations.

20. The CEO should appoint an individual responsible for the management of IT, often referred to as a Chief Information Officer (CIO).

21. The CIO should be a suitably qualified and experienced person who should have access to, and interact regularly on, IT governance matters with the board or appropriate board committee or both, as well as with executive management.

22. The CIO should serve as a bridge between IT and the business and therefore, should:

22.1 understand the accountability and responsibility for IT;

22.2 be business-orientated, understand business requirements, the long-term strategy for the business of the company and translate this into efficient and effective IT solutions;

22.3 have a strategic approach and facilitate the integration of IT into business strategic thinking and development; and

22.4 exercise care and skill to design, develop, implement and maintain sustainable IT solutions to enable the achievement of strategic objectives.

23. The company should ensure that it acquires and uses the appropriate technology, processes and people to support its business and governance requirements in a timely manner and accurately.

24. The level of investment in IT is significant and continues to increase and few companies would survive without appropriate IT. While there are many examples of companies generating value from investing in IT, many executives are questioning whether the business value is in proportion to the level of investment.

25. The board should oversee the proper value delivery of IT and should ensure that the expected return on investment from significant IT investments and projects is delivered and that the information and intellectual property contained in the information systems are protected. This can be achieved by:

25.1 clarifying business strategies and objectives and the role of IT in achieving them;
measuring and managing the amount spent on and the value received from IT;

25.3 assigning accountability for organisational changes required to benefit IT capabilities; and

25.4 learning from each implementation and becoming more adept at sharing and re-using IT assets.

26. Good governance principles should apply to all parties in the supply chain or channel for the acquisition and disposal of IT goods or services. This applies equally to a division within a company, subsidiary or a third party.

27. Where the responsibility for the provision of IT goods or services has been delegated to another party (or division), all parties (including the board) remain accountable for enforcing and monitoring effective IT governance.

28. The company should obtain independent assurance on the IT governance and controls supporting outsourced IT services. This assurance should be aligned to the company’s normal assurance activities under the auspices of the audit committee.

29. IT management should ensure that all the basic elements of appropriate project management principles are applied to all IT projects. Effective review processes by independent experts are recommended.

Principle 5.5: IT should form an integral part of the company’s risk management

Refer to Chapter 4 for more detail on risk management.

30. IT risks should form part of the company’s risk management activities and considerations as defined in Chapter 4.

31. Management should regularly demonstrate to the board that the company has adequate business resilience arrangements in place for disaster recovery.

32. IT legal risk arises from the possession, ownership and operational use of technology that may result in the company becoming a party to legal proceedings.

33. When considering the company’s compliance with applicable laws, rules, codes and standards, the board should ensure that IT related laws, rules, codes and standards are considered. Companies must comply with applicable IT laws and consider adherence to applicable IT rules, codes and standards, guidelines and leading practices.

34. The board should consider how IT could be used to aid the company in its managing of risk and its compliance with laws, rules, codes and standards.

35. Information management initiatives are often driven by external regulations, requirements and concerns about data privacy, information security and legal compliance. To achieve compliance with external regulations, formal processes should be in place to manage information. Information management encompasses:
35.1 the protection of information (information security);

35.2 the management of information (information management); and

35.3 the protection of personal information processed by companies (information privacy).

Principle 5.6:
The board should ensure that information assets are managed effectively

Information management

36. Information records are the most important information assets as they are evidence of business activities.

37. The board should ensure that there are systems in place for the management of information assets and the performance of data functions including the following:

37.1 ensuring the availability of information and information systems in a timely manner;

37.2 implementing a suitable information security management programme;

37.3 ensuring that all sensitive information is identified, classified and assigned appropriate handling criteria. Regarding information ‘sensitivity’, there are several laws in South Africa and other countries that impose obligations on companies to treat certain types of information as ‘sensitive’. ‘Sensitivity’ includes all references to information which is personal, private, confidential, secret or unable to be disclosed. Many of the laws provide for offences and penalties where there has not been compliance with sensitivity requirements;

37.4 the management of the risks associated with information and information systems;

37.5 establishing processes to ensure continuous monitoring of all the aspects of information;

37.6 establishing processes to ensure the maintenance and monitoring of data quality; and

37.7 establishing a business continuity programme addressing the company’s information and recovery requirements, and ensuring the programme is still aligned with the successful execution of the business’ activities.

Information privacy

38. The board should ensure that there are systems in place for personal information to be treated by the company as an important business asset and that all ‘personal information’ that is processed by the company is identified.

39.
Personal information should be processed according to applicable laws.

**Information security**

40. The board should ensure that an Information Security Management System (ISMS) is developed, implemented and recorded in an appropriate and applicable information security framework.

41. The board should oversee the information security strategy and delegate and empower management to implement the strategy.

42. IT management is responsible for the implementation of the ISMS. The ISMS should include the following high-level information security principles:

   42.1 ensuring the confidentiality of information;
   
   42.2 ensuring the integrity of information; and
   
   42.3 ensuring the availability of information and information systems in a timely manner.

| Principle 5.7: |
| A risk committee and audit committee should assist the board in carrying out its IT responsibilities |

43. The risk committee should ensure that IT risks are adequately addressed through its risk management, monitoring and assurance processes.

44. The risk committee should consider IT risk as a crucial element of the effective oversight of risk management of the company. In many cases the risk committee may need to rely on expert advice from within or outside the company.

45. In understanding and measuring IT risks, the members of the risk committee should understand the company’s overall exposure to IT risks from a strategic and business perspective, including the areas of the business that are most dependent on IT for effective and continual operation.

46. Areas that are highly dependent on IT are more exposed if IT risks are not appropriately governed. The risk committee should obtain appropriate assurance that controls in place are effective in addressing these risks.

47. IT as it relates to financial reporting and the going concern of the company should be the responsibility of the audit committee. The risk committee has the responsibility to oversee the broader risk implications of IT.

48. The audit committee should also consider the use of technology and related techniques to improve audit coverage and audit efficiency.
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Principle 6.1:
The board should ensure that the company complies with applicable laws and considers adherence to non-binding rules, codes and standards

1. Companies must comply with all applicable laws.

2. Exceptions permitted in law and shortcomings in the law that present an opportunity for abuse which is contrary to the spirit, intent and purpose of the law, as well as proposed changes expected in legislation and regulation, should be handled in an ethical and responsible manner.

3. Corporate governance is the expression of ethical values and standards. As such, compliance should also be understood to be an ethical imperative for the governance of companies. Consequently, in some countries, as in the United States, the offices of ethics and compliance are combined.

4. Compliance with applicable laws should be understood not only in terms of the obligations that they create, but also for the rights and protection that they afford. Companies should always aim to achieve a balanced approach in their outlook on compliance. Simply complying with laws, without consideration of the rights available in the circumstances, cannot be deemed to be acting in the best interests of the company. The duty to act in the best interests of the company includes considering the rights of the company when dealing with compliance.

5. Companies should also understand the context of the law, and how other applicable laws interact with it, as no law operates in a vacuum.

6. The board should consider adherence to applicable non-binding rules, codes and standards if it would constitute good governance and practice. The board should disclose in the integrated report the applicable non-binding rules, codes and standards to which the company adheres on a voluntary basis.

7. The board is responsible for the company’s compliance with applicable laws and with those non-binding rules, codes and standards with which the company elected to comply. One of the important responsibilities of the board is therefore to monitor the company’s compliance with all applicable laws, rules, codes and standards.

8. Compliance with applicable laws, rules, codes and standards should be proactively and systematically managed by companies and compliance should be a regular item on the agenda of the board even if this responsibility is delegated to a separate committee or function within the organisational structure.

9. The extent of reliance placed by the board on these delegated committees or functions depends on the board’s assessment of knowledge, effectiveness and experience of the committee or function.

10. The board should disclose details in the integrated report on how it has discharged its responsibility to ensure the establishment of an effective compliance framework and processes.

Principle 6.2:
The board and each individual director should have a working understanding of the effect of the applicable laws, rules, codes and
standards on the company and its business

11. The board has a duty to take the necessary steps to ensure the identification of the laws, rules, codes and standards applicable to the company.

12. Processes should be in place to ensure that the board is continually informed of relevant laws, rules, codes and standards, including changes to them, as part of their induction and ongoing training and education referred to in Chapter 2, Principle 2.20.

13. Directors should sufficiently familiarise themselves with the general content of applicable laws, rules, codes and standards to be able to adequately discharge their fiduciary duties in the best interests of the company and their duty of care, skill and diligence. Included in this duty is to make use of the rights and protection that the law presents in the best interests of the company.

<table>
<thead>
<tr>
<th>Principle 6.3: Compliance risk should form an integral part of the company’s risk management process</th>
</tr>
</thead>
<tbody>
<tr>
<td>14. Compliance risk can be described as the risk of damage, arising from non-adherence to the law and regulations, to the company’s business model, objectives, reputation, going concern, stakeholder relationships or sustainability.</td>
</tr>
<tr>
<td>15. The risks of non-compliance should be identified, assessed and responded to through the company’s risk management processes as described in Chapter 4. Although a systematic risk management approach to compliance is advised, this does not imply that compliance is optional depending on whether the risk assessment warrants it. Compliance is compulsory in keeping with Principle 6.1, while the risk management framework provides an appropriate system for the management, monitoring and reporting thereof.</td>
</tr>
<tr>
<td>16. As part of the broader risk management structure, a compliance function provides assistance to the board and management in complying with applicable laws, rules, codes and standards.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Principle 6.4: The board should delegate to management the implementation of an effective compliance framework and processes</th>
</tr>
</thead>
<tbody>
<tr>
<td>17. Management should develop the compliance policy and the board should approve it. Management should be responsible for implementing this policy and reporting to the board regarding compliance with it.</td>
</tr>
<tr>
<td>18. Management should integrate and align the compliance policy with other business efforts and objectives to avoid duplication of effort and missed opportunities for synergies.</td>
</tr>
<tr>
<td>19. A company’s procedures and control framework should incorporate compliance with relevant laws, rules, codes and standards and the board should receive assurance on the effectiveness of the procedures and control framework.</td>
</tr>
<tr>
<td>---</td>
</tr>
</tbody>
</table>
Compliance with laws, rules, codes and standards should be incorporated in the code of conduct of the company to entrench a culture of compliance. Employees should be encouraged to understand and implement these codes.

21. A compliance culture should be encouraged through leadership, establishing the appropriate structures, education and training, communication, and measurement of key performance indicators relevant to compliance.

22. A company should consider disclosing in its integrated report any material - or immaterial but often repeated - regulatory penalties, sanctions and fines for contraventions or non-compliance with statutory obligations that were imposed on the company or any of its directors or officers. Disclosure should be considered having regard to whether divulging the information that the disclosure will necessitate, would negatively affect the company, breach confidentiality, or breach any agreement to which it is a party.

23. Although the CEO may appoint a compliance officer to assist in the execution of the compliance function, the accountability to the board remains with the CEO. The compliance officer should be a suitably experienced person who should have access to, and interact regularly on, strategic compliance matters with the board or appropriate board committee or both, as well as with executive management.

24. The compliance function should have adequate resources to discharge its responsibilities.

25. Each company should consider the suitable structure and size of its compliance function, considering what is appropriate for the adequate management of the compliance risk of the particular company and having regard to the legislative requirements that apply to the compliance function. The structure of the compliance function, its role and its position in terms of reporting lines, should reflect the company’s decision on how compliance is integrated with its ethics and risk management.

26. Where the role of in-house legal adviser or counsel is combined with that of compliance officer, company secretary or other similar position, companies should exercise due care that the common law right of privilege is not compromised when the officer acts in a capacity other than legal adviser. The common law right of privilege is available to a client when approaching a legal adviser for legal advice about a court matter.
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Chapter 7

Internal audit

The need for and role of internal audit

<table>
<thead>
<tr>
<th>Principle 7.1:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The board should ensure that there is an effective risk based internal audit</td>
</tr>
</tbody>
</table>

1. Continual and rapid changes as well as the complexity of business, organisational dynamics and the regulatory environment require companies to establish and maintain an effective internal audit function to assist with their risk management processes. If the board, in its discretion, decides not to establish an internal audit function, full reasons should be disclosed in the company’s integrated report, with an
explanation of how adequate assurance of an effective governance, risk management and internal control environment has been maintained.

2. The key responsibility of internal audit is to the board, its committees, or both, in discharging its governance responsibilities and as a minimum to perform the following functions:

   2.1 evaluating the company’s governance processes including ethics, especially the 'tone at the top';

   2.2 performing an objective assessment of the effectiveness of risk management and the internal control framework;

   2.3 systematically analysing and evaluating business processes and associated controls; and

   2.4 providing a source of information, as appropriate, regarding instances of fraud, corruption, unethical behaviour and irregularities.

3. In cases where total outsourcing is selected as the method for obtaining internal audit services, a senior executive or director should be responsible for internal audit, with the responsibility to oversee, manage, inform and take accountability for the effective functioning of the outsourced internal audit activity. This responsibility extends to reporting to the audit committee and complying with the independence requirements of an in-house internal audit function.

4. Internal audit’s processes should be flexible and dynamic in addressing emerging business, organisational, operational and assurance needs.

5. An internal audit charter should be formally defined and approved by the board (generally through its audit committee).

6. The internal audit function should adhere to the Institute of Internal Auditors’ Standards for the Professional Practice of Internal Auditing and Code of Ethics at a minimum.

**Internal audit’s approach and plan**

<table>
<thead>
<tr>
<th>Principle 7.2:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Internal audit should follow a risk based approach to its plan</td>
</tr>
</tbody>
</table>

7. Internal audit should pursue a risk based approach to planning as opposed to a compliance approach that is limited to evaluation of adherence to procedures. A risk-based internal audit approach has the benefit of assessing whether the process intended to serve as a control is an appropriate risk measure.

8. An effective internal audit function’s planning and approach should be informed by the strategy of the company and should attempt to align with business performance. Internal audit, as a significant role player in the governance process, should contribute to the effort to achieve strategic objectives and should provide effective challenge to all aspects of the governance, risk management and internal control environment.
9. An internal audit function should be independent from management who instituted the controls and should be an objective provider of assurance that considers:

9.1 the risks that may prevent or slow down the realisation of strategic goals;

9.2 whether controls are in place and functioning effectively to mitigate these; and

9.3 the opportunities that will promote the realisation of strategic goals that are identified in good time, assessed timely, adequately and managed effectively by the company’s management team.

10. Internal audit should ensure that the internal audit reporting meets management and audit committee requirements.

11. The chief audit executive’s (CAE’s) internal audit planning should take the form of an assessment of risks and opportunities facing the company and should:

11.1 align with the company’s risk assessment process (considering the risk maturity of the company);

11.2 focus on providing an assessment of the company’s control environment;

11.3 consider the company’s risks and opportunities identified by management and other key stakeholders;

11.4 take cognisance of industry relevant emerging issues; and

11.5 discuss the adequacy of resources and skills available to the CAE to execute the plan with the audit committee.

**Principle 7.3:**
Internal audit should provide a written assessment of the effectiveness of the company’s system of internal control and risk management

12. Internal audit plays an important role in providing assurance to the board regarding the effectiveness of the system of internal controls and risk management of the company. The board should report on the effectiveness of the system of internal controls in the integrated report.

13. Internal controls should be established not only over financial matters, but also operational, compliance and sustainability issues in order to manage the risks facing the company.

14. A company should maintain an effective risk management and internal control framework that should include:

14.1 clear accountability and responsibility between the roles of the board, its board committees, management and internal audit as well as other assurance providers;
14.2 a clear understanding of the risk management framework and risk management processes among all role players;

14.3 the manner in which risk management and internal controls contribute to and improve business performance; and

14.4 clarification regarding the value added by the respective role players in business performance.

15. Management should specify the elements of a control framework according to which the company’s control environment can be measured. Such a control framework should contain a clear link between the company’s risk management and independent assurance processes.

16. Internal audit should provide a written assessment of the effectiveness of the system of internal controls and risk management to the board. The assessment regarding internal financial controls should be reported specifically to the audit committee.

17. The internal audit function should possess the appropriate competencies to allow it to focus its attention across the risk and internal control spectrum.

Principle 7.4: The audit committee should be responsible for overseeing internal audit

18. A risk based internal audit plan should be agreed with the audit committee for its approval.

19. The internal audit function should provide independent and objective assurance to the audit committee that the risk management and internal control considerations of the company are adequately contemplated and responded to by relevant personnel and that the level of management oversight and risk management is appropriate, relevant and reliable.

20. Internal audit should play a pivotal role in the combined assurance model by providing independent assurance on risk management and systems of internal control. Contributors to combined assurance include predominantly: internal audit, risk management, quality assurers, environmental and occupational health and safety auditors, external audit, other external assurance providers and management. The combined assurance framework is described in Chapter 3, Principle 3.5.

21. The internal audit function, generally through the audit committee, should assure the board that the combined assurance model embedded within the company is coordinated so as to best optimise costs, avoid duplication, and prevent assurance overload and assessment fatigue.

22. The audit committee should evaluate the performance of the internal audit function every year to ensure that internal audit is fulfilling its responsibility to assist and advise the audit committee and the board. To ensure that internal audit maintains appropriate independence its pay, bonus and other benefits should be determined separately to that undertaken for the business.
23. The audit committee should ensure that the internal audit function is subjected to an independent quality review, either in line with IIA standards or as and when the audit committee determines it appropriate, as a measure to ensure the function remains effective.

24. Internal audit should establish and maintain a strong working relationship with the audit committee. The CAE should report functionally to the audit committee chairman.

25. The audit committee should be ultimately responsible for the appointment, performance assessment and dismissal of a CAE or outsourced internal audit service provider.

26. The audit committee should ensure that the internal audit function is sufficiently resourced and has the appropriate budget to meet the company’s expectations.

27. The CAE should develop a sound working relationship with the audit committee by:

   27.1 providing an objective set of eyes and ears across the company;

   27.2 providing assurance and awareness on risks and controls specific to the company and its industry and geographic sector;

   27.3 positioning internal audit as a trusted strategic adviser to the audit committee;

   27.4 confirming to the audit committee, at least once a year, the independence of the internal audit function; and

   27.5 communicating regularly with the audit committee chairman.

28. Internal audit should report at all audit committee meetings and consider meeting with the audit committee chairman before and immediately after each audit committee meeting.

29. The CAE should attend all audit committee meetings and provide the meeting with a written assessment of the effectiveness of the governance, risk and control environment. The CAE should report on how management has or will repair or mitigate any deficiencies. The CAE should assure the audit committee that sufficient work has been done, using a risk based approach, to support the assessment.

30. The CAE’s assessment of the effectiveness of the governance, risk and control environment should not necessarily relate to a particular financial year but should be based on audits completed by the internal audit function since the previous reporting period. Therefore, the rolling of assessments is recommended. However, there should also be recognition of the requirements of integrated reporting. The audit committee should provide comment on the state of the internal financial control environment in the company’s integrated report.

31. The CAE’s assessment should consider the scope, nature and extent of audit work performed, and evaluate what the evidence from the audit means concerning the
adequacy and effectiveness of the governance, risk and control environment (refer to Chapter 4). Such an assessment should express:

31.1 the evaluation criteria and approach used;
31.2 the scope and period over which the assessment applies;
31.3 who has responsibility for the establishment and maintenance of internal controls; and
31.4 the measure of degree of assurance provided.

32. The quality of the internal audit team should bear directly on its ability to service complex areas of the business and provide greater value to the company and audit committee.

**Internal audit’s status in the company**

<table>
<thead>
<tr>
<th>Principle 7.5: Internal audit should be strategically positioned to achieve its objectives</th>
</tr>
</thead>
</table>

33. Companies should have an effective internal audit function that is independent and objective. Internal audit should report functionally to the audit committee to assure this and should have the respect and cooperation of both the board and management.

34. The CAE should have a standing invitation to attend as an invitee any of the executive committee or other committee meetings. The position as ‘invitee’ is to protect the independence of internal audit. The CAE should be apprised formally of the company’s strategy and performance through meetings with the chairman, the CEO, or both.

35. With the focus on corporate governance, scrutiny of risk management and direct audit committee oversight of internal audit, the degree of interaction between the audit and risk committees with internal audit should ensure that an optimum level of control oversight is maintained.

36. The internal audit function should be skilled and resourced to the extent that their tools and audit techniques keep pace with the complexity and volume of risk and assurance needs.

37. Internal auditors should have the appropriate technical and business skills to ensure that they are connected to the realities of the business and organisational dynamics of the company and are able to effectively challenge issues relating to all facets of a company.

38. The CAE should develop and maintain a quality assurance and improvement programme that covers all aspects of the internal audit function.
Chapter 8
Governing Stakeholder Relationships

Principle 8.1:
The board should appreciate that stakeholders’ perceptions affect a company’s reputation

1. Stakeholders’ overall assessments (and therefore aggregate perceptions) of companies, result in the formation of corporate reputations. Reputation is based on how well a company performs compared with the legitimate interests and expectations of stakeholders. There is growing awareness of how important the contribution of reputation is to the economic value of the company.

2. The gap between stakeholder perceptions and the performance of the company should be managed and measured to enhance or protect corporate reputation and to avoid damage or destruction by company actions. What the company does, and not only what it communicates, ultimately shapes the perceptions of stakeholders. However, communication assists in bridging actual and perceived gaps that may occur and it facilitates a balanced assessment of the company.

3. In light of the impact that stakeholder perceptions may have on reputation, companies should realise that stakeholder interests and expectations, even if not considered warranted or legitimate, should be dealt with and cannot be ignored.

4. The board should be the ultimate custodian of the corporate reputation and stakeholder relationships. The company’s reputation and its linkage with stakeholder relationships should therefore be a regular board agenda item. The board should take account of and respond to the legitimate interests and expectations of stakeholders linked to the company in its decision-making.

5. An interest or expectation of a stakeholder is, considered to be legitimate if a reasonable and informed outsider would conclude it to be valid and justifiable on a legal, moral or ethical basis in the circumstances.

6. A stakeholder-inclusive corporate governance approach recognises that a company has many stakeholders that can affect the company in the achievement of its strategy and long-term sustained growth. Stakeholders can be considered to be any group that can affect the company’s operations, or be affected by the company’s operations. Stakeholders include shareholders, institutional investors, creditors, lenders, suppliers, customers, regulators, employees, unions, the media, analysts, consumers, society in general, communities, auditors and potential investors. This list is not exhaustive.

7. The board should from time to time identify important stakeholder groupings, as well as their legitimate interests and expectations, relevant to the company’s strategic objectives and long-term sustainability.

8. Stakeholders that could materially affect the operations of the company should be identified, assessed and be dealt with as part of the risk management process (refer to Chapter 4). These stakeholders should include not only stakeholders who could negatively impact on a company, but also stakeholders who could add value to the company by enhancing the wellbeing and sustainability of the company or positively impact on the reputation of the company. For instance, a local community may not affect the operations of the company itself, but the way in which the company impacts the community could affect its reputation.
9. Companies should take account of the fact that stakeholders’ interests in the company are dynamic and subject to change. It is therefore necessary to review the process for identification and responding to the legitimate interests and expectations at least once a year.

**Principle 8.2:**
The board should delegate to management to proactively deal with stakeholder relationships

10. Management should develop for adoption by the board, a strategy and suitable policies for the management of its relations with all stakeholder groupings.

11. The board should consider from time to time whether it is appropriate to publish its stakeholder policies. If the board decides that it is in its best interests not to publish its stakeholder policies, it should consider whether, apart from any legal requirements, it would be willing to disclose all or any of these to any stakeholders on request.

12. The board should consider whether it is appropriate to publish a list of its stakeholder groupings (not the names of individual members of any stakeholder grouping) which it intends to deal with on a proactive basis, and the method of engagement.

13. The board should oversee the establishment of mechanisms and processes that support stakeholders in constructive engagement with the company and the board. These mechanisms and processes should be incorporated in the stakeholder policies.

14. Constructive engagement is aimed at ultimately promoting enhanced levels of corporate governance. It enables the company and the stakeholders to share their perspectives on the interests of the company. Constructive engagement should not amount to second-guessing the board or management of the company or permitting interference or undue influence in the running of the company.

15. Constructive engagement with stakeholders could provide companies with valuable information about stakeholders’ views, external events, market conditions, technological advances, and trends or issues. This can assist companies anticipate, understand, and respond to external changes more efficiently, thereby enabling the company to deal with challenges more effectively.

16. The board should guard against using legal or other processes to frustrate or block constructive engagement by stakeholders, for instance, by continually compelling stakeholders to resort to courts. This should not prevent the board from resorting to litigation or other dispute resolution mechanisms where appropriate to protect the company’s legal interests.

17. A structured process of engagement between a company and its stakeholders, cognisant of uniform disclosure of information and insider trading restraints imposed by law, has many potential benefits. Structured engagement could be particularly useful when, for instance, preparing for an annual general meeting. It could reduce the risk of confrontation, could prevent the board having to spend unnecessary time in constant interventions with stakeholders, and could mitigate against mischievous action by competitors.

18.
The board should encourage shareholders to attend AGMs and other company meetings, at which all the directors should be present. The chairmen of each of the board committees should be present at the AGM.

19. The board should consider not only formal processes such as the AGM for interaction with its stakeholders. It should also consider informal processes such as direct contact, websites, advertising, or press releases. The formation of stakeholder associations should be encouraged where appropriate.

20. Stakeholders should consider their responsibilities as stakeholders in the company. Stakeholders should, for instance, be circumspect about making public statements that can damage the interests of the company. Stakeholders should clearly and in a constructive manner communicate to the board about the steps they would contemplate if dialogue is considered to have failed. Litigation should be a last resort.

21. If the board is willing to engage directly with any stakeholder groupings, the representatives of the company and stakeholders must be careful how they deal with information that could be share price sensitive. It is incumbent upon both the company and the stakeholders to familiarise themselves with insider trading laws. Even taking this into account, stakeholders should encourage the company to share information with all stakeholders as soon as possible. Use of SENS, the JSE news service, can ensure that instances of unequal disclosure are minimised. A stakeholder liaison forum, electronic or otherwise, that all stakeholders can access with relative ease can prevent or reduce the problem of only certain stakeholders being in possession of inside information.

22. The board should disclose in its integrated report the nature of its dealings with its stakeholders and the outcomes of these dealings.

**Principle 8.3:**

*The board should strive to achieve the appropriate balance between its various stakeholder groupings, in the best interests of the company*

23. The law directs the board to act in the best interests of the company and the board should, within these confines, strive to achieve an appropriate balance between the interests of various stakeholders. In doing so, the board should take account, as far as possible, of the legitimate interests and expectations of its stakeholders in its decision-making.

24. Board decisions on how to balance interests of stakeholders should be guided by the aim of ultimately advancing the best interests of the company. This applies equally to the achievement of the ‘triple context’ and the notion of good corporate citizenship as described in Chapter 1. This does not mean that a company should and could always treat all stakeholders fairly. Some may be more significant to the company in particular circumstances and it is not always possible to promote the interests of all stakeholders in all corporate decisions. It is important, however, that stakeholders have confidence that the board will consider their legitimate interests and expectations in an appropriate manner and guided by what is in the best interests of the company.

25. Although the company has the primary governance duty of managing the relationships with its stakeholders, the stakeholders should also, where possible, accommodate the process. The board cannot achieve successful interaction with the company’s stakeholders unilaterally. Constructive engagement requires the cooperation of the stakeholders.
26. Engagement is more likely to succeed in achieving a satisfactory result when stakeholders actively support constructive engagement and the principles of good governance (including that of good corporate citizenship), appreciate the legal duties of the board, consider the best interests of the company, take a longer term view and are not solely focused on advancing their own interests.

<table>
<thead>
<tr>
<th>Principle 8.4: Companies should ensure the equitable treatment of shareholders</th>
</tr>
</thead>
<tbody>
<tr>
<td>This section applies only to companies and state-owned companies</td>
</tr>
</tbody>
</table>

27. There must be equitable treatment of all holders of the same class of shares issued by the company as regards those shares, including minorities, and between holders of different classes of shares in the company, except where it is necessary to protect the interests of the shareholders of those classes that have a priority in ranking.

28. Minority shareholders should be protected from abusive actions by or in the interests of the controlling shareholder.

<table>
<thead>
<tr>
<th>Principle 8.5: Transparent and effective communication with stakeholders is essential for building and maintaining their trust and confidence</th>
</tr>
</thead>
</table>

29. The stakeholder-inclusive approach aims, among other things, to stimulate appropriate dialogue between the company and its stakeholders. Such dialogue can enhance or restore stakeholder confidence, remove tensions, relieve pressure on company reputation, and offer opportunities to align expectations, ideas and opinions on issues.

30. Relationships with stakeholders can only be built and maintained if the company provides complete, timely, relevant, accurate, honest and accessible information.

31. The degree of corporate transparency and communication should, however, be considered with reference to the company's stakeholder policies, any relevant legal requirements and the maintenance of the company's competitive advantage. The decision on the level of disclosure of information and its timing is a strategic one.

32. The company should implement processes to promote appropriate disclosure. However, the board should take account of its duty to protect the long term sustainability of the company when it considers communications about potentially adverse situations facing the company that may reasonably be corrected in the short term.

33. All communication to stakeholders should use clear and simple language and should set out all relevant facts, both positive and negative. It should be structured to enable its target market to understand the implications of the communication. Companies should use communication channels that are accessible to its stakeholders.

34. The board should, as part of the company's stakeholder policies, adopt communication guidelines that support a responsible communication programme. These guidelines should define the respective responsibilities of the board and management in regard to stakeholder communication.
35. The board should be concerned that the stakeholder communication programme provide that: all who have a right to know are properly informed; that effective feedback systems exist; that the board is alerted in a timely fashion to matters that should be communicated to stakeholders; and that processes exist to deal rapidly and sensitively with any crisis.

36. A company should consider disclosing in its integrated report the number and reasons for refusals of requests for information that were lodged with the company in terms of the Promotion of Access to Information Act, 2000. Disclosure must be considered having regard to whether divulging the information that the disclosure will necessitate will detrimentally affect the company or breach confidentiality or any agreement to which it is a party.

Dispute resolution

**Principle 8.6:**
The board should ensure disputes are resolved as effectively, efficiently and expeditiously as possible

37. Disputes (or conflict) involving companies are an inevitable part of doing business and provide an opportunity not only to resolve the dispute at hand but also to address and solve business problems and to avoid their recurrence.

38. It is incumbent upon directors and executives, in carrying out their duty of care to a company, to ensure that disputes are resolved effectively, expeditiously and efficiently. This means that the needs, interests and rights of the disputants must be taken into account. Further, dispute resolution should be cost effective and not be a drain on the finances and resources of the company.

39. Alternative dispute resolution (ADR) has been a most effective and efficient methodology to address the costly and time consuming features associated with more formal litigation. Statistics related to success range from a low of 50%, for those situations in which the courts have handed down a case for ADR, to an average of 85% - 90% where both parties are willing participants.

40. ADR has become the intervention of choice in many instances and so it is appropriate for specialists to improve the overall rate of intake and success. Clearly the best outcome would be to increase the overall satisfaction with the process and outcome of successful resolution.

41. Disputes may arise either within a company (internal disputes) or between the company and outside entities or individuals (external disputes). The board should adopt formal dispute resolution processes for internal and external disputes.

42. Internal disputes may be addressed by recourse to the provisions of the Act and by ensuring that internal dispute resolution systems are in place and function effectively.

43. External disputes may be referred to arbitration or a court. However these are not always the appropriate or most effective means of resolving such disputes. Mediation is often more appropriate where interests of the disputing parties need to be addressed and where commercial relationships need to be preserved and even enhanced.
44. A distinction should be drawn between processes of dispute resolution (litigation, arbitration, mediation and others) and the institutions that provide dispute resolution services.

45. In respect of all dispute resolution institutions and regardless of the dispute resolution process or processes adopted by each, an indispensable requirement is its independence and impartiality in relation to the parties in dispute.

46. The courts, independent mediation and arbitration services (not attached to any disputing parties) and formal dispute resolution institutions created by statute are empowered to resolve disputes by mediation or conciliation and by adjudication. Their effective use should be ensured by companies.

47. Successful resolution of disputes entails selecting a dispute resolution method that best serves the interests of the company. This would, in turn, entail giving consideration to such issues as the preservation of business relationships and costs, both in money and time, especially executive time.

48. Mediation is often suggested as an ADR method with the assumption that the parties are willing to engage fully in the process. A process of screening is undertaken by many mediators, which excludes those who fall short of the criteria of will and capacity.

49. It is also important to recognise that the use of mediation allows the parties to create options for resolution that are generally not available to the parties in a court process or in arbitration. Further, the Act makes provision for alternative dispute resolution processes to be conducted in private.

50. Mediation is not defined in the Act. The concept has an accepted meaning in practice in South Africa. Mediation may be defined as a process where parties in dispute involve the services of an acceptable, impartial and neutral third party to assist them in negotiating a resolution to their dispute, by way of a settlement agreement. The mediator has no independent authority and does not render a decision. All decision-making powers in regard to the dispute remain with the parties. Mediation is a voluntary process both in its initiation, its continuation and its conclusion.

51. Similarly conciliation is not defined in the Act. Conciliation is, like mediation, a structured negotiation process involving the services of an impartial third party. The conciliator will, in addition to playing the role of a mediator, make a formal recommendation to the parties as to how the dispute can be resolved.

52. Once again, adjudication is not defined in the Act but the process will not differ significantly from arbitration.

53. In selecting a dispute resolution process, there is no universal set of rules that would dictate which is the most appropriate method. Each case should be carefully considered on its merits and, at least, the following factors should be taken into account:

53.1 Time available for the resolution of the dispute. Formal proceedings, and in particular court proceedings, often entail procedures lasting many years. By contrast, alternative dispute resolution (ADR) methods, and particularly mediation, can be concluded within a limited period of time, sometimes within a day.
53.2 **Principle and precedent.** Where the issue in dispute involves a matter of principle and where the company desires a resolution that will be binding in relation to similar disputes in the future, ADR may not be suitable. In such cases court proceedings may be more appropriate.

53.3 **Business relationships.** Litigation and processes involving an outcome imposed on both parties can destroy business relationships. By contrast mediation, where the process is designed to produce a solution most satisfactory to both parties (a win-win resolution), relationships may be preserved. Where relationships and particularly continuing business relationships are concerned, therefore, mediation or conciliation may be preferable.

53.4 **Expert recommendation.** Where the parties wish to negotiate a settlement to their dispute but lack the technical or other expertise necessary to devise a solution, a recommendation from an expert who has assisted the parties in their negotiations may be appropriate. This process would be termed conciliation.

53.5 **Confidentiality.** Private dispute resolution proceedings may be conducted in confidence. Further, the Act makes provision for alternative dispute resolution processes to be conducted in private.

53.6 **Rights and interests.** It is important in selecting a dispute resolution process to understand a fundamental difference they have to adjudicative methods of dispute resolution (court proceedings, arbitration and adjudication). The adjudicative process involves the decision-maker imposing a resolution of the dispute on the parties after having considered the past conduct of the parties in relation to the legal principles and rights applicable to the dispute. This inevitably results in a narrow range of possible outcomes based on fundamental considerations of right and wrong. By contrast, mediation and conciliation allow the parties, in fashioning a settlement of their dispute, to consider their respective needs and interests, both current and future. Accordingly, where creative and forward-looking solutions are required in relation to a particular dispute and particularly where the dispute involves a continuing relationship between the parties, mediation and conciliation are to be preferred. For example, a contract can be amended or materially rewritten.

54. Mediation and conciliation require the participation and presence of persons empowered and mandated to resolve the dispute.

55. The board should select the appropriate individual(s) to represent the company in alternative dispute resolution (ADR) processes.

56. The Courts will enforce an ADR clause to resolve a dispute providing all are subject to an agreed set of rules and practices such as the place and language of the process.

57. Contracting parties who are attuned to the fact that a dispute will be administered and resolved by a third party are naturally inclined to resolve it themselves. If, for example, the ADR processes are made subject to the rules of the Arbitration Foundation of Southern Africa (AFSA), it will be administered by AFSA. If the ADR processes are arbitrary, a recalcitrant party in bad faith may be able to frustrate the process.
Chapter 9
Integrated reporting and disclosure

Transparency and accountability

<table>
<thead>
<tr>
<th>Principle 9.1: The board should ensure the integrity of the company’s integrated report</th>
</tr>
</thead>
</table>

1. Integrated reporting means a holistic and integrated representation of the company's performance in terms of both its finances and its sustainability. This can take the form of a single report or dual reports. The emphasis is on substance over form and integration should not be reduced merely to the manifestation in physical terms of one or more documents. While a truly integrated report should be presented in one document, it can be presented in more than one document. If the integrated report encompasses more than one document, the documents should be made available at the same time and disclosed as an integrated report.

2. A company should have controls to enable it to verify and safeguard the integrity of its integrated report. In this regard the board should ensure that the company has implemented a structure of review and authorisation designed to ensure the truthful and factual presentation of the company's financial position. The structure should include:

   2.1 review and consideration of the financial statements by the audit committee; and

   2.2 a process to ensure the independence and competence of the company’s external auditor(s). Please refer to Chapter 3 Principle 3.4 for more detail on the audit committee’s role in integrated reporting.

3. The audit committee’s role in sustainability reporting should be to assist the board in approving the disclosure of sustainability issues in the integrated report by ensuring that the information is reliable and that no conflicts or differences arise when compared to the financial results. Concerning its reliability, the audit committee should recommend independent assurance over the sustainability reporting to the board.

4. A structure as described above does not diminish the ultimate responsibility of the board to ensure the integrity of the company’s integrated report.

5. The integrated report should be prepared every year and should convey adequate information about the operations of the company, the sustainability issues pertinent to its business, the financial results, and the results of its operations and cash flows.

6. Reporting effectively about the goals and strategies of the company, as well as its performance with regard to economic, social and environmental issues, also serves to align the company with the legitimate interests and expectations of its stakeholders, and at the same time, obtain stakeholder buy in and support for the objectives that the company is pursuing. This support can prove to be invaluable during difficult times, for instance when the company needs certain approvals or authority, or when it needs and relies on the confidence and loyalty of customers.

7.
Integrated reporting should be focused on substance over form and should disclose information that is complete, timely, relevant, accurate, honest and accessible and comparable with past performance of the company. It should also contain forward-looking information.

**Principle 9.2:**
**Sustainability reporting and disclosure should be integrated with the company’s financial reporting**

**Financial disclosure**

8. The annual financial statements should be included in the integrated report.

9. The board should include commentary on the company’s financial results. This commentary should include information to enable a stakeholder to make an informed assessment of the company’s economic value, by allowing stakeholders insight into the prospects for future value creation and the board’s assessment of the key risks which may limit those prospects.

10. The board must disclose whether the company is a going concern and whether it will continue to be a going concern in the financial year ahead. If there is concern about the company’s going concern status, the board should give the reasons and the steps it is taking to remedy the situation.

**Sustainability disclosure**

11. The integrated report should describe how the company has made its money; hence the need to contextualise financial results by reporting on the positive and negative impact the company’s operations had on its stakeholders. It is important for sustainability reporting and disclosure to highlight the company’s plans to improve the positives and eradicate or mitigate the negatives in the financial year ahead. This will enable stakeholders to make an informed assessment of the economic value and sustainability of the company.

12. Reporting should be integrated across all areas of performance, reflecting the choices made in the strategic decisions adopted by the board, and should include reporting in the triple context of economic, social and environmental issues.

13. Companies should recognise that the principle of transparency in reporting sustainability (commonly but incorrectly referred to as ‘non-financial’) information is a critical element of effective reporting. The key consideration is whether the information provided has allowed stakeholders to understand the key issues affecting the company as well as the effect the company’s operation has had on the economic, social and environmental wellbeing of the community, both positive and negative.

14. Sustainability reporting is becoming increasingly formalised and sophisticated, which is evident in the Global Reporting Initiative G3 guidelines. These guidelines provide a number of important innovations since the 2002 guidelines referred to in King II. These include a much greater emphasis on the principle of materiality, which links sustainability issues more closely to strategy, as well as the principle of considering a company’s broader sustainability context. The formalisation of sustainability reporting is also evident in the current development of an ISO standard (26000) on social responsibility.
As with financial reporting, there is a need for credible sustainability reporting to both internal as well as external stakeholders. Sustainability reporting parameters are not standardised as is the case with financial reporting, and the performance indicators reported on should be explained in terms of their implications and also having regard to available benchmarks. Excellent guidance is to be found in the third generation Global Reporting Initiative (GRI) guidelines of 2007 (G3 guidelines) and many listed companies also use the JSE Socially Responsible Investment (SRI) Index criteria as a guiding framework.

16. The GRI guidelines have become the accepted international standard for sustainability reporting. Although having a global standard in place assists in providing common parameters and facilitating benchmarking and comparability across companies, these should be incorporated into the company’s systems based on its specific practical and strategic needs, relevant areas of operation and stakeholder concerns. Therefore, sustainability reporting cannot be a matter of collating information and reporting at year end, but should be integrated with other aspects of the business process and managed throughout the year.

**Principle 9.3:**
Sustainability reporting and disclosure should be independently assured

17. Assurance over the financial disclosure in the integrated report should be obtained. A formal process of assurance with regard to sustainability reporting should be established. Refer to Chapter 3, Principle 3.4.

18. Providing assurance is different from verification. The process of verification confirms the existence of stated facts – it confirms data. Assurance is a broader term that refers to the integrity of certain processes and systems. The verification of certain information may therefore be necessary to provide assurance. The assurance regarding sustainability performance and reporting is more complex as the information is not always subject to clear standards as is the case with financial reporting. Globally, two complementary standards have emerged in sustainability assurance: AccountAbility’s AA 1000 Assurance Standard (AA1000AS) and the International Accounting and Auditing Standard Board’s International Standard on Assurance Engagements (ISAE 3000). All auditing professionals in South Africa must comply with ISAE 3000. While AA1000AS usually aligns the assurance process to the material concerns of stakeholders in terms of the report as a whole, ISAE 3000 concentrates on the accuracy and completeness of information through a process of verification of data, systems performance assessment and evaluating compliance within the company’s defined scope. It is therefore recommended that:

18.1 ‘sustainability’ assurance is an ongoing, integral part of the integrated reporting cycle; and

18.2 ISAE3000 and AA1000AS methodologies are used in combination to ensure the needs of the stakeholders and those of the company are met in a single process.

19. The subject matter of an assurance engagement can take various forms. For example, performance information, internal controls, claims regarding specific management practices, extent to which the report accords with certain international standards such as the GRI, and behaviour in terms of compliance. Directing the scope and rigour of the assurance engagement, is the level of assurance agreed upfront with the company. This results in an expression of either a reasonable-to-high or limited-to-moderate assurance conclusion.

20.
In obtaining assurance, the company should be clear on the scope of the assurance to be provided and this should also be disclosed.

21. To the extent that reports are subject to assurance, the name of the assurer should be clearly disclosed, together with the period under review, the scope of the assurance exercise, and the methodology adopted.

22. General oversight and reporting disclosure should be delegated by the board to the audit committee.

23. The audit committee should assist the board in reviewing the integrated report to ensure that the information is reliable and that it does not contradict the financial aspects of the report. The audit committee should also oversee the provision of assurance over sustainability issues in the same way that it would do with financial matters. For example, it would consider whether appropriate policies and processes are in place, whether they are adhered to, and whether the information about performance is reliable. This role of the audit committee is still necessary with regard to sustainability performance and reporting, even if there is a separate sustainability committee, or if sustainability matters are addressed by another board committee.

24. The board should be responsible for the accuracy and completeness of the sustainability reporting and disclosure but may rely on the opinion of a credible, independent assurance provider.
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**The Principles at a Glance**

**Principle 1.1:** The board should provide effective leadership based on an ethical foundation

**Principle 1.2:** The board should ensure that the company is and is seen to be a responsible corporate citizen

**Principle 1.3:** The board should ensure that the company’s ethics are managed effectively

**Principle 2.1:** The board should act as the focal point for and custodian of corporate governance

**Principle 2.2:** The board should appreciate that strategy, risk, performance and sustainability are inseparable.

**Principle 2.3:** The board should provide effective leadership based on an ethical foundation

**Principle 2.4:** The board should ensure that the company is and is seen to be a responsible corporate citizen

**Principle 2.5:** The board should ensure that the company’s ethics are managed effectively
Principle 2.6: The board should ensure that the company has an effective and independent audit committee.

Principle 2.7: The board should be responsible for the governance of risk.

Principle 2.8: The board should be responsible for information technology (IT) governance.

Principle 2.9: The board should ensure that the company complies with applicable laws and considers adherence to non-binding rules, codes and standards.

Principle 2.10: The board should ensure that there is an effective risk-based internal audit.

Principle 2.11: The board should appreciate that stakeholders’ perceptions affect the company’s reputation.

Principle 2.12: The board should ensure the integrity of the company’s integrated report.

Principle 2.13: The board should report on the effectiveness of the company’s system of internal controls.

Principle 2.14: The board and its directors should act in the best interests of the company.

Principle 2.15: The board should consider business rescue proceedings or other turnaround mechanisms as soon as the company is financially distressed as defined in the Act.

Principle 2.16: The board should elect a chairman of the board who is an independent non-executive director. The CEO of the company should not also fulfill the role of chairman of the board.

Principle 2.17: The board should appoint the chief executive officer and establish a framework for the delegation of authority.

Principle 2.18: The board should comprise a balance of power, with a majority of non-executive directors. The majority of non-executive directors should be independent.

Principle 2.19: Directors should be appointed through a formal process.

Principle 2.20: The induction of and ongoing training and development of directors should be conducted through formal processes.

Principle 2.21: The board should be assisted by a competent, suitably qualified and experienced company secretary.
Principle 2.22: The evaluation of the board, its committees and the individual directors should be performed every year

Principle 2.23: The board should delegate certain functions to well-structured committees but without abdicating its own responsibilities

Principle 2.24: A governance framework should be agreed between the group and its subsidiary boards

Principle 2.25: Companies should remunerate directors and executives fairly and responsibly

Principle 2.26: Companies should disclose the remuneration of each individual director and certain senior executives

Principle 2.27: Shareholders should approve the company’s remuneration policy

Principle 3.1: The board should ensure that the company has an effective and independent audit committee

Principle 3.2: Audit committee members should be suitably skilled and experienced independent non-executive directors

Principle 3.3: The audit committee should be chaired by an independent non-executive director

Principle 3.4: The audit committee should oversee integrated reporting

Principle 3.5: The audit committee should ensure that a combined assurance model is applied to provide a co-ordinated approach to all assurance activities

Principle 3.6: The audit committee should be responsible for overseeing of internal audit company’s finance function

Principle 3.8: The audit committee should be an integral component of the risk management process

Principle 3.9: The audit committee is responsible for recommending the appointment of the external auditor and overseeing the external audit process

Principle 3.10: The audit committee should report to the board and shareholders on how it has discharged its duties

Principle 4.1: The board should be responsible for the governance of risk

Principle 4.2: The board should determine the levels of risk tolerance
**Principle 4.3:**
The risk committee or audit committee should assist the board in carrying out its risk responsibilities

**Principle 4.4:**
The board should delegate to management the responsibility to design, implement and monitor the risk management plan

**Principle 4.5:**
The board should ensure that risk assessments are performed on a continual basis

**Principle 4.6:**
The board should ensure that frameworks and methodologies are implemented to increase the probability of anticipating unpredictable risks

**Principle 4.7:**
The board should ensure that management considers and implements appropriate risk responses

**Principle 4.8:**
The board should ensure continual risk monitoring by management

**Principle 4.9:**
The board should receive assurance regarding the effectiveness of the risk management process

**Principle 4.10:**
The board should ensure that there are processes in place enabling complete, timely, relevant, accurate and accessible risk disclosure to stakeholders

**Principle 5.1:**
The board should be responsible for information technology (IT) governance

**Principle 5.2:**
IT should be aligned with the performance and sustainability objectives of the company

**Principle 5.3:**
The board should delegate to management the responsibility for the implementation of an IT governance framework

**Principle 5.4:**
The board should monitor and evaluate significant IT investments and expenditure

**Principle 5.5:**
IT should form an integral part of the company’s risk management

**Principle 5.6:**
The board should ensure that information assets are managed effectively

**Principle 5.7:**
A risk committee and audit committee should assist the board in carrying out its IT responsibilities

**Principle 6.1:**
The board should ensure that the company complies with applicable laws and considers adherence to non-binding rules, codes and standards

**Principle 6.2:**
The board and each individual director should have a working understanding of the effect of the applicable laws, rules, codes and standards on the company and its business.

**Principle 6.3:**
Compliance risk should form an integral part of the company’s risk management process.

**Principle 6.4:**
The board should delegate to management the implementation of an effective compliance framework and processes.

**Principle 7.1:**
The board should ensure that there is an effective risk based internal audit.

**Principle 7.2:**
Internal audit should follow a risk based approach to its plan.

**Principle 7.3:**
Internal audit should provide a written assessment of the effectiveness of the company’s system of internal control and risk management.

**Principle 7.4:**
The audit committee should be responsible for overseeing internal audit.

**Principle 7.5:**
Internal audit should be strategically positioned to achieve its objectives.

**Principle 8.1:**
The board should appreciate that stakeholders’ perceptions affect a company’s reputation.

**Principle 8.2:**
The board should delegate to management to proactively deal with stakeholder relationships.

**Principle 8.3:**
The board should strive to achieve the appropriate balance between its various stakeholder groupings, in the best interests of the company.

**Principle 8.4:**
Companies should ensure the equitable treatment of shareholders.

**Principle 8.5:**
Transparent and effective communication with stakeholders is essential for building and maintaining their trust and confidence.

**Principle 8.6:**
The board should ensure that disputes are resolved as effectively, efficiently and expeditiously as possible.

**Principle 9.1:**
The board should ensure the integrity of the company’s integrated report.

**Principle 9.2:**
Sustainability reporting and disclosure should be integrated with the company’s financial reporting.

**Principle 9.3:**
Sustainability reporting and disclosure should be independently assured

**Principle 3.6:** The audit committee should satisfy itself of the expertise, resources and experience of the company's finance function

**Principle 3.7:** The audit committee should be responsible for overseeing of internal audit

**Principle 3.8:** The audit committee should be an integral component of the risk management process

**Principle 3.9:** The audit committee is responsible for recommending the appointment of the external auditor and overseeing the external audit process

**Principle 3.10:** The audit committee should report to the board and shareholders on how it has discharged its duties

**Principle 4.1:** The board should be responsible for the governance of risk

**Principle 4.2:** The board should determine the levels of risk tolerance

**Principle 4.3:** The risk committee or audit committee should assist the board in carrying out its risk responsibilities

**Principle 4.4:** The board should delegate to management the responsibility to design, implement and monitor the risk management plan

**Principle 4.5:** The board should ensure that risk assessments are performed on a continual basis

**Principle 4.6:** The board should ensure that frameworks and methodologies are implemented to increase the probability of anticipating unpredictable risks

**Principle 4.7:** The board should ensure that management considers and implements appropriate risk responses

**Principle 4.8:** The board should ensure continual risk monitoring by management

**Principle 4.9:** The board should receive assurance regarding the effectiveness of the risk management process

**Principle 4.10:** The board should ensure that there are processes in place enabling complete, timely, relevant, accurate and accessible risk disclosure to stakeholders

**Principle 5.1:** The board should be responsible for information technology (IT) governance
Principle 5.2: IT should be aligned with the performance and sustainability objectives of the company
Principle 5.3: The board should delegate to management the responsibility for the implementation of an IT governance framework
Principle 5.4: The board should monitor and evaluate significant IT investments and expenditure
Principle 5.5: IT should form an integral part of the company’s risk management
Principle 5.6: The board should ensure that information assets are managed effectively
Principle 5.7: A risk committee and audit committee should assist the board in carrying out its IT responsibilities
Principle 6.1: The board should ensure that the company complies with applicable laws and considers adherence to non-binding rules, codes and standards
Principle 6.2: The board and each individual director should have a working understanding of the effect of the applicable laws, rules, codes and standards on the company and its business
Principle 6.3: Compliance risk should form an integral part of the company’s risk management process
Principle 6.4: The board should delegate to management the implementation of an effective compliance framework and processes
Principle 7.1: The board should ensure that there is an effective risk based internal audit
Principle 7.2: Internal audit should follow a risk based approach to its plan
Principle 7.3: Internal audit should provide a written assessment of the effectiveness of the company’s system of internal control and risk management
Principle 7.4: The audit committee should be responsible for overseeing internal audit
Principle 7.5: Internal audit should be strategically positioned to achieve its objectives
Principle 8.1: The board should appreciate that stakeholders’ perceptions affect a company’s reputation
Principle 8.2:
The board should delegate to management to proactively deal with stakeholder relationships.

**Principle 8.3:** The board should strive to achieve the appropriate balance between its various stakeholder groupings, in the best interests of the company.

**Principle 8.4:** Companies should ensure the equitable treatment of shareholders.

**Principle 8.5:** Transparent and effective communication with stakeholders is essential for building and maintaining their trust and confidence.

**Principle 8.6:** The board should ensure that disputes are resolved as effectively, efficiently and expeditiously as possible.

**Principle 9.1:** The board should ensure the integrity of the company’s integrated report.

**Principle 9.2:** Sustainability reporting and disclosure should be integrated with the company’s financial reporting.

**Principle 9.3:** Sustainability reporting and disclosure should be independently assured.

---
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**Glossary of Terms**

<table>
<thead>
<tr>
<th>ADR</th>
<th>Alternative Dispute Resolution</th>
</tr>
</thead>
<tbody>
<tr>
<td>AFSA</td>
<td>Arbitration Foundation of Southern Africa</td>
</tr>
<tr>
<td>Conciliation</td>
<td>A structured negotiation process involving the services of an impartial third party. A conciliator (neutral) will, in addition to playing the role of a mediator, make a formal recommendation to the parties as to how the dispute can be resolved</td>
</tr>
<tr>
<td>Mediation</td>
<td>A process where parties in dispute involve the services of an acceptable, impartial and neutral third party to assist them in negotiating a resolution to their dispute, by way of a settlement agreement. Mediators do not make formal recommendations about resolution of the dispute. ‘Conciliation’ and ‘Mediation’ are often used interchangeably and indiscriminately</td>
</tr>
<tr>
<td>Negotiation</td>
<td>The process of working out an agreement by direct communication</td>
</tr>
<tr>
<td>Neutral</td>
<td>Independent third party who acts as mediator, conciliator or chairman in various ADR procedures</td>
</tr>
<tr>
<td>Accountable</td>
<td>Being responsible and able to justify and explain decisions and actions</td>
</tr>
<tr>
<td>AGM</td>
<td>Annual General Meeting</td>
</tr>
<tr>
<td>BEE</td>
<td>Black Economic Empowerment</td>
</tr>
<tr>
<td>CAE</td>
<td>Chief Audit Executive</td>
</tr>
<tr>
<td>CEO</td>
<td>Chief Executive Officer</td>
</tr>
<tr>
<td>CFO</td>
<td>Chief Financial Officer</td>
</tr>
<tr>
<td>CIO</td>
<td>Chief Information Officer</td>
</tr>
<tr>
<td><strong>Combined assurance</strong></td>
<td>Integrating and aligning assurance processes in a company to maximise risk and governance oversight and control efficiencies, and optimise overall assurance to the audit and risk committee</td>
</tr>
<tr>
<td>-----------------------</td>
<td>--------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td><strong>Corporate Citizenship</strong></td>
<td>Responsible corporate citizenship implies an ethical relationship of responsibility between the company and the society in which it operates. As responsible corporate citizens of the societies in which they do business, companies have, apart from rights, also legal and moral obligations in respect of their economic, social and natural environments. As a responsible corporate citizen, the company should protect, enhance and invest in the wellbeing of the economy, society and the natural environment</td>
</tr>
<tr>
<td><strong>Corporate Social Responsibility/Corporate Responsibility (CSR)</strong></td>
<td>Is an important and critical component of the broader notion of corporate citizenship. One is a good corporate citizen, inter alia, by being socially responsible. Corporate responsibility is the responsibility of the company for the impacts of its decisions and activities on society and the environment, through transparent and ethical behaviour that: contributes to sustainable development, including health and the welfare of society; takes into account the legitimate interests and expectations of stakeholders; is in compliance with applicable law and consistent with international norms of behaviour; and is integrated throughout the company and practiced in its relationships. Activities include products, services and processes Relationships refer to a company’s activities within its sphere of influence</td>
</tr>
<tr>
<td><strong>Corporate Social Investment/Responsible Investment (CSI)</strong></td>
<td>Is one manifestation of Corporate Responsibility. In the narrow sense it refers to donations and other kinds of financial assistance (made for an altruistic purpose), and in the broader sense, includes other kinds of contributions beyond just financial assistance. Whilst Responsible Investment is an important aspect of Corporate Responsibility, it should be an integral component of a broader economic, social and environmental (sustainability) strategy</td>
</tr>
<tr>
<td><strong>COO</strong></td>
<td>Chief Operating Officer</td>
</tr>
<tr>
<td><strong>COSO</strong></td>
<td>Committee of Sponsoring Organisations</td>
</tr>
<tr>
<td><strong>CRO</strong></td>
<td>Chief Risk Officer</td>
</tr>
<tr>
<td><strong>Designated auditor</strong></td>
<td>The auditor who is responsible for the audit and the auditor's report and is specified, in addition to the name of the audit firm appointed by the entity (Auditing Profession Act, No 26 of 2005)</td>
</tr>
<tr>
<td><strong>ERM</strong></td>
<td>Enterprise Risk Management is defined as comprehensive risk management that allows companies to identify, prioritise, and effectively manage their crucial risks. An ERM approach integrates risk solutions into all aspects of business practices and decision making processes</td>
</tr>
<tr>
<td><strong>ESG</strong></td>
<td>Environmental, social and governance issues.</td>
</tr>
<tr>
<td><strong>Ethics</strong></td>
<td>'Ethics’ and ‘morality’ (these terms can be used interchangeably) refer to that which is good or right in human interaction. Ethics involves three key, interlinked concepts – ‘self’, ‘good’, and ‘other’. Thus, one’s conduct is ethical if it gives due consideration not only to that which is good for oneself, but also good for others.</td>
</tr>
<tr>
<td><strong>Business ethics</strong></td>
<td>'Business ethics’ refers to the ethical values that determine the interaction between a company and its stakeholders</td>
</tr>
<tr>
<td><strong>Ethical values and ethical principles</strong></td>
<td>Ethical values translate into behavioural commitments (principles) or behavioural directives (standards, norms, and guidelines). For example, the ethical value of honesty generates the principle &quot;We should be honest&quot;. This means that we have an ethical duty not to deceive, but to tell the truth. In specific circumstances, the principle of honesty may clash with another ethical principle, such as the principle of respect – &quot;We should respect the dignity of others&quot;. A clash of</td>
</tr>
<tr>
<td>&quot;Values&quot;</td>
<td>ethical principles results in an ethical dilemma. We need to employ ethical reasoning and deliberation to resolve ethical dilemmas.</td>
</tr>
<tr>
<td>&quot;Fairness&quot;</td>
<td>Describing conduct as ‘good’ or ‘right’ means measuring it against standards, called ‘values’. Ethical values are convictions we hold about what is important in our character and interactions with others. Examples of ethical values are integrity, respect, honesty (truthfulness), responsibility, accountability, fairness, transparency, and loyalty.</td>
</tr>
<tr>
<td>&quot;GRI&quot;</td>
<td>Global Reporting Initiative - a network-based organisation</td>
</tr>
<tr>
<td>G3 guidelines</td>
<td>G3 guidelines of 2007</td>
</tr>
<tr>
<td>ICGN</td>
<td>International Corporate Governance Network</td>
</tr>
<tr>
<td>IIA</td>
<td>Institute of Internal Auditors</td>
</tr>
<tr>
<td>&quot;Independence&quot;</td>
<td>Independence is the absence of undue influence and bias which can be affected by the intensity of the relationship between the director and the company</td>
</tr>
<tr>
<td>&quot;Information&quot;</td>
<td>Raw data that has been verified to be accurate and timely, is specific and organised for a purpose, is presented within a context that gives it meaning and relevance and which leads to increase in understanding and decrease in uncertainty</td>
</tr>
<tr>
<td>&quot;IT governance&quot;</td>
<td>IT governance can be considered as a framework that supports effective and efficient management of IT resources to facilitate the achievement of a company’s strategic objectives.</td>
</tr>
<tr>
<td>Application Service Provider (ASP)</td>
<td>Is a business that provides computer-based services to customers over a network</td>
</tr>
<tr>
<td>Availability</td>
<td>The property of being accessible and usable upon demand by an authorised entity</td>
</tr>
<tr>
<td>Business continuity</td>
<td>Is the activity performed by a company to ensure that critical business functions will be available to customers, suppliers, regulators, and other entities that must have access to those functions. Preventing, mitigating and recovering from disruption. The terms ‘business resumption planning’, ‘disaster recovery planning’ and ‘contingency planning’ also may be used in this context; they all concentrate on the recovery aspects of continuity</td>
</tr>
<tr>
<td>Classified information systems</td>
<td>Refers to a system of people, data records and activities that process the data and information in a company, and it includes the company's manual and automated processes. In a narrow sense, the term information system (or computer-based information system) refers to the specific application software that is used to store data records in a computer system and automates some of the information-processing activities of the company</td>
</tr>
<tr>
<td>Cloud-computing</td>
<td>Is a style of computing in which dynamically scalable and often virtualized resources are provided as a service over the Internet</td>
</tr>
<tr>
<td>Confidentiality</td>
<td>The property that information is not made available or disclosed to unauthorised individuals, entities, or processes</td>
</tr>
<tr>
<td>Control framework</td>
<td>A control framework is a set of fundamental controls that must be in place to prevent financial or information loss in a company</td>
</tr>
<tr>
<td>Data functions</td>
<td>Data functions are all functions and activities that pertain to the creation, modification, application, management and extermination of data within a company. This includes, but are not limited to the following: Architectural design; Data integrity; Storage; Reporting; Master data management; Data quality; and Legal compliance.</td>
</tr>
<tr>
<td>Data privacy</td>
<td>Is the relationship between collection and dissemination of data, technology, the public expectation of privacy, and the legal and political issues surrounding them</td>
</tr>
<tr>
<td>Term</td>
<td>Definition</td>
</tr>
<tr>
<td>----------------------------------</td>
<td>------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Data quality</td>
<td>Refers to the degree of excellence exhibited by the data in relation to the portrayal of the actual phenomena</td>
</tr>
<tr>
<td>Information governance</td>
<td>Is an emerging discipline with an evolving definition. The discipline embodies a convergence of data quality, data management, business process management, and risk management surrounding the handling of data in a company. Also defined as data governance</td>
</tr>
<tr>
<td>Information management program</td>
<td>A comprehensive information management program will improve the information-handling and administrative processes, the security of private information</td>
</tr>
<tr>
<td>Information security</td>
<td>Information security is the protection of information from a wide range of threats in order to ensure business continuity, minimise business risk, and maximise return on investments and business opportunities</td>
</tr>
<tr>
<td>Information security management program</td>
<td>The part of the overall management system, based on a business risk approach, to establish, implement, operate, monitor, review, maintain and improve information security. The management system includes organisational structure, policies, planning activities, responsibilities, practices, procedures, processes and resources</td>
</tr>
<tr>
<td>Information security principles</td>
<td>Information security principles are the means of protecting information and information systems from unauthorised access, use, disclosure, disruption, modification or destruction</td>
</tr>
<tr>
<td>Integrity</td>
<td>The property of safeguarding the accuracy and completeness of assets</td>
</tr>
<tr>
<td>On-demand computing</td>
<td>Is a computing and communications infrastructure that facilitates flexible business service delivery</td>
</tr>
<tr>
<td>Peripherals</td>
<td>Is a device attached to a host computer behind the chipset whose primary functionality is dependent upon the host, and can therefore be considered as expanding the host's capabilities, while not forming part of the system's core architecture. These include printers, faxes etc</td>
</tr>
<tr>
<td>Platform as a Service (PaaS)</td>
<td>Is the delivery of a computing platform and solution stack as a service. It facilitates deployment of applications without the cost and complexity of buying and managing the underlying hardware and software layers providing all of the facilities required to support the complete life cycle of building and delivering web applications and services entirely available from the Internet, with no software downloads or installation for developers, IT managers or end-users. It's also known as cloudware</td>
</tr>
<tr>
<td>Project management</td>
<td>Is the discipline of planning, organising and managing resources to bring about the successful completion of specific project goals and objectives. It is often closely related to and sometimes conflated with program management</td>
</tr>
<tr>
<td>Security incident management program</td>
<td>Security incident management program is the monitoring and detection of security events on a computer or computer network, and the execution of proper responses to those events. It defines and implements a process that a company may adopt to promote its own welfare and the security of the public</td>
</tr>
<tr>
<td>Software as a Service (SaaS)</td>
<td>Is a model of software deployment whereby a provider licenses an application to customers for use as a service on demand</td>
</tr>
<tr>
<td>Software licensing</td>
<td>Is a contract between a producer and a purchaser of computer software that is included with software</td>
</tr>
<tr>
<td>ITGI</td>
<td>IT Governance Institute</td>
</tr>
<tr>
<td>Integrated reporting</td>
<td>Means a holistic and integrated representation of the company’s performance in terms of both its finance and its sustainability</td>
</tr>
<tr>
<td>IoD</td>
<td>Institute of Directors in southern Africa</td>
</tr>
<tr>
<td>IRMSA</td>
<td>Institute of Risk Management South Africa</td>
</tr>
<tr>
<td>IRM (UK)</td>
<td>Institute of Risk Management United Kingdom</td>
</tr>
<tr>
<td>-----------------</td>
<td>--------------------------------------------</td>
</tr>
<tr>
<td>ISACA</td>
<td>Information Systems Audit and Control Association</td>
</tr>
<tr>
<td>ISMS</td>
<td>Information Security Management System</td>
</tr>
<tr>
<td>ISO</td>
<td>International Standards Organisation</td>
</tr>
<tr>
<td>IT</td>
<td>Information technology</td>
</tr>
<tr>
<td>JSE</td>
<td>Johannesburg Stock Exchange Limited</td>
</tr>
<tr>
<td>King I</td>
<td>Report on Corporate Governance issued in 1994</td>
</tr>
<tr>
<td>King II</td>
<td>Report on Corporate Governance issued in 2002</td>
</tr>
<tr>
<td>Laws</td>
<td>Acts promulgated by Parliament, regulation, subordinate legislation, international legislation, applicable binding industry codes and rules such as JSE listings requirements and contractual obligations</td>
</tr>
<tr>
<td>Legitimate interests and expectations</td>
<td>The interest and expectation could be concluded to be valid and justifiable on a legal, moral or ethical basis in the circumstances by a reasonable and informed party</td>
</tr>
<tr>
<td>LID</td>
<td>Lead Independent Director</td>
</tr>
<tr>
<td>Memorandum of Incorporation</td>
<td>As defined in the Companies Act, no 71 of 2008</td>
</tr>
<tr>
<td>MFMA</td>
<td>Municipal Finance Management Act, no 56 of 2003</td>
</tr>
<tr>
<td>Not for profit company</td>
<td>As defined in the Companies Act, no 71 of 2008</td>
</tr>
<tr>
<td>OECD</td>
<td>Organisation for Economic Cooperation and Development</td>
</tr>
<tr>
<td>PFMA</td>
<td>Public Finance Management Act, no 1 of 1999</td>
</tr>
<tr>
<td>Practitioner</td>
<td>A person appointed, or two or more persons appointed jointly, to oversee a company during business rescue proceedings</td>
</tr>
<tr>
<td>PRI</td>
<td>Principles for Responsible Investment: An investor initiative in partnership with UNEP Finance Initiative and the UN Global Compact</td>
</tr>
<tr>
<td>Private company</td>
<td>As defined in the Companies Act, no 71 of 2008</td>
</tr>
<tr>
<td>Public company</td>
<td>As defined in the Companies Act, no 71 of 2008</td>
</tr>
<tr>
<td>Responsibility</td>
<td>The state or position of having control or authority and being accountable for ones actions and decisions</td>
</tr>
<tr>
<td>Risk</td>
<td>Risk can be defined as uncertain future events that could influence, both in a negative and a positive manner, the achievement of the company’s objectives. It is the combination of the probability of an event and its consequence. Risk is a condition in which the possibility of loss exists. In some situations, risk arises from the possibility of deviation from the expected outcome or event. Risk arises as much from failing to capture business opportunities when pursuing strategic and operational objectives as it does from a threat that something bad will happen.</td>
</tr>
<tr>
<td>Event</td>
<td>Occurrence of a particular set of circumstances. The event can be certain or uncertain. The event can be a single occurrence or a series of occurrences. The probability associated with the event can be estimated for a given period of time.</td>
</tr>
<tr>
<td>Probability</td>
<td>Extent to which the event is likely to occur. Frequency (the property of an event occurring at intervals) rather than probability (the relative likelihood of an event happening) may be used in describing risk. Degrees of belief about probability can be chosen as classes or ranks, such as rare/unlikely/moderate/likely/ almost certain, or incredible/im-probable/remote/occasional/probable/frequent.</td>
</tr>
<tr>
<td>Risk management</td>
<td>Risk management is the identification and evaluation of actual and potential risk areas as they pertain to the company as a total entity, followed by a process of either avoidance,</td>
</tr>
<tr>
<td><strong>Risk management process</strong></td>
<td>The Risk Management Process entails the planning, arranging and controlling of activities and resources to minimise the negative impacts of all risks to levels that can be tolerated by stakeholders whom the board has identified as relevant to the business of the company, as well as to optimise the opportunities, or positive impacts, of all risks</td>
</tr>
<tr>
<td>----------------------------</td>
<td>--------------------------------------------------------------------------------------------------</td>
</tr>
</tbody>
</table>
| **Cost of risk** | Costs associated with:  
- Insurance premiums;  
- Self retained losses (incurred loss);  
- Uninsured losses;  
- Risk control expenses including safety, security, property conservation, and quality control programs, etc.;  
- Maintenance costs;  
- Machinery breakdown costs;  
- Consulting charges;  
- Training;  
- Environmental costs; and  
- Administrative costs (internal and external) including risk management department, internal claims staff, fees paid to brokers, risk management consultants, outside claims and loss control services |
<p>| <strong>Criteria</strong> | Terms of reference by which the significance of risk is assessed. Risk criteria can include associated cost and benefits, legal and statutory requirements, socio economic and environmental aspects, the concern of stakeholders, priorities and other inputs to the assessment |
| <strong>Key risks</strong> | Risks which the company perceives to be its most significant risks |
| <strong>Key risk indicators</strong> | A metric that can be monitored and that has a correlation with one of the risk factors. Indicators by which key risks can be easily identified |
| <strong>Mitigation</strong> | Limitation of any negative consequence of a particular event |
| <strong>Residual risk</strong> | The level of risk remaining after risk treatment |
| <strong>Risk acceptance</strong> | Decision to accept a risk. The verb 'to accept' is chosen to convey the idea that acceptance has its basic dictionary meaning. Risk acceptance depends on risk criteria |
| <strong>Risk analysis</strong> | Systematic use of information to identify sources and to estimate the risk. Risk analysis provides a basis for risk evaluation, risk treatment and risk acceptance. Information can include historical data, theoretical analysis, informed opinions, and the concerns of stakeholders |
| <strong>Risk appetite</strong> | The level of residual risk that the company is prepared or willing to accept without further mitigation action being put in place, or the amount of risk company is willing to accept in pursuit of value. An company’s risk appetite will vary from risk to risk |</p>
<table>
<thead>
<tr>
<th>Term</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Risk appetite</td>
<td>Different from risk bearing capacity</td>
</tr>
<tr>
<td>Risk assessment</td>
<td>Overall process of risk identification, risk quantification and risk evaluation in order to identify potential opportunities or minimise loss</td>
</tr>
<tr>
<td>Risk avoidance</td>
<td>Decision not to become involved in, or action to withdraw from, a risk situation. The decision may be taken based on the result of risk evaluation</td>
</tr>
<tr>
<td>Risk bearing capacity</td>
<td>RBC is a prediction of the company’s ability to endure losses and the effect such losses may have on the company’s value and/or its ability to continue with its activities. RBC is a monetary value which is used as a yardstick, measuring the maximum loss the company can endure, without exposing it to the point where its existence and survival is under threat, given an equivalent loss</td>
</tr>
<tr>
<td>Risk communication</td>
<td>Exchange or sharing of information about risk between the decision-maker and other stakeholders. The information can relate to the existence, nature, form, probability, severity, acceptability, treatment or other aspects of risk</td>
</tr>
<tr>
<td>Risk control</td>
<td>Actions implementing physical risk management decisions. Risk control may involve monitoring, re-evaluation, and compliance with decisions</td>
</tr>
<tr>
<td>Risk estimation</td>
<td>Process used to assign values to the probability and consequences of a risk. Risk estimation can consider cost, benefits, the concerns of stakeholders and other variables, as appropriate for risk evaluation</td>
</tr>
<tr>
<td>Risk evaluation</td>
<td>Process of comparing the estimated risk against given risk criteria to determine the significance of the risk. Risk evaluation may be used to assist in the decision to accept or to treat a risk</td>
</tr>
<tr>
<td>Risk driver</td>
<td>The technical, programmatic and supportability facets of risk</td>
</tr>
<tr>
<td>Risk financing</td>
<td>Provision of funds to meet the cost of implementing risk treatment and related costs. In some instances, risk financing refers to funding only the financial consequences related to the risk</td>
</tr>
<tr>
<td>Risk identification</td>
<td>Process to find, list and characterise elements of risk. Elements can include source or hazard, event, consequence and probability. Risk identification can also reflect the concerns of stakeholders</td>
</tr>
<tr>
<td>Risk Manager / Group Risk Management / Risk Champion</td>
<td>An employee of who has the primary responsibility for advising on, formulating, overseeing and managing all aspects of a company’s risk management system AND monitors the company’s entire risk profile, ensuring that major risks are identified and reported upwards</td>
</tr>
<tr>
<td>Risk matrix</td>
<td>The structure of numbers of levels of probability and consequences chosen against which to measure risk</td>
</tr>
<tr>
<td>Risk optimisation</td>
<td>Process, related to a risk to exploit the risk opportunities, minimise the negative and to maximise the positive consequences and their respective probabilities</td>
</tr>
<tr>
<td>Risk perception</td>
<td>Way in which a stakeholder views a risk based on a set of values or concerns. Risk perception depends on the stakeholder’s needs, issues and knowledge. Risk perception can differ from objective data</td>
</tr>
</tbody>
</table>
| Risk profile                           | The company and its regions and functional areas, has an inherent and residual risk profile. These are all the risks faced by the company, ranked according to a risk matrix and indicated graphically on a matrix. The Risk Score may be determined by multiplying the frequency and severity of the
| **Risk reduction** | Actions taken to lessen the **probability** negative consequences or both, associated with a **risk** |
| **Risk register** | A formal listing of risks identified, together with the results of the **risk analysis, risk evaluation** procedures together with details of risk treatment, risk control, risk reduction plans |
| **Risk response** | Process of selection and implementation of measures to modify **risk**  
| | The term “risk treatment” is sometimes used for the measures themselves  
| | Risk response measures can include treating, avoiding, optimising, transferring, terminating or retaining risk |
| **Risk retention** | Acceptance of the burden of loss, or benefit of gain, from a particular **risk**  
| | Risk retention includes the acceptance of risks that have not been identified  
| | Risk retention does not include treatments involving insurance, or transfer by other means.  
| | There can be variability in the degree of acceptance and dependence on **risk criteria** |
| **Risk tracking** | The monitoring of key risks over time to determine whether the level of risk is changing |
| **Risk transfer** | Sharing with another party the burden of loss or benefit of gain, for a risk  
| | Legal or statutory requirements can limit, prohibit or mandate the transfer of certain risk  
| | Risk transfer can be carried out through insurance or other agreements  
| | Risk transfer can create new risks or modify existing risk  
| | Relocation of the source is not risk transfer |
| **Source identification** | Process to find, list and characterise sources or **root causes**  
| | In the context of safety, source identification is called hazard identification |

**Share-based incentive scheme**  
A share-based incentive scheme is a form of remuneration which rewards employees according to the appreciation in value of real or notional equity holdings in the company. It may take a variety of forms, including that of an option or a conditional grant of shares subject to performance or other conditions. It is generally granted over a period of three or more years and may be settled by cash or by the issue of shares.

**SOX**  
Sarbanes-Oxley Act, 2000

**SRI**  
Socially Responsible Investments

**Stakeholders**  
Any group affected by and affecting the company’s operations

**State owned company**  
As defined in the Companies Act, no 71 of 2008

**Sustainability**  
Sustainability of a company means conducting operations in a manner that meets existing needs without compromising the ability of future generations to meet their needs. It means having regard to the impact that the business operations have on the economic life of the community in which it operates. Sustainability includes environmental, social and governance issues.

**Transparent**  
Easy to understand or recognise; obvious; candid; open; frank

**Triple context**  
The context in which companies operate - people, profit and planet

**Ubuntu**  
A concept which is captured in the expression 'uMuntu ngumuntu ngabantu', 'I am because you are; you are because we are'. Ubuntu means humaneness and the philosophy of ubuntu includes mutual support and respect, interdependence, unity, collective work and responsibility
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